
Informatica® Email Verification
7.0

User Guide 



Informatica Email Verification User Guide
7.0
September 2022

© Copyright Informatica LLC 2013, 2022

This software and documentation are provided only under a separate license agreement containing restrictions on use and disclosure. No part of this document may be 
reproduced or transmitted in any form, by any means (electronic, photocopying, recording or otherwise) without prior consent of Informatica LLC.

U.S. GOVERNMENT RIGHTS Programs, software, databases, and related documentation and technical data delivered to U.S. Government customers are "commercial 
computer software" or "commercial technical data" pursuant to the applicable Federal Acquisition Regulation and agency-specific supplemental regulations. As such, 
the use, duplication, disclosure, modification, and adaptation is subject to the restrictions and license terms set forth in the applicable Government contract, and, to the 
extent applicable by the terms of the Government contract, the additional rights set forth in FAR 52.227-19, Commercial Computer Software License.

Informatica, the Informatica logo, AddressDoctor, and Informatica Cloud are trademarks or registered trademarks of Informatica LLC in the United States and many 
jurisdictions throughout the world. A current list of Informatica trademarks is available on the web at https://www.informatica.com/trademarks.html. Other company 
and product names may be trade names or trademarks of their respective owners.

Portions of this software and/or documentation are subject to copyright held by third parties, including without limitation: Copyright DataDirect Technologies. All rights 
reserved. Copyright © Sun Microsystems. All rights reserved. Copyright © RSA Security Inc. All Rights Reserved. Copyright © Ordinal Technology Corp. All rights 
reserved. Copyright © Aandacht c.v. All rights reserved. Copyright Genivia, Inc. All rights reserved. Copyright Isomorphic Software. All rights reserved. Copyright © Meta 
Integration Technology, Inc. All rights reserved. Copyright © Intalio. All rights reserved. Copyright © Oracle. All rights reserved. Copyright © Adobe Systems Incorporated. 
All rights reserved. Copyright © DataArt, Inc. All rights reserved. Copyright © ComponentSource. All rights reserved. Copyright © Microsoft Corporation. All rights 
reserved. Copyright © Rogue Wave Software, Inc. All rights reserved. Copyright © Teradata Corporation. All rights reserved. Copyright © Yahoo! Inc. All rights reserved. 
Copyright © Glyph & Cog, LLC. All rights reserved. Copyright © Thinkmap, Inc. All rights reserved. Copyright © Clearpace Software Limited. All rights reserved. Copyright 
© Information Builders, Inc. All rights reserved. Copyright © OSS Nokalva, Inc. All rights reserved. Copyright Edifecs, Inc. All rights reserved. Copyright Cleo 
Communications, Inc. All rights reserved. Copyright © International Organization for Standardization 1986. All rights reserved. Copyright © ej-technologies GmbH. All 
rights reserved. Copyright © Jaspersoft Corporation. All rights reserved. Copyright © International Business Machines Corporation. All rights reserved. Copyright © 
yWorks GmbH. All rights reserved. Copyright © Lucent Technologies. All rights reserved. Copyright © University of Toronto. All rights reserved. Copyright © Daniel 
Veillard. All rights reserved. Copyright © Unicode, Inc. Copyright IBM Corp. All rights reserved. Copyright © MicroQuill Software Publishing, Inc. All rights reserved. 
Copyright © PassMark Software Pty Ltd. All rights reserved. Copyright © LogiXML, Inc. All rights reserved. Copyright © 2003-2010 Lorenzi Davide, All rights reserved. 
Copyright © Red Hat, Inc. All rights reserved. Copyright © The Board of Trustees of the Leland Stanford Junior University. All rights reserved. Copyright © EMC 
Corporation. All rights reserved. Copyright © Flexera Software. All rights reserved. Copyright © Jinfonet Software. All rights reserved. Copyright © Apple Inc. All rights 
reserved. Copyright © Telerik Inc. All rights reserved. Copyright © BEA Systems. All rights reserved. Copyright © PDFlib GmbH. All rights reserved. Copyright © 
Orientation in Objects GmbH. All rights reserved. Copyright © Tanuki Software, Ltd. All rights reserved. Copyright © Ricebridge. All rights reserved. Copyright © Sencha, 
Inc. All rights reserved. Copyright © Scalable Systems, Inc. All rights reserved. Copyright © jQWidgets. All rights reserved. Copyright © Tableau Software, Inc. All rights 
reserved. Copyright© MaxMind, Inc. All Rights Reserved. Copyright © TMate Software s.r.o. All rights reserved. Copyright © MapR Technologies Inc. All rights reserved. 
Copyright © Amazon Corporate LLC. All rights reserved. Copyright © Highsoft. All rights reserved. Copyright © Python Software Foundation. All rights reserved. 
Copyright © BeOpen.com. All rights reserved. Copyright © CNRI. All rights reserved. 

This product includes software developed by the Apache Software Foundation (http://www.apache.org/), and/or other software which is licensed under various 
versions of the Apache License (the "License"). You may obtain a copy of these Licenses at http://www.apache.org/licenses/. Unless required by applicable law or 
agreed to in writing, software distributed under these Licenses is distributed on an "AS IS" BASIS, WITHOUT WARRANTIES OR CONDITIONS OF ANY KIND, either express 
or implied. See the Licenses for the specific language governing permissions and limitations under the Licenses.

This product includes software which was developed by Mozilla (http://www.mozilla.org/), software copyright The JBoss Group, LLC, all rights reserved; software 
copyright © 1999-2006 by Bruno Lowagie and Paulo Soares and other software which is licensed under various versions of the GNU Lesser General Public License 
Agreement, which may be found at http:// www.gnu.org/licenses/lgpl.html. The materials are provided free of charge by Informatica, "as-is", without warranty of any 
kind, either express or implied, including but not limited to the implied warranties of merchantability and fitness for a particular purpose.

The product includes ACE(TM) and TAO(TM) software copyrighted by Douglas C. Schmidt and his research group at Washington University, University of California, 
Irvine, and Vanderbilt University, Copyright (©) 1993-2006, all rights reserved.

This product includes software developed by the OpenSSL Project for use in the OpenSSL Toolkit (copyright The OpenSSL Project. All Rights Reserved) and 
redistribution of this software is subject to terms available at http://www.openssl.org and http://www.openssl.org/source/license.html.

This product includes Curl software which is Copyright 1996-2013, Daniel Stenberg, <daniel@haxx.se>. All Rights Reserved. Permissions and limitations regarding this 
software are subject to terms available at http://curl.haxx.se/docs/copyright.html. Permission to use, copy, modify, and distribute this software for any purpose with or 
without fee is hereby granted, provided that the above copyright notice and this permission notice appear in all copies.

The product includes software copyright 2001-2005 (©) MetaStuff, Ltd. All Rights Reserved. Permissions and limitations regarding this software are subject to terms 
available at http://www.dom4j.org/ license.html.

The product includes software copyright © 2004-2007, The Dojo Foundation. All Rights Reserved. Permissions and limitations regarding this software are subject to 
terms available at http://dojotoolkit.org/license.

This product includes ICU software which is copyright International Business Machines Corporation and others. All rights reserved. Permissions and limitations 
regarding this software are subject to terms available at http://source.icu-project.org/repos/icu/icu/trunk/license.html.

This product includes software copyright © 1996-2006 Per Bothner. All rights reserved. Your right to use such materials is set forth in the license which may be found at 
http:// www.gnu.org/software/ kawa/Software-License.html.

This product includes OSSP UUID software which is Copyright © 2002 Ralf S. Engelschall, Copyright © 2002 The OSSP Project Copyright © 2002 Cable & Wireless 
Deutschland. Permissions and limitations regarding this software are subject to terms available at http://www.opensource.org/licenses/mit-license.php.

This product includes software developed by Boost (http://www.boost.org/) or under the Boost software license. Permissions and limitations regarding this software 
are subject to terms available at http:/ /www.boost.org/LICENSE_1_0.txt.

This product includes software copyright © 1997-2007 University of Cambridge. Permissions and limitations regarding this software are subject to terms available at 
http:// www.pcre.org/license.txt.

This product includes software copyright © 2007 The Eclipse Foundation. All Rights Reserved. Permissions and limitations regarding this software are subject to terms 
available at http:// www.eclipse.org/org/documents/epl-v10.php and at http://www.eclipse.org/org/documents/edl-v10.php.

This product includes software licensed under the terms at http://www.tcl.tk/software/tcltk/license.html, http://www.bosrup.com/web/overlib/?License, http://
www.stlport.org/doc/ license.html, http://asm.ow2.org/license.html, http://www.cryptix.org/LICENSE.TXT, http://hsqldb.org/web/hsqlLicense.html, http://
httpunit.sourceforge.net/doc/ license.html, http://jung.sourceforge.net/license.txt , http://www.gzip.org/zlib/zlib_license.html, http://www.openldap.org/software/
release/license.html, http://www.libssh2.org, http://slf4j.org/license.html, http://www.sente.ch/software/OpenSourceLicense.html, http://fusesource.com/downloads/
license-agreements/fuse-message-broker-v-5-3- license-agreement; http://antlr.org/license.html; http://aopalliance.sourceforge.net/; http://www.bouncycastle.org/
licence.html; http://www.jgraph.com/jgraphdownload.html; http://www.jcraft.com/jsch/LICENSE.txt; http://jotm.objectweb.org/bsd_license.html; . http://www.w3.org/



Consortium/Legal/2002/copyright-software-20021231; http://www.slf4j.org/license.html; http://nanoxml.sourceforge.net/orig/copyright.html; http://www.json.org/
license.html; http://forge.ow2.org/projects/javaservice/, http://www.postgresql.org/about/licence.html, http://www.sqlite.org/copyright.html, http://www.tcl.tk/
software/tcltk/license.html, http://www.jaxen.org/faq.html, http://www.jdom.org/docs/faq.html, http://www.slf4j.org/license.html; http://www.iodbc.org/dataspace/
iodbc/wiki/iODBC/License; http://www.keplerproject.org/md5/license.html; http://www.toedter.com/en/jcalendar/license.html; http://www.edankert.com/bounce/
index.html; http://www.net-snmp.org/about/license.html; http://www.openmdx.org/#FAQ; http://www.php.net/license/3_01.txt; http://srp.stanford.edu/license.txt; 
http://www.schneier.com/blowfish.html; http://www.jmock.org/license.html; http://xsom.java.net; http://benalman.com/about/license/; https://github.com/CreateJS/
EaselJS/blob/master/src/easeljs/display/Bitmap.js; http://www.h2database.com/html/license.html#summary; http://jsoncpp.sourceforge.net/LICENSE; http://
jdbc.postgresql.org/license.html; http://protobuf.googlecode.com/svn/trunk/src/google/protobuf/descriptor.proto; https://github.com/rantav/hector/blob/master/
LICENSE; http://web.mit.edu/Kerberos/krb5-current/doc/mitK5license.html; http://jibx.sourceforge.net/jibx-license.html; https://github.com/lyokato/libgeohash/blob/
master/LICENSE; https://github.com/hjiang/jsonxx/blob/master/LICENSE; https://code.google.com/p/lz4/; https://github.com/jedisct1/libsodium/blob/master/
LICENSE; http://one-jar.sourceforge.net/index.php?page=documents&file=license; https://github.com/EsotericSoftware/kryo/blob/master/license.txt; http://www.scala-
lang.org/license.html; https://github.com/tinkerpop/blueprints/blob/master/LICENSE.txt; http://gee.cs.oswego.edu/dl/classes/EDU/oswego/cs/dl/util/concurrent/
intro.html; https://aws.amazon.com/asl/; https://github.com/twbs/bootstrap/blob/master/LICENSE; https://sourceforge.net/p/xmlunit/code/HEAD/tree/trunk/
LICENSE.txt; https://github.com/documentcloud/underscore-contrib/blob/master/LICENSE, and https://github.com/apache/hbase/blob/master/LICENSE.txt.

This product includes software licensed under the Academic Free License (http://www.opensource.org/licenses/afl-3.0.php), the Common Development and 
Distribution License (http://www.opensource.org/licenses/cddl1.php) the Common Public License (http://www.opensource.org/licenses/cpl1.0.php), the Sun Binary 
Code License Agreement Supplemental License Terms, the BSD License (http:// www.opensource.org/licenses/bsd-license.php), the new BSD License (http://
opensource.org/licenses/BSD-3-Clause), the MIT License (http://www.opensource.org/licenses/mit-license.php), the Artistic License (http://www.opensource.org/
licenses/artistic-license-1.0) and the Initial Developer’s Public License Version 1.0 (http://www.firebirdsql.org/en/initial-developer-s-public-license-version-1-0/).

This product includes software copyright © 2003-2006 Joe WaInes, 2006-2007 XStream Committers. All rights reserved. Permissions and limitations regarding this 
software are subject to terms available at http://xstream.codehaus.org/license.html. This product includes software developed by the Indiana University Extreme! Lab. 
For further information please visit http://www.extreme.indiana.edu/.

This product includes software Copyright (c) 2013 Frank Balluffi and Markus Moeller. All rights reserved. Permissions and limitations regarding this software are subject 
to terms of the MIT license.

See patents at https://www.informatica.com/legal/patents.html.

DISCLAIMER: Informatica LLC provides this documentation "as is" without warranty of any kind, either express or implied, including, but not limited to, the implied 
warranties of noninfringement, merchantability, or use for a particular purpose. Informatica LLC does not warrant that this software or documentation is error free. The 
information provided in this software or documentation may include technical inaccuracies or typographical errors. The information in this software and documentation 
is subject to change at any time without notice.

NOTICES

This Informatica product (the "Software") includes certain drivers (the "DataDirect Drivers") from DataDirect Technologies, an operating company of Progress Software 
Corporation ("DataDirect") which are subject to the following terms and conditions:

1. THE DATADIRECT DRIVERS ARE PROVIDED "AS IS" WITHOUT WARRANTY OF ANY KIND, EITHER EXPRESSED OR IMPLIED, INCLUDING BUT NOT LIMITED TO, 
THE IMPLIED WARRANTIES OF MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND NON-INFRINGEMENT.

2. IN NO EVENT WILL DATADIRECT OR ITS THIRD PARTY SUPPLIERS BE LIABLE TO THE END-USER CUSTOMER FOR ANY DIRECT, INDIRECT, INCIDENTAL, 
SPECIAL, CONSEQUENTIAL OR OTHER DAMAGES ARISING OUT OF THE USE OF THE ODBC DRIVERS, WHETHER OR NOT INFORMED OF THE POSSIBILITIES 
OF DAMAGES IN ADVANCE. THESE LIMITATIONS APPLY TO ALL CAUSES OF ACTION, INCLUDING, WITHOUT LIMITATION, BREACH OF CONTRACT, BREACH 
OF WARRANTY, NEGLIGENCE, STRICT LIABILITY, MISREPRESENTATION AND OTHER TORTS.

The information in this documentation is subject to change without notice. If you find any problems in this documentation, report them to us at 
infa_documentation@informatica.com.

Informatica products are warranted according to the terms and conditions of the agreements under which they are provided. INFORMATICA PROVIDES THE 
INFORMATION IN THIS DOCUMENT "AS IS" WITHOUT WARRANTY OF ANY KIND, EXPRESS OR IMPLIED, INCLUDING WITHOUT ANY WARRANTIES OF 
MERCHANTABILITY, FITNESS FOR A PARTICULAR PURPOSE AND ANY WARRANTY OR CONDITION OF NON-INFRINGEMENT.

Publication Date: 2022-09-21

https://www.informatica.com/legal/patents.html


Table of Contents

Preface . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5
Informatica Resources. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5

Informatica Network. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5

Informatica Knowledge Base. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5

Informatica Documentation. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  5

Informatica Product Availability Matrices. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6

Informatica Velocity. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6

Informatica Marketplace. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6

Informatica Global Customer Support. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  6

Chapter 1: Using Email Verification. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7
Introduction to Email Verification. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  7

Required License Information. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  8

Available Operations. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  8

VerifyEmail. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  9

GetDomainInfo. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  12

GetReasonCodes . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  15

GetRemainingHits. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  17

GetRiskProfiles. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  18

GetStatusCodes. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  18

GetStatusCodesForMethod. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  20

Chapter 2: Frequently Asked Questions. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  22
What is Analytics In Progress? . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  22

Does Email Verification Return Key Value Pairs?. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  22

What Do the Hygiene Results Mean?. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  23

What is Net Protect?. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  23

Can I Call the GetServiceInfo Method?. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  24

What is an Alias Email Address?. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  24

How Does VerifyEmail Handle an Email Address in a Catch-All Domain?. . . . . . . . . . . . . . . . . . . 24

Can I Create or Update a Risk Tolerance Profile?. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  24

Customizing a Risk Tolerance Profile. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  24

Rules and Guidelines for Risk Tolerance Profiles. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  25

Appendix A: Testing the Input and Result XML. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  26
Sample Input and Result XML for VerifyEmail. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  26

Appendix B: Return Codes. . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . . .  29
Email Verification Status Number and Reason Code Combinations. . . . . . . . . . . . . . . . . . . . . .  29

4        Table of Contents



Preface
This guide describes the operations of the Email Verification application from Informatica.

Informatica Resources
Informatica provides you with a range of product resources through the Informatica Network and other online 
portals. Use the resources to get the most from your Informatica products and solutions and to learn from 
other Informatica users and subject matter experts.

Informatica Network
The Informatica Network is the gateway to many resources, including the Informatica Knowledge Base and 
Informatica Global Customer Support. To enter the Informatica Network, visit 
https://network.informatica.com.

As an Informatica Network member, you have the following options:

• Search the Knowledge Base for product resources.

• View product availability information.

• Create and review your support cases.

• Find your local Informatica User Group Network and collaborate with your peers.

Informatica Knowledge Base
Use the Informatica Knowledge Base to find product resources such as how-to articles, best practices, video 
tutorials, and answers to frequently asked questions.

To search the Knowledge Base, visit https://search.informatica.com. If you have questions, comments, or 
ideas about the Knowledge Base, contact the Informatica Knowledge Base team at 
KB_Feedback@informatica.com.

Informatica Documentation
Use the Informatica Documentation Portal to explore an extensive library of documentation for current and 
recent product releases. To explore the Documentation Portal, visit https://docs.informatica.com.

If you have questions, comments, or ideas about the product documentation, contact the Informatica 
Documentation team at infa_documentation@informatica.com.
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Informatica Product Availability Matrices
Product Availability Matrices (PAMs) indicate the versions of the operating systems, databases, and types of 
data sources and targets that a product release supports. You can browse the Informatica PAMs at 
https://network.informatica.com/community/informatica-network/product-availability-matrices.

Informatica Velocity
Informatica Velocity is a collection of tips and best practices developed by Informatica Professional Services 
and based on real-world experiences from hundreds of data management projects. Informatica Velocity 
represents the collective knowledge of Informatica consultants who work with organizations around the 
world to plan, develop, deploy, and maintain successful data management solutions.

You can find Informatica Velocity resources at http://velocity.informatica.com. If you have questions, 
comments, or ideas about Informatica Velocity, contact Informatica Professional Services at 
ips@informatica.com.

Informatica Marketplace
The Informatica Marketplace is a forum where you can find solutions that extend and enhance your 
Informatica implementations. Leverage any of the hundreds of solutions from Informatica developers and 
partners on the Marketplace to improve your productivity and speed up time to implementation on your 
projects. You can find the Informatica Marketplace at https://marketplace.informatica.com.

Informatica Global Customer Support
You can contact a Global Support Center by telephone or through the Informatica Network.

To find your local Informatica Global Customer Support telephone number, visit the Informatica website at 
the following link: 
https://www.informatica.com/services-and-training/customer-success-services/contact-us.html.

To find online support resources on the Informatica Network, visit https://network.informatica.com and 
select the eSupport option.
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C h a p t e r  1

Using Email Verification
This chapter includes the following topics:

• Introduction to Email Verification, 7

• Required License Information, 8

• Available Operations, 8

• VerifyEmail, 9

• GetDomainInfo, 12

• GetReasonCodes , 15

• GetRemainingHits, 17

• GetRiskProfiles, 18

• GetStatusCodes, 18

• GetStatusCodesForMethod, 20

Introduction to Email Verification
Email Verification combines state-of-the-art email verification algorithms with hygiene algorithms to allow 
customers to detect and avoid dangerous or potentially dangerous email addresses or domains.

Some status codes in this document are labeled as potentially dangerous. This label is a result of the hygiene 
processing component. Caution should be used when e-mailing to addresses labeled as potentially 
dangerous. For more information, see “What Do the Hygiene Results Mean?” on page 23.

Service URLs

You can use SOAP and REST endpoints to connect to Email Verification. Informatica provides endpoints to 
locations in the United States and Europe.

Use one of the following SOAP endpoints:

United States

https://ws.strikeiron.com/EmailVerify7?WSDL

Europe

https://eu-ws.informaticadaas.com/EmailVerify7?WSDL

Use one of the following REST endpoints:

United States

https://ws.strikeiron.com/StrikeIron/EmailVerify7/EmailVerification
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Europe

https://eu-ws.informaticadaas.com/StrikeIron/EmailVerify7/EmailVerification

Required License Information
The LicenseInfo parameter in the web services provides the authentication credentials to allow a user to 
invoke the web service.

If you are registered with Informatica DaaS, use the UserID and Password associated with your Informatica 
DaaS account in the UserID and Password fields. Alternatively, you can use a license key that you obtained 
from Informatica with a blank password field.

The following table describes the output for the license subscription information:

Field Name Description Sample Code

LicenseStatusCode Returns a numeric code indicating the Informatica DaaS license action 
taken as a result of invoking this operation from the user credentials used 
for input. Valid license codes are 0, 1, and 2.
For example, a valid User ID and Password return the code 0 with a 
corresponding LicenseStatus value of Valid license key.

0

LicenseStatus Returns the status of the Informatica DaaS User ID and Password 
corresponding to the LicenseStatusCode.

Valid license key

LicenseActionCode Returns a numeric code indicating the Informatica DaaS license action 
taken as a result of invoking this operation.

0

LicenseAction Returns the license action taken as a result of invoking this operation. Decremented hit 
count

RemainingHits Returns the number of hits, or discrete calls to the Informatica DaaS 
validation interface, that remain available to the current product license.
The RemainingHits value indicates the number of hits that remain available 
to the license after the current operation is complete.

2

Available Operations
The following operations are available in Email Verification:

• VerifyEmail. Accepts an email address for verification and returns a response.

• GetDomainInfo. Returns information about the email address domain.

• GetReasonCodes. Returns a numerical status code and status description that describes the response to 
your request.

• GetRemainingHits. Returns the number of hits, or calls, that remain in your subscription to the interface.

• GetRiskProfiles. Returns all risk profiles associated with a license or customer.

• GetStatusCodes. Returns a complete enumeration of the values that may appear in the StatusNbr and 
StatusDescription parameter for all methods in the interface.
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• GetStatusCodesForMethod. Returns an enumerated list of the values that appear in the StatusNbr and 
StatusDescription fields for a given method in the interface.

Note: When you invoke the VerifyEmail and GetDomainInfo operations, the operations consume one hit at a 
time. When you invoke the GetReasonCodes, GetRemainingHits, GetRiskProfiles, GetStatusCodes, and 
GetStatusCodesForMethod operations, the operations consume zero hits at a time.

VerifyEmail
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation. The outputs from VerifyEmail include the delivery recommendation for the input email address.

The outputs also include fields that you can read to understand the reasons for the recommendation. To 
more fully understand the recommendation, consult the StatusNbr value in the ServiceStatus output in 
conjunction with the Reason: Code, Reason: Description, and Hygiene: HygieneResult values in the 
ServiceResult output. The recommendation depends on the risk tolerance profile that you specify for the 
verification request.

Input

The following table describes the input fields:

Field Description Sample Input

Email The email address that you want to verify. Required value. johndoe@informatica.com

TimeoutSeconds The amount of time, in seconds, that the service searches for the 
email address. Enter a value between 1 and 300 seconds. The 
default value is 29 seconds.

10

SourceId An ID value to return with the result as a source identifier. Optional 
value.

Source01

MaxSuggestions The maximum number of suggestions to be returned as part of the 
response. The valid value range is 0 through 10. The default value is 
3.

5

RiskProfile The name of the risk tolerance profile that your send 
recommendations are based on.
Informatica provides out-of-the-box profiles with the following 
names:
- Low Risk
- Medium Risk
- High Risk
The default profile is Medium Risk.
You can also submit the name of a custom risk tolerance profile. 
Users can create and customize risk tolerance profiles on the Data 
as a Service customer portal.

Low Risk

VerifyEmail       9



ServiceStatus Output

The following table describes the ServiceStatus output fields:

Field Description Sample Output

StatusNbr Returns a number that represents the status of the request.
See also GetStatusCodes.

200

StatusDescription Returns the description of the status number.
See also GetStatusCodes.

Email Valid

ServiceResult Output

The following table describes the ServiceResult output fields:

Field Description Sample Output

SourceId Input value in the SourceId parameter. Source01

Timestamp The current UTC timestamp. 2019-04-05T07:22:12.9802161Z

Email: Complete The email address that you entered. johndoe@informatica.com

Email: LocalPart The local part of the email address that you 
entered.

johndoe

Email: DomainPart The domain name in the email address that 
you entered.

informatica.com

Email: AliasMasterAddress When the email address is an alias address, 
the service returns the master email 
address in this field.

johndoe@gmail.com

Reason: Code Further describes the response of the 
request.
Reason code is associated with a Reason 
Description and is a subset of a Status 
Number and Description.

201

Reason: Description Further describes the response of the 
request.
Reason Description is a subset of a Status 
Number and Description.

Mailbox Confirmed

Hygiene: HygieneResult Result of the Hygiene routine. Safe US

Hygiene: NetProtected Indicates if the domain is protected by a 
third party.

true

Hygiene: NetProtectedBy The third party protecting the domain. AppRiver

SendRecommendation: RiskProfile The name of the risk tolerance profile used 
to create the current send recommendation.

Low Risk
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Field Description Sample Output

SendRecommendation: 
Recommendation

The recommendation on whether to send 
the email, based on your risk tolerance 
profile. Use to make a decision on whether 
or not to send the email.
Possible values:
- Bad Profile
- Do not Send
- Error
- Retry
- Send
- Unknown
Note: You receive the send 
recommendations based on the 
combination of the reason logic and the 
hygiene result.

Send

SendRecommendation: 
RecommendedRetries

When the send recommendation is Retry, 
this number indicates how often you should 
to try to verify the email address before 
considering it "Do not Send".

2

SendRecommendation: 
RecommendedRetryDelaySeconds

When the send recommendation is Retry, 
this number indicates how many seconds 
you should wait before submitting the email 
for verification again.

60

DestinationCountry: Code The ISO 3166-1 numerical country code of 
the country that hosts the destination mail 
server, if it is possible to identify it.

840

DestinationCountry: Alpha2Code The ISO 3166-1 2 digit country code of the 
country that hosts the destination mail 
server, if it is possible to identify it.

US

DestinationCountry: Alpha3Code The ISO 3166-1 3 digit country code of the 
country that hosts the destination mail 
server, if it is possible to identify it.

USA

DestinationCountry: Name The name of the country according to the 
ISO 3166-1 standard.

United States of America

Cached Indicates whether the verification result 
was pulled from the cache. This happens if 
the email was verified recently.

true

Disposable Indicates whether the address has a finite 
life-span.

true

PotentiallyVulgar Indicates if vulgar words have been 
identified as part of the email address.

true

VulgarLanguage When the email address is found to contain 
potentially vulgar words, this field returns 
the language as an ISO 639-1 code.

EN
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Field Description Sample Output

RoleBased Indicates whether the address identifies a 
role and not an individual, for example 
hr@informatica.com.

false

RoleBasedLanguage When the email address is found to contain 
potentially role words, this field returns the 
language as an ISO 639-1 code.

EN

EmailSegment Indicates the type of email address.
The following list shows the types of email 
addresses:
- Personal
- Business
- Unknown

Business

PossibleCorrections A list suggestions for email addresses that 
may be incorrect or otherwise seem to 
differ from what the user might have 
intended. Returns suggestions up to the 
number that the MaxSuggestions input field 
specifies.

johndoe@gmail.com

DomainKnowledge Key/Value pairs of domain information. 
Reserved for future use.

AddressKnowledge Key/Value pairs of address information. 
Reserved for future use.

GetDomainInfo
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation.

Input

The following table describes the input fields:

Field Description Sample Input

Domain The domain about which you want to retrieve information. Required value. informatica.com

Timeout The amount of time, in seconds, that the service searches for the domain information. 
Enter a value between 1 and 90 seconds. The default value is 60 seconds.

5

SourceId An ID value to return with the result as a source identifier. Optional value. Source01
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ServiceStatus Output

The following table describes the ServiceStatus output fields:

Field Description Sample Output

StatusNbr Returns a number that represents the status of the request. See also 
GetStatusCodes.

200

StatusDescription Returns the description of the status number. See also GetStatusCodes. Successful

ServiceResult Output

The service returns information retrieved from whois.com and dnsinfo.com. The websites can provide 
information such as the creation date of the domain and the domain owner.

Informatica has no control over the information that is returned in the respective WhoisInfo or DnsInfo 
sections of the Service output.

The following table describes the ServiceResult output fields:

Field Description Sample Output

WhoisInfo: 
CreationDate

Date the domain was registered. 10/17/1995 00:00:00

WhoisInfo: 
UpdateDate

Date the domain registration was 
updated.

2018-11-29T15:09:03Z

WhoisInfo: ExpiryDate Date the domain registration will expire. 10/16/2019 04:00:00

WhoisInfo: Registrant Who registered the domain.
Includes the following information:
1. Name
2. Organization
3. Phone
4. Email
5. Address

The Registrant field includes the following 
sample outputs:
1. Name: Domain Admin
2. Organization: Informatica LLC
3. Phone: +1.6503855000
4. Email: infadomainnames@informatica.com
5. Address:
Street: 2100 Seaport Blvd
City: Redwood City
State: California
Country: US

WhoisInfo: Admin Who is the administrator of the domain.
Includes the following information:
1. Name
2. Organization
3. Phone
4. Email
5. Address

The Admin field includes the following sample 
outputs:
1. Name: Domain Admin
2. Organization: Informatica LLC
3. Phone: +1.6503855000
4. Email: infadomainnames@informatica.com
5. Address:
Street: 2100 Seaport Blvd
City: Redwood City
State: California
Country: US
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Field Description Sample Output

WhoisInfo: Tech Who is the technical contact for the 
domain.
Includes the following information:
1. Name
2. Organization
3. Phone
4. Email
5. Address

The Tech field includes the following sample 
outputs:
1. Name: NetNames Hostmaster
2. Organization: Netnames Ltd
3. Phone: +44.2070159370
4. Email: hostmaster@netnames.net
5. Address:
Street: 25 Canada Square, 37th 
Floor, Canary Wharf 
City: London
State: London
Country: GB

WhoisInfo: Registrar Which domain registrar was used to 
register the domain.
Includes the following information:
1. Name
2. Url
3. AbusePhone: Phone number to call 

with abuse complaints.
4. AbuseEmail: Email to contact with 

abuse complaints.

The Registrar field includes the following 
sample outputs:
1. Name: CSC CORPORATE DOMAINS, INC.
2. Url: www.cscprotectsbrands.com
3. AbusePhone: +1.8887802723
4. AbuseEmail: domainabuse@cscglobal.com

WhoisInfo: IsCached True if we retrieved this record from our 
short-term cache of WHOIS data.

true

DnsInfo: 
ARecordExists

True if an A record exists for the domain. 
This maps the domain to an IP address. If 
this record does not exist that is a red 
flag as it is not tied to anything.

true

DnsInfo: 
SpfRecordExists

True if an SPF (Sender Policy Framework) 
record exists for the domain. This is used 
to indicate to mail servers which hosts 
are authorized to send mail for a domain. 
If this record does not exist that is a red 
flag because most reputable email 
servers have this defined.

true

DnsInfo: 
WwwRecordExists

True if a WWW record exists for a 
domain. Most reputable sites have this 
going to their home page.

true
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Field Description Sample Output

DnsInfo: MxRecords Includes details on 0 or more MX (Mail 
Exchange) records. These define the 
actual mail servers that accept email for 
the domain.
An MxRecord in the MxRecords field 
includes the following information:
1. Mx: Domain of the email server.
2. IpAddresses: 0 or more IP addresses 

associated with the mail server. An IP 
address entry includes the following 
information:
An IP address entry includes the 
following information:
1. Address: The IPv4 address.
2. CountryCode: The ISO-2 country 

code where the IP address is 
located.

3. Owner: The entity that owns the IP 
address, usually a large ISP (Internet 
Service Provider).

Mx: informatica-
com.mail.protection.outlook.com

IsCatchAll The domain will accept all incoming 
email regardless of whether the mailbox 
exists.

false

IsDisposable The domain is known to provide 
disposable email addresses.

false

IsRestrictedCountry The country in which the domain is 
hosted is listed as a sanctioned country 
by the United States government.

false

GetReasonCodes
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation.

Input

This operation uses the LicenseInfo data and does not require any input.

The operation returns a list of the values that display for the VerifyEmail() method in the ReasonCode and 
ReasonDescription fields.

GetReasonCodes        15



ServiceStatus Output

The following table describes the ServiceStatus output fields:

Field Description Sample Output

StatusNbr Returns a number referring to the status of the request. See GetStatusCodes. 200

StatusDescription Returns the description of the status number. See GetStatusCodes. Found

ServiceResult Output

The following table describes the possible Reason Codes and Reason Descriptions in the ServiceResult 
output fields:

Reason Code Reason Description

201 Mailbox Confirmed

202 User Account Confirmed

203 Mailbox Confirmed But Full

211 Server Will Accept

212 Unable To Verify At This Time

213 Server In Restricted Country, Will Not Contact

222 Server Not Responding

223 Server Deferred

224 Server Throttled

225 Server Actively Rejected

301 Missing @ Symbol

302 Bad Domain Syntax

303 Bad Local Part Syntax

304 Domain Not Found

305 Not A Valid Mail Domain

307 Mailbox Rejected

311 Trap Domain

401 Email Is Required

16       Chapter 1: Using Email Verification



Reason Code Reason Description

402 TimeoutSeconds must be greater than 0 and less than or equal to 300

403 MaxSuggestions must be greater than or equal to 0 and less than or equal to 10

GetRemainingHits
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation.

Input

This operation uses the LicenseInfo data and does not require any input.

The operation returns the number of hits, or calls, that remain in your subscription.

SubscriptionInfo Output

The following table describes the SubscriptionInfo output fields:

Field Name Description Sample Code

LicenseStatusCode Returns a numeric code 
indicating the Data as a Service 
license action taken as a result 
of invoking this operation from 
the User ID and Password used 
for input. Valid license codes 
are 0, 1, and 2.
For example, a valid User ID 
and Password returns the code 
0 with a corresponding 
LicenseStatus value of Valid 
license key.

0

LicenseStatus Returns the status of the Data 
as a Service User ID and 
Password that correspond to 
the LicenseStatusCode.

Valid license key

LicenseActionCode Returns a numeric code 
indicating the Data as a Service 
license action taken as a result 
of invoking this operation.
GetRemainingHits returns the 
code 5 with a corresponding 
LicenseAction value of Get 
remaining hits.

5
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Field Name Description Sample Code

LicenseAction Returns the license action 
taken as a result of invoking 
this operation from the User ID 
and Password corresponding 
to the LicenseActionCode.

Get remaining hits

RemainingHits Returns the number of hits 
available to the Informatica 
DaaS user against whose user 
credentials an operation will 
run. The RemainingHits value 
is calculated before the 
operation runs.

2

GetRiskProfiles
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation.

Input

This operation uses the LicenseInfo data and does not require any input. You can provide a user name and 
password or a license key.

Output

Returns an array of all risk profile names that are available to the credentials that you provide. The operation 
can return the standard profiles Low Risk, Medium Risk, and High Risk and any applicable custom profiles.

If you enter a license key, the operation shows the profiles for that license key and also the default profile.

If you enter a user name and password, the system identifies the license for the user and returns the 
applicable profiles.

The following sample output shows a risk profile name:

<RiskProfile>
        <Name>High Risk</Name>
        <IsDefault>false</IsDefault>
</RiskProfile>

GetStatusCodes
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation.

Input

This operation uses the LicenseInfo data and does not require any input.

The operation displays a list of the Status Codes for the webservice that display in the StatusNbr and 
StatusDescription fields.
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ServiceStatus Output

The following table describes the ServiceStatus output fields:

Field Description Sample Output

StatusNbr Returns a number referring to the status of the request. 200

StatusDescription Returns the description of the status number. Found

MethodStatusRecord Output

The following table describes the StatusNbr and StatusDescription values for the VerifyEmail method:

StatusNbr StatusDescription

200 Email Valid

210 Domain Confirmed

220 Analytics In Progress

250 Email Valid, Potentially Dangerous

260 Domain Confirmed, Potentially Dangerous

270 Analytics In Progress, Potentially Dangerous

300 Email Not Valid

310 Not Verified, Dangerous Domain

400 Invalid Input

500 Internal Error

The following table describes the StatusNbr and StatusDescription values for the GetDomainInfo method:

StatusNbr StatusDescription

200 Successful

300 Not a Valid Mail Domain

400 Invalid Input

500 Internal Error

The following table describes the StatusNbr and StatusDescription values for the GetReasonCodes method:

StatusNbr StatusDescription

200 Found
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The following table describes the StatusNbr and StatusDescription values for the GetRiskProfiles method:

StatusNbr StatusDescription

200 Successful

500 Internal Error

The following table describes the StatusNbr and StatusDescription values for the GetStatusCodes method:

StatusNbr StatusDescription

200 Found

300 Not Found

500 Internal Error

The following table describes the StatusNbr and StatusDescription values for the GetStatusCodesForMethod 
method:

StatusNbr StatusDescription

200 Found

300 Not Found

400 Invalid Method Name

500 Internal Error

GetStatusCodesForMethod
Use the fields in the tables below to configure the input to the operation and to read the output from the 
operation.

Input

The following table describes the input fields:

Field Description Sample Input

MethodName Enter a method name to obtain a list of the status codes for that method that display 
in the StatusNbr and StatusDescription fields.

VerifyEmail
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ServiceStatus Output

The following table describes the ServiceStatus output fields for the method name that you submit:

Field Description Sample Output

StatusNbr Returns a number referring to the status of the request. See GetStatusCodes. 200

StatusDescription Returns the description of the status number. See GetStatusCodes. Found

ServiceResult Output

The following table describes the possible StatusNbr and StatusDescription values in the ServiceResult 
output fields when you submit VerifyEmail as the method name:

StatusNbr StatusDescription

200 Email Valid

210 Domain Confirmed

220 Analytics In Progress

250 Email Valid, Potentially Dangerous

260 Domain Confirmed, Potentially Dangerous

270 Analytics In Progress, Potentially Dangerous

300 Email Not Valid

310 Not Verified, Dangerous Domain

400 Invalid Input

500 Internal Error
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C h a p t e r  2

Frequently Asked Questions
This chapter includes the following topics:

• What is Analytics In Progress? , 22

• Does Email Verification Return Key Value Pairs?, 22

• What Do the Hygiene Results Mean?, 23

• What is Net Protect?, 23

• Can I Call the GetServiceInfo Method?, 24

• What is an Alias Email Address?, 24

• How Does VerifyEmail Handle an Email Address in a Catch-All Domain?, 24

• Can I Create or Update a Risk Tolerance Profile?, 24

What is Analytics In Progress?
Analytics In Progress (AIP) is returned when a definitive Email Verification result cannot be reached and we 
believe further processing could determine a definitive result. When you receive this return code the Email 
Verification infrastructure is continuing to attempt to resolve your submission. By calling the interface a 
second time (after a time delay) a definitive result may be available.

One common reason for receiving this return code is that the timeout value you have specified is too short 
for the specified domain. For example, if the mail server for a domain is taking 10 seconds to respond to a 
request and you have set the timeout value to 5 seconds, once the 5 seconds has passed an AIP result will be 
returned. The Email Verification system is still attempting to verify the address and if you make the same 
request later there is a higher chance you will get a definitive answer.

Another common reason for receiving this return code is that the target email domain is a “Grey List” server. 
Grey listing is an attempt to discourage spam. Generally this means that a given email server will refuse 
connections from other email servers the first time they try to connect. After some time frame (this is server 
specific and may span a minute or two to twenty minutes or more) if the same email server retries the 
connection it will be allowed. When you receive AIP, our process will continue to attempt to resolve the 
address, thus satisfying a grey list email server.

Does Email Verification Return Key Value Pairs?
Currently, Email Verification does not return key value pairs in the DomainKnowledge or AddressKnowledge 
sections of the response.
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What Do the Hygiene Results Mean?
The hygiene results have the following meanings:

Safe US

The email address is based in the US and is safe.

Safe International

The address is based internationally and is safe.

Invalid

The address has been determined to be invalid by the hygiene processing. These are often redirected 
domains or domains that do not have email servers set up properly.

Spam Trap

The address or domain has been determined to be a spam trap or honey pot by the hygiene processing. 
Emailing these addresses may result in damage to your email reputation.

Mole

The address or domain shows historical evidence of being associated with submissions to spam 
tracking services.

Former Trap

The address or domain has been previously identified as a spam trap, but at this time would be 
considered safe if the process did not consider historical evidence.

Seed

The address is a third-party oversight addresses specifically used for monitoring resources, for example 
for deliverability monitoring. Also included in this category are any litigious addresses, or those who 
seed their email address for the sole purpose of litigation. Habitual complainers, or those who have an 
extremely high rate of spam complaints, are also included in this category.

Pattern Match

This status uses typical key words, phrases, or patterns that are used for trap purposes. Also included in 
this category are role based addresses that typically are not delivered to a specific person such as info, 
support, or sales.

Parked

Parked domains can be used as honey-pots for spam blocklist agencies, making them very dangerous to 
email. A domain can be considered parked for several reasons, including the domain being for sale, or 
the domain being registered but never taken live.

Unknown

The address or domain did not result in a specific hygiene result. The most common cause of this return 
value is a timeout during hygiene processing.

What is Net Protect?
A "Net Protected" domain uses a third-party service or appliance to filter and detect spam email. The rules for 
determining what is considered as spam by these networks can vary widely.
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Can I Call the GetServiceInfo Method?
GetServiceInfo is deprecated. The operation name remains in the WSDL at the current time. However, calling 
GetServiceInfo generates a 300 error code.

What is an Alias Email Address?
An alias email address is an alternative email address associated to the primary email address.

For example, consider the following alias email address jondoe+testing@gmail.com where "+testing" is an 
address tag valid in case of Gmail addresses for the primary email address jondoe@gmail.com.

Note: Each domain might include different address tags.

How Does VerifyEmail Handle an Email Address in a 
Catch-All Domain?

When you use the VerifyEmail operation to verify an email address from the catch-all domain, the operation 
returns a status code of 210 and a reason code of 211.

Can I Create or Update a Risk Tolerance Profile?
You can create risk tolerance profiles for email verification in the Data as a Service customer portal. You can 
update a risk tolerance profile that you create, but you cannot update a risk tolerance profile that Informatica 
created. To update the properties of an Informatica risk tolerance profile, create a copy of the profile and 
customize the copy.

Log in to the customer portal at the following URL:

https://portal.strikeiron.com

To create a risk profile, log in to the portal and complete the following steps:

1. Select the Preferences option on the toolbar.

2. On the Account Preferences page, select the Service Configuration tab.

3. Under the product name, click Manage Risk Tolerance Profiles.

4. Click Create new profile. Or, click the Copy link in the Actions column associated with a current profile. 
In each case, you use a current profile as the basis for the profile that you will create.

Customizing a Risk Tolerance Profile
To customize a profile, click the Edit link in the Actions column of the profile. You cannot edit the risk profiles 
that Informatica provides.
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You can perform the following tasks on a risk tolerance profile:

• Edit the name and description of the profile.

• Set the number of retries and the retry delay for each Retry recommendation.

• Update the send recommendation for each combination of status values.

Tip: Use the filters in the profile to find the values for which you will edit the send recommendation. You can 
combine filters to narrow your search. 

For example, the Informatica low-risk profile specifies a Retry recommendation for any email address with a 
Hygiene value of Unknown. You might decide to update the recommendation in such cases to Do Not Send.

To update the recommendation, complete the following steps:

• Create a custom profile from the Informatica Low Risk profile.

• Use the Hygiene filter to display all recommendations that include the Unknown hygiene value.

• Change each recommendation to Do Not Send.

Rules and Guidelines for Risk Tolerance Profiles
Consider the following rules and guidelines:

• You can change the default profile for Email Verification on the customer portal or when you define the 
inputs on the VerifyEmail method.

• You can set a default profile at the user level or at the license key level. When you set a default profile at 
the user level, you set the profile as the default for all license keys associated with the user.

• You can activate or deactivate the risk tolerance profiles that you create.

Note: Before you deactivate a profile, ensure that other users do not expect to make verification calls with 
the profile that you deactivated.

• In the Actions column on the Your risk tolerance profiles page, you can select options to view, edit, copy, 
or delete a risk tolerance profile that you or another user created. You cannot edit or delete the risk 
profiles that Informatica provides.
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A p p e n d i x  A

Testing the Input and Result XML
This appendix includes the following topic:

• Sample Input and Result XML for VerifyEmail, 26

Sample Input and Result XML for VerifyEmail
You can submit a VerifyEmail request with a test email address to return the full range of possible outputs 
from Email Verification.

To return the full range of outputs, submitfollowing email address:

test-all-fields-01@strikeiron.com
For example, submit the following request:

<soapenv:Envelope xmlns:soapenv="http://schemas.xmlsoap.org/soap/envelope/" 
xmlns:ws="http://ws.strikeiron.com" xmlns:str="http://www.strikeiron.com/">
   <soapenv:Header>
      <ws:LicenseInfo>
         <ws:RegisteredUser>
            <ws:UserID>******</ws:UserID>
            <ws:Password>*******</ws:Password>
         </ws:RegisteredUser>
      </ws:LicenseInfo>
   </soapenv:Header>
   <soapenv:Body>
      <str:VerifyEmail>
         <str:Email>test-all-fields-01@strikeiron.com</str:Email>
         <str:TimeoutSeconds>29</str:TimeoutSeconds>
         <str:SourceId>MySourceId</str:SourceId>
         <str:MaxSuggestions>5</str:MaxSuggestions>
         <str:RiskProfile>Medium Risk</str:RiskProfile>
      </str:VerifyEmail>
   </soapenv:Body>
</soapenv:Envelope>

Email Verification returns the following response to the request:

<soap:Envelope xmlns:soap="http://schemas.xmlsoap.org/soap/envelope/" 
xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance" xmlns:xsd="http://www.w3.org/2001/
XMLSchema">
   <Header xmlns="http://schemas.xmlsoap.org/soap/envelope/">
      <SubscriptionInfo xmlns="http://ws.strikeiron.com">
         <LicenseStatusCode>0</LicenseStatusCode>
         <LicenseStatus>Valid license key</LicenseStatus>
         <LicenseActionCode>0</LicenseActionCode>
         <LicenseAction>Decremented hit count</LicenseAction>
         <RemainingHits>988</RemainingHits>
         <Amount>0</Amount>
      </SubscriptionInfo>
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   </Header>
   <soap:Body>
      <VerifyEmailResponse xmlns="http://www.strikeiron.com/">
         <VerifyEmailResult>
            <ServiceStatus>
               <StatusNbr>200</StatusNbr>
               <StatusDescription>Email Valid</StatusDescription>
            </ServiceStatus>
            <ServiceResult>
               <SourceId>MySourceId</SourceId>
               <Timestamp>2019-04-16T20:49:20.0765007Z</Timestamp>
               <Email>
                  <Complete>test-all-fields-01@strikeiron.com</Complete>
                  <LocalPart>test-all-fields-01</LocalPart>
                  <DomainPart>strikeiron.com</DomainPart>
                  <AliasMasterAddress>test-all-fields@strikeiron.com</AliasMasterAddress>
               </Email>
               <Reason>
                  <Code>201</Code>
                  <Description>Mailbox Confirmed</Description>
               </Reason>
               <Hygiene>
                  <HygieneResult>Safe International</HygieneResult>
                  <NetProtected>true</NetProtected>
                  <NetProtectedBy>*Example* NetworkProtect (for testing 
purposes)</NetProtectedBy>
               </Hygiene>
               <SendRecommendation>
                  <RiskProfile>Medium Risk</RiskProfile>
                  <Recommendation>Send</Recommendation>
                  <RecommendedRetries>0</RecommendedRetries>
                  <RecommendedRetryDelaySeconds>0</RecommendedRetryDelaySeconds>
               </SendRecommendation>
               <DestinationCountry>
                  <Code>997</Code>
                  <Alpha2Code>XX</Alpha2Code>
                  <Alpha3Code>XXX</Alpha3Code>
                  <Name>*Example* CountryName</Name>
               </DestinationCountry>
               <Cached>true</Cached>
               <Disposable>false</Disposable>
               <PotentiallyVulgar>false</PotentiallyVulgar>
               <VulgarLanguage>XX</VulgarLanguage>
               <RoleBased>false</RoleBased>
               <RoleBasedLanguage>XX</RoleBasedLanguage>
               <EmailSegment>Unknown</EmailSegment>
               <PossibleCorrections>
                  <string>test-correct-00@strikeiron.com</string>
                  <string>test-correct-01@strikeiron.com</string>
                  <string>test-correct-02@strikeiron.com</string>
                  <string>test-correct-03@strikeiron.com</string>
                  <string>test-correct-04@strikeiron.com</string>
                  <string>test-correct-05@strikeiron.com</string>
                  <string>test-correct-06@strikeiron.com</string>
                  <string>test-correct-07@strikeiron.com</string>
                  <string>test-correct-08@strikeiron.com</string>
                  <string>test-correct-09@strikeiron.com</string>
               </PossibleCorrections>
               <DomainKnowledge>
                  <StringKeyValuePair>
                     <Key>key01</Key>
                     <Value>*Example* DomainKnowledge Value01</Value>
                  </StringKeyValuePair>
                  <StringKeyValuePair>
                     <Key>key02</Key>
                     <Value>*Example* DomainKnowledge Value02</Value>
                  </StringKeyValuePair>
                  <StringKeyValuePair>
                     <Key>key03</Key>
                     <Value>*Example* DomainKnowledge Value03</Value>
                  </StringKeyValuePair>
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               </DomainKnowledge>
               <AddressKnowledge>
                  <StringKeyValuePair>
                     <Key>key01</Key>
                     <Value>*Example* AddressKnowledge Value01</Value>
                  </StringKeyValuePair>
                  <StringKeyValuePair>
                     <Key>key02</Key>
                     <Value>*Example* AddressKnowledge Value02</Value>
                  </StringKeyValuePair>
                  <StringKeyValuePair>
                     <Key>key03</Key>
                     <Value>*Example* AddressKnowledge Value03</Value>
                  </StringKeyValuePair>
               </AddressKnowledge>
            </ServiceResult>
         </VerifyEmailResult>
      </VerifyEmailResponse>
   </soap:Body>
</soap:Envelope>
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A p p e n d i x  B

Return Codes
This appendix includes the following topic:

• Email Verification Status Number and Reason Code Combinations, 29

Email Verification Status Number and Reason Code 
Combinations

The email verification process returns a set of outputs that describe the reasons for an email delivery 
recommendation. The outputs include a StatusNbr value and Reason Code value.

The risk tolerance profile that you select for the verification process determines the recommendation for 
each email address. You can view the risk tolerance profile properties on the Informatica Data as a Service 
portal.

The following table lists the reason codes that a profile can contain along with the status number values with 
which each reason code can occur:

StatusNbr StatusDescription Reason Code and Reason Description

200 Email Valid 201 - Mailbox Confirmed
202 - User Account Confirmed
203 - Mailbox Confirmed But Full

210 Domain Confirmed 211 - Server Will Accept
212 - Unable To Verify At This Time

220 Analytics In Progress 222 - Server Not Responding
223 - Server Deferred
224 - Server Throttled
225 - Server Actively Rejected

250 Email Valid, Potentially 
Dangerous

201 - Mailbox Confirmed
202 - User Account Confirmed
203 - Mailbox Confirmed But Full
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StatusNbr StatusDescription Reason Code and Reason Description

260 Domain Confirmed, 
Potentially Dangerous

211 - Server Will Accept
212 - Unable To Verify At This Time
213 - Server In Restricted Country, Will Not Contact

270 Analytics In Progress, 
Potentially Dangerous

222 - Server Not Responding
223 - Server Deferred
224 - Server Throttled
225 - Server Actively Rejected

300 Email Not Valid 301 - Missing @ Symbol
302 - Bad Domain Syntax
303 - Bad Local Part Syntax
304 - Domain Not Found
305 - Not a Valid Mail Domain
307 - Mailbox Rejected

310 Not Verified, Dangerous 
Domain

311 - Trap Domain

400 Invalid Input 401 - Email Is Required
402 - TimeoutSeconds must be greater than 0 and less than or equal to 
300
403 - MaxSuggestions must be greater than or equal to 0 and less than 
or equal to 10

500 Internal Error N/A
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