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Abstract
Data Integration creates a network security group (NSG) by default when you create an advanced cluster on Azure. If 
your organization prefers to manage NSGs at the VNet level and not allow Data Integration to manage NSGs, follow the 
instructions in this article to create your own network security groups for advanced clusters on Azure.
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Note: The contents of the H2L article has been moved to the "Setting Up Microsoft Azure" chapter of the Advanced 
Clusters guide.
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