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Preface

Read the Informatica Address Verification Developer Guide to learn about how you can invoke Address
Verification with the REST API. The guide includes the REST endpoints for address verification and includes
sample POST calls that you can make to the product.

Informatica Resources

Informatica provides you with a range of product resources through the Informatica Network and other online
portals. Use the resources to get the most from your Informatica products and solutions and to learn from
other Informatica users and subject matter experts.

Informatica Network

The Informatica Network is the gateway to many resources, including the Informatica Knowledge Base and
Informatica Global Customer Support. To enter the Informatica Network, visit
https://network.informatica.com.

As an Informatica Network member, you have the following options:
e Search the Knowledge Base for product resources.

e View product availability information.

e Create and review your support cases.

e Find your local Informatica User Group Network and collaborate with your peers.

Informatica Knowledge Base

Use the Informatica Knowledge Base to find product resources such as how-to articles, best practices, video
tutorials, and answers to frequently asked questions.

To search the Knowledge Base, visit https://search.informatica.com. If you have questions, comments, or
ideas about the Knowledge Base, contact the Informatica Knowledge Base team at
KB_Feedback@informatica.com.

Informatica Documentation

Use the Informatica Documentation Portal to explore an extensive library of documentation for current and
recent product releases. To explore the Documentation Portal, visit https://docs.informatica.com.

If you have questions, comments, or ideas about the product documentation, contact the Informatica
Documentation team at infa_documentation@informatica.com.
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Informatica Product Availability Matrices

Product Availability Matrices (PAMs) indicate the versions of the operating systems, databases, and types of
data sources and targets that a product release supports. You can browse the Informatica PAMs at
https://network.informatica.com/community/informatica-network/product-availability-matrices.

Informatica Velocity

Informatica Velocity is a collection of tips and best practices developed by Informatica Professional Services
and based on real-world experiences from hundreds of data management projects. Informatica Velocity
represents the collective knowledge of Informatica consultants who work with organizations around the
world to plan, develop, deploy, and maintain successful data management solutions.

You can find Informatica Velocity resources at http://velocity.informatica.com. If you have questions,
comments, or ideas about Informatica Velocity, contact Informatica Professional Services at
ips@informatica.com.

Informatica Marketplace

The Informatica Marketplace is a forum where you can find solutions that extend and enhance your
Informatica implementations. Leverage any of the hundreds of solutions from Informatica developers and
partners on the Marketplace to improve your productivity and speed up time to implementation on your
projects. You can find the Informatica Marketplace at https://marketplace.informatica.com.

Informatica Global Customer Support

Preface

You can contact a Global Support Center by telephone or through the Informatica Network.

To find your local Informatica Global Customer Support telephone number, visit the Informatica website at
the following link:
https://www.informatica.com/services-and-training/customer-success-services/contact-us.html.

To find online support resources on the Informatica Network, visit https://network.informatica.com and
select the eSupport option.
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CHAPTER 1

Informatica Address Verification

This chapter includes the following topics:

e Informatica Address Verification Overview, 12

e Connecting to Informatica Address Verification, 12

e Informatica Address Verification Transactions, 13

e About This Document, 13

Informatica Address Verification Overview

Informatica Address Verification is a cloud-based address validation solution that you can use to verify and
validate postal addresses in real time.

You can integrate Address Verification with CRM systems, e-commerce sites, and other cloud-based or web-
based solutions to verify and enhance addresses. You can access Address Verification over Secure Sockets
Layer (SSL) connections. Use your Informatica Address Verification Data Quality Center user account to
access Address Verification.

Connecting to Informatica Address Verification

Use a REST API to invoke Address Verification as a web service. You submit the job requests that Address
Verification processes through an endpoint URL.

Informatica locates the web service that the endpoints identify in the United States and the European Union.
Typically, you make calls to the endpoint closest to your region. You can decide which endpoint to use. Your
subscription entitles you to use both endpoints.

Address Verification provides the following REST endpoints:
European Union

https://eu-av.informaticadaas.com/AV6/v1/process

United States

https://us-av.informaticadaas.com/AV6/v1/process

Make sure that you support TLS 1.2 when you use the endpoints.

Note: CASS certified processing for the United States is available on the United States endpoint only.
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Informatica Address Verification Transactions

When you run an address verification job in Informatica Address Verification, you consume a transaction
from a pool of transactions in your Data Quality Center account. You must have sufficient transactions in
your account to support the job.

You can buy transactions online from the Data Quality Center portal. Choose the type and number of
transactions based on your requirements.

For example, you can use batch transactions to validate addresses in batch and certified modes. Similarly,
you can use interactive transactions to validate addresses in interactive and quick capture modes.

Note: To authenticate an address validation request with Address Verification, you must include the Data
Quality Center account ID and password in the request.

For more information about Data Quality Center accounts, see the Informatica AddressDoctor® Data Quality
Center User Guide.

About This Document

The Address Verification 6.5.0 Developer Guide and the Address Verification 6.5.0 (On-Premises) Developer
Guide share common information about the parameters and elements that you can select and about files that
you can configure on your local system.

If you use Address Verification 6.2.0 and above, you can disregard any information or instructions to save or
update files on your local system. For example, disregard any instructions to download or install address
reference data. The jobs that you create in Address Verification 6.2.0 and above run in the Informatica cloud
and read reference data that Informatica maintains in the cloud.
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REST Call Creation Overview

The Informatica Address Verification REST API supports the POST method to send data.

You add the addresses and parameters in the request body.

Web Service Credentials

Informatica Address Verification processes only those requests that contain valid values for the Login and
Password properties.

The Login property contains the Informatica Address Verification Data Quality Center account ID. The
Password property contains the password.

You can view your Data Quality Center account ID and password on the Data Quality Center portal. To log in
to the portal, use your Informatica Passport credentials. For more information about accessing the portal,
see the Informatica AddressDoctor Data Quality Center User Guide.

If you leave the Login or Password property empty or enter incorrect values for these properties, Address
Verification returns an AuthenticationError status.
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Submitting an Address Job

A REST call can include one or more of the properties below.

JobToken

The address verification process in interactive and quick capture modes can be an iterative one. In each
mode, you may need to submit an address more than once before you find the address that you need. To
facilitate the process, Informatica Address Verification can return a job token in each mode that allows you
to submit multiple requests on the same transaction charge.

Address Verification returns a job token in response to each new job request quick capture mode. Address
Verification returns a job token for each new job request in interactive mode if the response does not include
an address with a V, A, or C process status. When you submit a job with the associated job token, you do not
incur a transaction charge.

A job token is an alphanumeric string that can contain up to 50 characters.
The following string is an example of a job token:
b89bed74-318c-4da3-87c2-f15b2ed3c2ch

You can resubmit a job with a given job token twice in interactive mode without additional cost. You can
resubmit a job with a given job token nine times in quick capture mode without additional cost. You can
resubmit a job with a given job token a single time in interactive mode without additional cost if the response
includes an address with a V, A, or C process status. If you use the job token in further requests, or if the job
token is not valid, Address Verification treats the request as a new transaction and applies a transaction
charge accordingly.

Similarly, if you do not use the job token within five minutes of the job that generated it, the token expires.
Address Verification treats any request outside the five-minute interval as a new transaction and applies a
transaction charge accordingly.

UseTransactions

UseTransactions is an optional property. Include the UseTransactions property to specify the transaction
pool that Informatica Address Verification must use for a call.

You can specify one of the following values for the UseTransactions property:

e PRODUCTION. Address Verification uses only the production transaction pool.
e TEST. Address Verification uses only the test transaction pool.

Use the UseTransactions property if you have separate production and development environments. It is
technologically possible to use both kinds of transactions in either environment. However, using test
transactions for production purposes violates the Terms of Use. If you use production transactions for test
purposes, you reduce the available transactions in the production environment.

Note: If you use the UseTransactions property during development, change the value to production when you
deploy the application to the production environment. We recommend making this externally configurable, for
example through a configuration file or Registry setting. Alternatively, you can use compiler switches or
similar code to distinguish the production environment from the development environment.

Campaignld

A Campaignld is an optional property for which you can specify an arbitrary string value of up to 20
characters. Informatica Address Verification returns the Campaignld value in the response.
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Use a CampaignID to add a unique name or descriptor to the call.

Transactioninfo

The TransactionInfo property details about the transactions that users have used on the account.
The property returns the following information:

e The total number of transactions consumed on the account.
e The types of address verification that the account users performed.

e The number of address verification jobs that ran for each type of address verification.

Transaction Reporting
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You can use a REST call to retrieve information on the transaction usage on your account. Use the
getTransactionDetails method to retrieve the information.

The getTransactionDetails Method

When you submit a request with the getTransactionDetails method, you provide your account name and
password. No other input information is necessary.

The getTransactionDetails method returns the information as an array of properties. The method returns a
set of properties for each type of transaction that you purchased for the account.

The getTransactionDetails method returns the following properties:
TransactionType

The type of transaction that a given set of properties describes. The type represents the processing mode in
which you run the address jobs that consume the transactions. For example, BATCH.

PoolType

The transaction pool that a given set of properties describes. The transaction pool represents the project
environment in which you run the address jobs that consume the transactions. For example, PRODUCTION.

Note: The array that Address Verification returns for the getTransactionDetails method includes a set of
properties for each combination of TransactionType and PoolType that exists in your account.

For example, let's say that you purchase a quantity of batch transactions and interactive transactions and you
assign the transactions to a Test pool and a Production pool. The getTransactionDetails method returns a
separate set of properties for BATCH: TEST, BATCH: PRODUCTION, INTERACTIVE: TEST, and INTERACTIVE:
PRODUCTION.

PaymentModel

The method that your organization uses to pay for the transactions that the properties specify. For example,
Prepaid.

TotalTransactions

The total number of transactions of the given transaction type and pool type that your organization
purchased for your account.
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UsedTransactions

The number of transactions of the given transaction type and pool type that your account has used to date.
RemainingTransactions

The number of transactions of the given transaction type and pool type that remain in your account.
ValidFrom

The date and time at which the given transactions became usable in your account.

ValidTo

The date and time at which the given transactions will expire in your account.

Region

The global region in which the transactions are valid.

Request Format

You can structure a REST request in a POST method.

POST Requests

When you use the POST method to submit your data, you include all of the data as a part of the request body.
Submit the data in a JSON object.

Note: You cannot test the data directly in your browser.

The required HTTP header for the operation is Content-Type. You must set the header to application/json.
You can use tools like Postman or SoapUl to submit REST requests using the POST method.

Address Job Example

The following code shows a valid address job request in REST:

POST /AV6/vl/process HTITP/1.1
Host: eu-av.informaticadaas.com
Content-Type: application/json
{

"LOgiI’]": u*****u’
"Password": "xxEkxmw,
"UseTransactions": "TEST",
"Request": {
"Parameters": {
"Mode": "Interactive",
"CountrySets": [
{
"Process": {

"VerificationLevel": {
"PreferredVerificationLevel": "All",
"MinimumVerificationLevel™: "Al1l"

b

"AlternativeHandling": {
"OutdatedAddresses": {

"Match": "WithFaultTolerance",
"GetNewAddress": false
}
}!
"Geocode": {
"SearchRadius": "50"

Request Format 17



}!
"Enrichments": {
"Geocoding": {
"Rooftop": false,
"ArrivalPoint": false,
"StreetCenter": false,
"PostalCodeCenter": false,
"LocalityCenter": false
}I
"Global": false,
"CountrySpecific": false,
"CAMEO": false
}
}I
"Result": {
"MaxResultCount": 10,
"NumericRangeExpansion": {
"RangesToExpand": "None",
"RangeExpansionType": "Flexible"
}
I

"Standardizations": [
{
"Default": {

"PreferredLanguage": [],

"PreferredScript": {
"Script": "NativePrimary",
"TransliterationType": "Default",
"LimitLatinCharacters": "NoLimit"

b
"FormatWithCountry": false,
"CountryNameType": "ENG",
"CountryCodeType": "ISO3",
"MaxItemLength": 255,
"Casing": "PostalAdmin",
"DescriptorLength": "Short",
"AliasHandling": "PostalAdmin"

}
]l
"OutputDetail": {

"PreformattedData": {
"SingleAddressLineDelimiter": "Semicolon",
"StreetWithNumber": false,
"NumberAndSubBuilding": false,
"PostalFormattedAddressLines": true,
"PostalDeliveryAddressLines": true,
"PostalRecipientAddressLines": true,
"PostalLocalityLines": true,
"SingleAddressLine": true

}l

"SubItems": true,
"ElementStatus": true,
"OutputStatusForEmptyElements": false

}
:| r

"CountryDetermination": {

"DefaultCountries": [],
"SearchInFields": [
"Country"
]
}
}I
n O": {
"Inputs": [

{
"AddressElements": {
"Street": [
{

"Value": "Rontgen strasse"
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You can request the geocoordinates and supplementary enrichments for an address. You can also specify
options such as casing style, language, and character set for the output addresses. You can only set the

Y

}
I
"HouseNumber":

{

(

"Value":

}
] 14
"Locality": [
{

"Value":

}
] r
"PostalCode": [
{

"Value":

}
I
"Country":"DEU"

ngn

"Maxdorf"

"67113"

"AdministrativeDivision":

"Building": [],
"SubBuilding":

"PreformattedData":

} r

"PostalDeliveryAddressLines":

[

]
{

"Potsdamer Platz 3"

]

"OrganizationElements": {
"Companies": [],
"Department": []

}l

"ContactElements":

{

"Name": {}

}

[

[

parameters once per request. Address Verification applies the parameters to the processing of all the
addresses that you submit in a single request.

You receive the results of a REST call in the JSON format with the POST method.

Note: For a complete example of an address job request and response in QuickCapture mode, see Appendix

A, “REST Call Example” on page 101.

Transaction Reporting Example

The code below shows a valid address job request in REST. The getTransactionDetails method takes the

account name and password as input values only.

POST /AV6/vl/getTransactionDetails HTTP/1.1

Host:

eu-av.informaticadaas.com

Content-Type: application/json

{

}

"Login":

"Password":

“*****",

Mikkkxx1

Request Format
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Response Format

The code below shows the response to a REST request for information about the transactions in an account.
The request used the getTransactionDetails method.

{
"Login": "*****",
"Password": "kxxkxm,
"UseTransactions": "TEST",
"Request": {
"Parameters": {
"Mode": "Interactive",
"CountrySets": [
{
"Process": {

"VerificationLevel": {
"PreferredVerificationLevel": "All",
"MinimumVerificationLevel™: "All"

b

"AlternativeHandling": {
"OutdatedAddresses": {

"Match": "WithFaultTolerance",
"GetNewAddress": false
}
}!
"Geocode": {
"SearchRadius": "50"
I
"Enrichments": {
"Geocoding": {
"Rooftop": false,
"ArrivalPoint": false,
"StreetCenter": false,
"PostalCodeCenter": false,
"LocalityCenter": false
}I
"Global": false,
"CountrySpecific": false,
"CAMEO": false
}
I

"Input": {
"SingleAddressLineDataType": "UndelimitedSingleLine",
"SingleAddressLineDelimiter": "Comma"
}
"Result": {
"DeliverAdditionalSuggestions": "No",

"NumericRangeExpansion": {
"RangesToExpand": "All",
"RangeExpansionType": "Flexible"

}

b

"Standardizations": [
{
"Default": {

"PreferredLanguage": [],

"PreferredScript": {
"Script": "NativePrimary",
"TransliterationType": "Default",
"LimitLatinCharacters”: "NoLimit"

I
"FormatWithCountry": false,
"CountryNameLanguage": "ENG",
"CountryCodeType": "ISO3",
"MaxItemLength": 255,

"Casing": "PostalAdmin",
"DescriptorLength": "Short",
"AliasHandling": "PostalAdmin"
"StandardizeInvalidAddresses": false
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}
"ElementStandardizations": {
"HouseNumber": {

"Casing": "UseDefault"
"DescriptorLength": "Short"
"MaxItemCount": 6
"MaxItemLength": 255
"AliasHandling": "UseDefault"

}
1,
"OutputDetail": {

"PreformattedData": {
"SingleAddressLineDelimiter": "Semicolon",
"StreetWithNumber": false,
"NumberAndSubBuilding": false,
"PostalFormattedAddressLines": true,
"PostalDeliveryAddressLines": true,
"PostalRecipientAddressLines": true,
"PostalLocalityLines": true,
"SingleAddressLine": false

I

"SubItems": false,
"ElementStatus": false,
"OutputStatusForEmptyElements": false

}
1y

"CountryDetermination": {

"DefaultCountries": [],
"SearchInFields": [
"Country"
1
}
}l
"I0": {
"Inputs": [

{

"AddressElements": {

"Street": [
{
"Value": "Rontgen strasse"
}
] I
"HouseNumber": [
{
llvaluell: "9"

}
]!
"Country": "DEU",
"Locality": [
{
"Value": "Maxdorf"
}
]I
"PostalCode": [
{
"Value": "67113"
}
]!
"AdministrativeDivision": [],
"Building": T[],
"SubBuilding": []
}l
"PreformattedData": {
"PostalDeliveryAddressLines": [
"Potsdamer Platz 3"
]
}!
"OrganizationElements": {
"Companies": [],

Response Format
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"Department": []

Iy
"ContactElements": [

{

"Name": {}

}

Swagger Documentation for POST Requests

You can view the full JSON Schema for Address Verification as a swagger document on the following web
page:

https://app.swaggerhub.com/apis/avinfa/AV6Cloud/6.2.0

The web page includes a sample POST call that you can test or customize for your projects.

Note: All parameters, elements, and values in Address Verification JSON schemas are case-sensitive. Take
care to follow the character case that the schema specifies.

REST Call Status

Informatica Address Verification returns status codes that describe the success or otherwise of the job that
you run.

The codes provide a high-level summary of the address verification process.
Address Verification returns the following status codes:
0k

No error. The Results array contains the processed result output.
AuthenticationError

Either the login and password combination is not correct, or you do not have valid transaction for the
process mode you specified.

InsufficientTransactions
You do not have sufficient transactions for the process mode that you specified.
ProcessModeNotAllowed
The process mode that you requested is invalid or not allowed.
DataAccessError
General failure in data access and authentication component.
Timeout

The request that you sent to verify an address took longer than the expected time limit.
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EngineError
The internal IDVE engine failed to process the request.
EngineUninitialized
The internal IDVE engine is not ready. Initialization is not over yet, or initialization failed.
EngineResponseError
The internal IDVE engine returned an invalid or unexpected result.
BadParameter

The input data is invalid. Some parameters in the input JSON are undefined or contains unexpected
value.

InvalidUrl
The service URL is not valid.
Error

General failure. The logs contain more details.
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CHAPTER 3

Address Structure and Elements

This chapter includes the following topics:

e Address Structure and Elements Overview, 24

e Process Modes, 24

e Country Determination, 33

e Address Values in the AddressElements Object, 33

e Address Line Elements and Formatted Data, 33

o Reference Data Specification, 35

e JSON Output, 37

Address Structure and Elements Overview

Informatica Address Verification makes use of a range of input and output address elements. Select the
appropriate input fields based on the input address structure. Select the output fields based on the result that
you want to achieve.

You choose the verification modes that you need to verify an address. You can assign the default country for
an input address and identify the country information if the information is absent in an address.

Process Modes

The process mode defines the type of address processing that Informatica Address Verification performs.
Choose one of the following process modes:

e AddressCodelLookup

e Batch

e Certified

e GeocodeToAddress

e Interactive

e QuickCapture
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Note: The engine handles the process mode values in a case-sensitive manner. When you configure an
address job, enter the process mode values as they appear in the list above. For example, do not enter
BATCH as a process mode.

AddressCodelLookup Mode

The Address Verification reference data includes unique values that represent part of an address or the
complete address. To return the value for an address, or to retrieve the address information that a value
represents, configure Informatica Address Verification in address code lookup mode. You must also install
the corresponding address code lookup (acL) database with valid license keys.

In address code lookup mode, you can retrieve address information for the following countries:

e Austria

e Germany
e Japan

e Serbia

e South Africa

¢ United Kingdom

To configure Informatica Address Verification in address code lookup mode, specify the address code for the

information that you require in the input.

The AddresssCode element includes the following properties:

e Value. The address code value.

e Type. The type of address code.

When you submit the address code lookup values for processing, Address Verification returns the partial or

complete addresses that correspond to the values.

Address Codes

The following table lists the address codes that you can add:

Country Address Code Description

Austria AUT PACID An Austria address has a PAC ID value when the address
receives mail at another address at the same location.
The PAC ID value is the Postal Address Code (PAC) value
of the corresponding address that receives the mail.
For example, a PAC ID value of 100004254 returns the
following address:
Neue-Welt-Gasse 2
8010 Graz
AUT
Note: The address that gives access to the mailbox is the
Ident address.

Germany DEU_AGS The Amtliche Gemeindeschliissel (AGS) is a variable-
length value that uniquely identifies a municipality in
Germany. An AGS value might return more than one level
of municipality information.
See also DEU_StreetID.

Process Modes
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Country

Address Code

Description

Germany

DEU LocalityID

The Locality ID is a variable-length value that uniquely
identifies a German locality.

See also DEU_StreetID.

Germany

DEU StreetID

The Street ID is a variable-length value that uniquely
identifies a German street address.

For example, when you validate the following address:

Réntgenstr. 9
67133 Maxdorf
Germany

Address Verification returns the following additional
information in the address output:

AGS: 07338018
LocalityID: 68015519
StreetID: 100560690

Japan

JPN_ChoumeiAzaCode

The Choumei Aza code is an 11-digit value that
corresponds to a delivery point address in Japan.

For example, a JPN_ChoumeiAzaCode of 28201160001
fetches the following result:

T 670-0081 EERERTHIRLITE
or

01 Chome

Taderahiga-shi

Himeji-shi Hyogo-ken 670-0081
Japan

You can use the Choumei Aza code in address code
lookup mode to find the current version or an historical
version of an address.

Japan

JPN_ChoumeiAzaGaikuCode

The Choumei Aza code is an 11-digit value that defines a
unique delivery point for Japan addresses. The Gaiku
code is a four-digit value that identifies a city block (ban)
in Japan. The combined Choumei Aza code and Gaiku
code helps you to retrieve more accurate addresses from
Address Verification.

Serbia

SRB_PAK

The Postal Address Code (PAK) is a six-digit value that
defines a unique Serbian address to the street level.

For example, a SRB_PAK value of 111411 fetches the
following result:

Brac¢e Krsmanovica 13
11000 Beograd
SRB
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Country Address Code Description

South Africa ZAF _NADID The National Address Database (NAD) ID is a unique
numeric ID assigned to a South Africa street address.

For example, a ZAF_NADID value of 2170232 fetches the
following result:

4 Balmoral Road
Vincent

East London
5247

South Africa

United GBR_UDPRN The Unique Delivery Point Reference Number (UDPRN) is
Kingdom an eight-character value that uniquely identifies a postal
address in the Royal Mail PAF database.

For example, a GBR_UDPRN value of 15511432 fetches
the following result:

Flat 16

Haden Court
Lennox Road
London

N4 3HS

United Kingdom

United GBR_UPRN The Unique Property Reference Number (UPRN) is a
Kingdom numeric value that uniquely identifies a land or property
unit in the United Kingdom.

For example, a GBR_UPRN value of 151117706 fetches
the following result:

2 Drumforber Cottage
Laurencekirk

AB30 1RS

United Kingdom

Note: Address Verification returns a value of 0 for the ResultQuality and PostalRelevance status codes in
address code lookup mode, because the lookup returns a partial address.

Address Verification returns a value of U as the Address Type in address code lookup mode.
Transaction Key and Record ID Values in Address Code Lookup Mode

If the address records in your organization contain transaction keys or record ID values, you can use the
values in address code lookup mode. When you include the values in the input addresses, Address
Verification passes the values through to the output addresses. You can then enter a transaction key or
record ID value in address code lookup mode to query the output addresses and to return the address that
matches the value.

Use the SourcelD to enter the values.

Batch Mode

Use batch mode to verify one or more addresses without any user intervention. In batch mode, Informatica
Address Verification processes and verifies the addresses that you enter and returns the results when the
processing is complete.

Choose batch mode when you want to enter multiple addresses for verification and receive one result for
each input address. You can submit 1000 addresses in a single call in batch mode.
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In batch mode, Address Verification does not correct addresses that are ambiguous or difficult to correct
without user intervention. If the reference address database for the country to which the input address
belongs is not available, Address Verification does not verify the address.

Certified Mode

Use certified mode to verify addresses to the standards that the postal authority in a country specifies. You
can use certified mode to verify addresses in Australia, Canada, France, New Zealand, and the United States.

The verification process in certified mode works in broadly the same way as verification in batch mode.
However, certified mode applies additional rules and regulations to the verification process.

You can use certified mode to verify addresses in accordance with the following postal certifications:

e Address Matching Approval System (AMAS) certification for Australia Post. Certified to AMAS Cycle 2020.

e Coding Accuracy Support System (CASS) certification for the United States Postal Service. Certified to
CASS Cycle N.
Address Verification also supports several requirements that the United States Postal Service proposes
for CASS Cycle O.

¢ SendRight certification for New Zealand Post. Certified to SendRight Cycle 2020.

e Service National de L'Adresse (SNA) certification for La Poste of France. Certified to SNA Cycle 2020.
Address Verification certifies addresses in France to the following levels:

- CEDEX A. Organization level.
- Hexacle. House-number level.
- Hexaligne 3. Building level.

- Hexaposte. Post code level.

- Hexavia. Street level.

e Software Evaluation and Recognition Program (SERP) certification for Canada Post. Certified to SERP
Cycle 2020.

An address that you verify in certified mode must meet the formatting requirements that the postal authority
of the country specifies. For example, to verify a Canada address in certified mode, the input address can
include a maximum of two postal delivery address lines. To verify a France address in certified mode, the
input address can include a maximum of six postal formatted address lines. Of the six lines in France
addresses, three lines must contain delivery elements other than the post box and locality information.

For certified mode, you must install the certified database files with valid license keys. You can submit 1000
addresses in a single call in certified mode.

Certified mode falls back to batch mode if the address belongs to a country that Informatica Address
Verification does not support in certified mode.

If you enable certified mode and do not have the corresponding certified reference address database,
Address Verification returns an N error status.

Certified Mode Verification for Australia Addresses

To verify Australia addresses in certified mode, install the Aus_ADv_VRF C01 000 6 1 0.MD6 database with
valid license keys.

The AUS ADV VRF CO01 000 6 1 0.MD6 database contains Postal Address File (PAF) data, which includes
Delivery Point Identifiers (DPIDs) from Australia Post.
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Certified Mode Verification for Canada Addresses

To verify Canada addresses in certified mode, install the cAN_ADV_VRF C01 000_6 1 0.MD6 database with
valid license keys. The CAN_ADV_VRF C01 000 6 1 0.MD6 database contains the PoCAD (Point of Call
Address Data).

Address Verification is SERP 2020 compliant. SERP 2020 compliance ensures that Address Verification
adheres to the following changes to the postal rules and regulations set by Canada Post:

o If the input suite number is outside the only range available for the address in PoCAD, Address
Verification marks that address as not valid. When the input postal code maps to a Large Volume
Receiver (LVR), Address Verification copies the suite number from the input address to the output address
even if the suite number does not match any database entry that contains the correct single suite-civic
number combination.

¢ |f the range-based PoCAD has only one address associated with a civic street and if the input address
does not match the address in the database, Address Verification marks that address as not valid or
noncorrectable.

e If the range-based PoCAD contains a Type 2 record that does not have a route identifier or a delivery
mode identifier for a rural address, Address Verification handles that address in the same way that it
handles Type 1 addresses. However, the following conditions apply to the handling of rural civic
addresses:

- If the input address does not have a match in the range-based PoCAD and the postal code of the input
address has a corresponding Type 4 address in the range-based PoCAD, Address Verification marks the
address as VQ (Valid but questionable) in the SERP category enrichment.

- If the input address is a rural address with a street that has no civic street number, Address Verification
adds the civic street number when a unique correction is possible. If no unique civic street can be added
to the input address, Address Verification rejects the address.

Note that Post Office Box numbers from 99900 through 99905 in Canada denote Deliver to Post Office
(DTPO) addresses for retail outlet locations. Addresses with Post Office Box numbers from 99900 through
99905 are specifically meant for parcel delivery and should not be used for other mail items.

Certified Mode Verification for New Zealand Addresses

To verify New Zealand addresses in certified mode, install the NzL_ADV_VRF C01 000 6 1 0.MD6 database
with valid license keys.

Certified Mode Verification for France Addresses

To verify France addresses in certified mode, install the FRa ADV_VRF BIA 000 6 1 0.MD6 database with
valid license keys.

For SNA certified processing, enter addresses in the six-line PostalFormattedAddressLines format, including
empty lines wherever a part of the address is missing.

The following table lists the values for the six-line PostalFormattedAddressLines format:

Postal Formatted Address Value

Lines

Line 1 ORGANIZATION IDENTIFICATION or IDENTITY OF THE ADDRESSEE

Line 2 INDIVIDUAL IDENTIFICATION (Company Contact) or DELIVERY POINT ACCESS
INFORMATION (SubBuilding)
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Postal Formatted Address Value

Lines

Line 3 DELIVERY POINT LOCATION (Building)

Line 4 STREET NUMBER or PLOT and THOROUGHFARE

Line 5 DELIVERY SERVICE or THOROUGHFARE COMPLEMENTARY IDENTIFICATION

Line 6 POSTCODE and LOCALITY or CEDEX POSTCODE and DISTRIBUTION AREA
INDICATOR

SNA certification supports 7-bit ASCII data, and certified output does not include diacritics or mixed-case
values.

Note: Informatica also provides the FRA_ADV_VRF BIA 001 6 1 0.MD6 file, which you can use to deliver

addresses with diacritics and in mixed case in batch and interactive modes. If the 001 data file is not
available, batch and interactive processing can succeed if the 000 data file is present.

The FRA_ADV_VRF BIA 000 6 1 0.MD6 file is the default file for France in the batch and interactive file data
set.

Certified Mode Verification for United States Addresses

To verify United States addresses in certified mode, install the United States Cxx databases. The Cxx
databases are numbered USA ADV VRF C01 000 6 1 0.MD6 through USA ADV VRF C07 000 6 1 0.MD6. The
databases enable the address verification process to analyze and update different aspects of the address
according to the different USPS postal criteria. Add the licenses for the files.

Consider the following rules and guidelines for certified verification in the United States:

o Certified mode verification of United States addresses is available only to customers in the United States.
e The CASS certification files comply with the SHA-256 standard.

e The DPV database has information that helps you check whether a ZIP+4 coded address is in the USPS
delivery file as a known address record. You can use the DPV product to confirm known USPS addresses
and to identify potential addressing issues that might affect delivery.

Note: Address Verification can also add ZIP+4 Codes to addresses in batch and interactive mode.
Address Verification reads the codes from the Usa_ADv_VRF _BIA 000 6 1 0.MD6 database in batch and
interactive modes.

¢ Informatica Address Verification sends records with input suite data that does not match the ZIP+4 Code
reference data thorough the SuiteLink process. If Address Verification finds a match for such addresses
with SuiteLink, Address Verification retains the input suite data in the residue component and writes the
correct suite data on the second postal delivery address line. The USPS requires that the address
verification operation retains the non-matching input data.

GeocodeToAddress Mode

Use GeocodeToAddress mode to retrieve one or more addresses that match a set of geocoordinates that you
submit.

Address Verification applies a search radius to the input geocoordinates to define the area in which to search
for addresses. The default radius is 50 meters.
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Address Verification returns the address closest to the geocoordinates within the search radius. If one or
more addresses lie within ten meters of the closest address, Address Verification returns the closest address
and also the addresses within the ten-meter range. Address Verification also returns the distance from the
geocoordinates of each output address and the direction in which the address lies.

GeocodeToAddress mode requires arrival point reference data and returns addresses with arrival point
precision.

For more information see “Reverse Geocoding” on page 59.

Interactive Mode

Use interactive mode to manually resolve ambiguities and select the best possible corrections. In interactive
mode, Informatica Address Verification returns multiple address suggestions from which you can choose the
most appropriate result.

For each address that you enter for verification in interactive mode, you can receive a maximum of 100
suggestions from Address Verification.

For information about how to specify the number of address suggestions for an address, see “Maximum
Number of Results in the Output” on page 62.

QuickCapture Mode

Use QuickCapture mode to receive address suggestions as you type. QuickCapture mode supports single-line
data input. Use the SingleAddressLine element and the Country element to retrieve address suggestions. You
can receive up to 100 suggestions for an input address in QuickCapture mode.

You can specify the maximum number of suggestions that Informatica Address Verification returns for each
partial or complete address that you enter in QuickCapture mode. For information about how to specify the
number of address suggestions, see “Maximum Number of Results in the Output” on page 62.

Use a character space as the delimiter in the input address. Use the SingleAddressLineDelimiter element to
set the output delimiter. The default output delimiter for elements in QuickCapture mode is the semicolon.

You can set the output delimiter to one of the following values:
e Comma

e Semicolon

e Space

e Tab

Sorting Criteria in QuickCapture Mode

At the highest level, Address Verification sorts address suggestions by the type of address element in each
suggestion that most closely matches the input address values.

Within each group, QuickCapture mode considers the following factors when it sorts and returns address
suggestions:

¢ The similarity between the input address and the reference address, as indicated by the MatchPercentage
value.

e The distance between the input address and the reference address, if the distance can be calculated.

If you provide an IP address or a set of geocoordinates in the input address, the locality that the IP address or
the geocoordinates identify becomes the primary sorting criterion within each result group.
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Address Verification returns a complete address in suggestions when the address type is S. For other
address types, Address Verification may return a partial address that includes the information that links it to
a result group.

For more information about the ResultGroup property, see “Result Group” on page 95.

Locality Order in QuickCapture Output

Address Verification can sort the address suggestion list according to the town or city to which the
addresses belong, beginning with the addresses in the nearest town or city. Address Verification sorts the
addresses by town or city when you include an IP address or a set of geocoordinates in the input address.

You can submit an IP address in IPv4 format or IPv6 format. When you submit IP address data with a partial
address, Address Verification converts the IP address to a geocode and uses the geocode to select the town
or district in which the address is located.

You can enter geocoordinates as a single input value, or you can enter the latitude and longitude coordinates
as discrete input values.

If you enter both IP address and geocoordinate values for an address that you verify in QuickCapture mode,
Address Verification gives precedence to the geocoordinates over the IP address.

Rules and Guidelines for QuickCapture Mode

Consider the following rules and guidelines when you submit an address for verification in QuickCapture
mode:

e QuickCapture mode reads the SingleAddressLine element, the Country element, and optionally the
SourcelD element. Enter country information in the Country element and not in the SingleAddressLine
element.

e Ensure that you fully preload the quick capture reference data files before you submit an address in
QuickCapture mode.

e QuickCapture mode can process an incomplete address. For best results, submit a complete address.

QuickCapture mode can tolerate a mis-spelling in an address element in a manner that batch and
interactive modes cannot. For example, QuickCapture mode can recognize 1 FIFTH AVE NEW YO as 1
FIFTH AVE NEW YORK.

e When you submit an address to QuickCapture mode in a Chinese or Japanese character set, use a
character space as a delimiter between the elements.

¢ Do not separate associated address values. For example, do not add a locality name between a street
name and its associated descriptor.

e Do not enter a child address element without the corresponding parent element. For example, do not enter
a house number without the corresponding street name.

e QuickCapture mode may return partial addresses when all elements are not provided on input or when
there are ranges in the output that do not uniquely identify an address.

e QuickCapture mode supports five-digit ZIP Codes in the United States but does not support +4 digit ZIP
Code extensions.

e Address Verification expands any house number, building number, and postal code number ranges in the
addresses that it returns in a suggestion list in QuickCapture mode. Address Verification performs range
expansion from the first eligible address in the suggestion list and can continue to the limit that the
MaxResultCount property defines.

Address Verification applies preset values to the NumericRangeExpansion parameter properties in
QuickCapture mode. For more information about range expansion, see “Expand Numerical Ranges” on

page 62.
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Country Determination

The CountryDetermination element specifies how Informatica Address Verification handles the country
information in the input address.

Address Verification can identify the country to which an address belongs from the information in your
address.

You can specify the input fields that you want Address Verification to consider when it searches for country
information. You add the input field names in the SearchinFields property.

You can specify one or more of the following fields on the SearchinFields property:

e Country

e PostalFormattedAddressLines

Note: The order in which you specify the fields on the SearchinFields property determines the order in which
Address Verification searches for the country information.

You can also set a default country that Address Verification can apply to input addresses that do not contain
country information. To set a default country, configure the DefaultCountries property in the
CountryDetermination element.

If you leave the SearchlInFields property empty, Address Verification does not identify the country information
from the input address and returns the country that you specified in the DefaultCountries property.

Note: The country information in the country input field takes precedence when Address Verification can infer
multiple countries from the input address.

Address Values in the AddressElements Object

Informatica Address Verification provides you with address elements that you can use to map an input
address that contains each item of address information in a separate field. You can also use the address
elements to configure the output structure of an address.

Address Line Elements and Formatted Data

Informatica Address Verification provides you with address line elements that you can use to map an input
address that contains multiple address information in a single field. You can also use the address line
elements to configure the output structure of an address.

Informatica Address Verification supports the following address line elements:
PostalRecipientLines

Contains recipient information, such as contact or organization name. Address Verification supports up
to six lines of recipient information.
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PostalDeliveryAddressLines

Contains delivery information, such as street, house number, building, and delivery service information.
Address Verification supports up to six lines of postal delivery address line information.

PostalFormattedAddressLines

Contains unfielded data such as recipient information, delivery address information, and locality
information. Address Verification supports up to 19 lines of postal formatted address line information.

PostalLocalityLine

Contains information such as locality, postal code, province, and country details. Address Verification
supports up to six lines of postal locality line information.

SingleAddressLine

Contains an address in a single line. You can submit fielded or fielded data in the SingleAddressLine
element. Use the element in batch, interactive, and certified modes.

StreetWithNumber
Contains street and house number information in a single element. For example, 1 MAIN ST.
NumberAndSubBuilding

Contains number and sub-building information in a single element. For example, 1 #1.

Input Options for Single Address Line Data

By default, Informatica Address Verification does not recognize a delimiter in single-line input. To specify a
delimiter, update the single-line input properties for the address.

Note: When you submit address data on a single line, Address Verification applies a character space as a
separator between the values.
The Input element has the following properties:
SingleAddressLineDataType
Determines whether Address Verification expects a delimiter in single-line data.
The property takes one of the following values:

e DelimitedMultiLine. Indicates that the single-line input uses delimiters to identify address fields.
When you set the property to DelimitedMultiLine, Address Verification uses the
SingleAddressLineDelimiter property value to identify the field delimiter.

e UndelimitedSingleLine. Indicates that the single-line input does not use delimiters. When you set the
property to UndelimitedSingleLine, Address Verification ignores the SingleAddressLineDelimiter
property value.

The default value is UndelimitedSingleLine.
SingleAddressLineDelimiter

Identifies the delimiter that Address Verification expects when you set the SingleAddressLineDataType
property to DelimitedMultiLine.

The property takes one of the following values:

e Comma

e Semicolon
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e Tab
The default value is Comma.
Example: Multiline Address in a Single-Line Field

The following United States address includes a semicolon as a delimiter between the street information and
the city, state, and ZIP Code information:

1960 W CHELSEA AVE STE 2006R; ALLENTOWN PA 18104

If you submit the address with the delimiter, configure the SingleAddressLineDataType and
SingleAddressLineDelimiter properties to expect the semicolon. If you omit a delimiter, you do not need to
update the properties.

Reference Data Specification

When you run an address job, Informatica Address Verification uses the country information in the input
addresses and the process mode that the job specifies to select the appropriate reference data file for each
address. Address Verification selects the file from the files that are loaded into memory for the current job.

You can additionally use the DataSet array on the DataSetDetermination parameter to specify the reference
data files that Address Verification can use for an address job.

Use a DataSet array when more than one reference data file meets the country and process mode
requirements that the input address defines. If you configure a DataSet array, Address Verification uses only
the files that the array identifies in the current address job.

Configuring the DataSet Array

Use a DataSet array to specify a single reference data file that Address Verification can use for a given
country and process mode.

Populate the DataSet array with the following values:

e The three-character ISO code for the country to which each address belongs. Enter the ISO code on the
Country property.

¢ The three-digit identifier of the reference data file. Enter the identifier on the ID property.

e The type of reference data that the file supports, for example Batchinteractive. Enter the type on the
SubType property.

You can enter the following SubType values:
- AddressCodelLookup

- Batchlnteractive

- CAMEO

- Certified

- GeocodeToAddress

- GeocodingArrivalPoint

- GeocodingRooftop

- GeocodingStandard
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- QuickCapture

- Supplementary
Rules and Guidelines for Dataset Arrays
Consider the following rules and guidelines when you configure the Dataset array:

e The DataSet array values are optional in the following cases:
- Address Verification loaded a single data file into memory for the current job.

If you do not populate any DataSet array and a single data file is loaded into memory, Address
Verification uses the available file regardless of the file name.

- Address Verification loaded multiple data file into memory, and a single file includes the default data set
ID in the file name.

If you do not populate any DataSet array, and if the loaded files include a single file with the default ID,
Address Verification uses the file with the default ID.

¢ When you use a DataSet array, populate all of the values on the array.

o |f a DataSet array specifies a reference data file for an address but the file is not loaded into memory,
Address Verification does not process the address.

e You can add multiple arrays to DatasetDetermination element.
o A DataSet array may specify a data set that the address job does not use. In such cases, the job ignores

the data set.

Defining an Address Job with a Single Data Set

The following code fragment shows a single data set in the DataSet array:

"DataSetDetermination”: {
"DataSet": [
{
"Country": "AUS",
llIDll: "002",
"SubType": "BatchInteractive"

}

In this example, Address Verification will search the files in memory for an Australia reference data file with
the sub type Batchinteractive and a data set ID of 002.

Defining an Address Job with Multiple Data Sets
The following code fragment shows a sample of multiple data sets in the DataSet array:

{
"DataSet": [

{
"Country": "IRL",
IIIDH: llOOl",
"SubType": "BatchInteractive"

"Country": "AUS",
"ID": "001"7
"SubType": "BatchInteractive"

}

In this example, Address Verification can search the files in memory for the following data files:

e A batch and interactive data file for Ireland with a data set ID of 001.
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e A batch and interactive data file for Australia with a data set ID of 001.

JSON Output

You can configure the OutputDetail element to enable or disable certain output values in the output.
Preformatted Data
You can set the following properties of the PreformattedData element to true or false:

e PostalFormattedAddressLines. The default value is true.
e PostalDeliveryAddressLines. The default value is true.

e PostalRecipientLines. The default value is true.

e PostallLocalityLine. The default value is true.

e StreetWithNumber. The default value is false.

¢ NumberAndSubBuilding. The default value is false.

e SingleAddressLine. The default value is false.
For information about the SingleAddressLineDelimiter property of the PreformattedData element, see
“QuickCapture Mode” on page 31.

Subltems and Status

You can set the Subltems, ElementStatus, and OutputStatusForEmptyElements properties of the OutputDetail
element to true or false. The default value is false.
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CHAPTER 4

Address Enrichments

This chapter includes the following topics:

e Enrichments Overview, 39

e CAMEO Consumer Segmentation, 39

e Geocodes, 41

e Country-Specific and Global Enrichments, 44

e Certification, 56

Enrichments Overview

Address enrichments provide additional information that helps you better understand and use the address
data. The enrichments include data that increases the precision of the address, provides additional
information about the administrative or statistical regions to which the address belongs, and helps the postal
service to find the destination mailbox more easily.

For example, Informatica Address Verification can return geocoordinates that identify the physical location of
an address. You can determine the type of geocoordinates that Address Verification returns. For more
information, see “Geocodes” on page 41.

Some enrichments are specific to addresses in individual countries, and some enrichments apply equally to
every country. For more information, see “Country-Specific and Global Enrichments” on page 44.

CAMEO Consumer Segmentation

CAMEDO profiles from the TransUnion Information Group provide consumer classification systems that
indicate the socio-economic and geo-demographic profiles of neighborhoods across the world. You can
retrieve CAMEO profiles as an address enrichment for many countries.

To receive CAMEO information in the validated addresses, you must install the CAMEO reference address
databases.

Note: Informatica Address Verification adds CAMEO information only to validated addresses. To enable
CAMEO enrichment, you must install the Batch and Interactive reference address databases along with the
CAMEO databases.

The CAMEO profiles contain socio-demographic and lifestyle data at the microcell level based on parameters
such as age, education, income, and general interests.
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The following list shows some of the use cases for CAMEO profiles:

Enhance and segment consumer databases

Improve your understanding about customers and responders
Find more prospects by finding look-alikes

Perform area and location analysis

Understand market potential

Perform advanced statistical analysis and modeling

Database Filename Format

The CAMEO database filenames have the following format:

[ISO]_ADV_ENR_CAM_000_6_1_0.MD6

N

ote: [ISO] represents the three-letter 1ISO-3166 code for the country name.

Supported Countries

You can configure Address Verification to include CAMEO information in valid output for the following

countries:
Australia Austria
Belgium Brazil
Canada Czech Republic
Denmark Estonia
Finland France
Germany Hong Kong
Hungary India
Indonesia Ireland
Italy Japan
Korea Mexico
Netherlands New Zealand
Norway Poland
Portugal Romania
Singapore Slovakia
South Africa Spain
Sweden Switzerland
United Kingdom United States
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Status Codes for CAMEO

Address Verification returns status codes that describe the status of the CAMEO data in the output address.
For information about CAMEO status codes, see “Certification and Enrichment Data Status Codes” on page
90.

Enabling CAMEO Demographic Profiles

You can configure Informatica Address Verification to include CAMEO demographic profile information as an
enrichment to addresses.

» Include the CAMEO element in your input address request and set the element to true. Find the CAMEO
element under Parameters > CountrySet > Enrichments .

The default value of the element is false.

CAMEO Output Fields

When you validate an address with CAMEO enrichment enabled, you receive the following information in the
validated output:

CATEGORY

A code for the age and affluence of the address residents at the country level.
CATEGORY_DESCRIPTION

A description for the age and affluence of the address residents at the country level.
GROUP

A code for the neighborhood of the address at the country level.
GROUP_DESCRIPTION

A description for the neighborhood of the address at the country level.
INTERNATIONAL

A code for the age and affluence of the address residents at an international level.
INTERNATIONAL_DESCRIPTION

A description for the age and affluence of the address residents at an international level.
MVID

A match key that you can use to link your CAMEO-encoded addresses to CAMEO Analysis, a TransUnion
Information Group product. CAMEO Analysis is a separate product that you can license directly from
TransUnion Information Group.

Find the CAMEO output properties under 10 > Outputs > Results > Enrichments.

Geocodes

You can use the Geocoding element to add geocoordinates as an enrichment to a verified address.
Geocoordinates indicate the latitude and the longitude of an address. Informatica Address Verification
follows the World Geodetic System standards (WGS 84) for geocoding.

Address Verification can return geocoordinates at different levels of precision.
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The Geocoding element includes the following properties:
e Rooftop

e ArrivalPoint

e StreetCenter

e LocalityCenter

e PostalCodeCenter

e Preferred

You can set one or more of the Rooftop, ArrivalPoint, StreetCenter, LocalityCenter, and PostalCodeCenter
properties to true or false to specify the type of geocoordinates that you require. Address Verification will
return geocoordinates for each type that you set to true.

Alternatively, you can use the Preferred property to list multiple types of geocoordinates in an array. When
you use the Preferred property, Address Verification returns the geocoordinates for the first type on your list
that it finds in the reference data.

If Address Verification cannot find any type of geocoordinates that you specify in the reference data, Address
Verification does not return any geocoordinates. The default value on the properties is false.

You can set the Preferred property to the following values:
e Rooftop

e ArrivalPoint

e StreetCenter

e LocalityCenter

e PostalCodeCenter

Note: A true value on a Rooftop, ArrivalPoint, StreetCenter, LocalityCenter, or PostalCodeCenter property
takes precedence over any value that you set on the Preferred property.

Types of Geocoordinates
Address Verification can return the following types of geocoordinates in the verified output:
Rooftop
Rooftop geocoordinates map to the center of the roof of the primary building on a parcel of land.
ArrivalPoint

ArrivalPoint geocoordinates map to a point in the center of the street segment in front of a house or a
building.

StreetCenter

StreetCenter geocoordinates map to an approximate mid-point of the street, based on known geocodes
for locations nearby.

LocalityCenter

LocalityCenter geocoordinates map to an approximate mid-point of the locality, based on known
geocodes for locations nearby.

By default, Address Verification returns the geocoordinates to the PrimaryLocalityCenter level of
precision. Address Verification returns the geocoordinates to a SubLocalityCenter level of precision if
the sub-locality data is present in the reference data.

PostalCodeCenter

PostalCodeCenter geocoordinates map to a post office that handles mail for the address.
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Each geocoding property can return information on the following properties:

e Value. Contains the latitude and longitude coordinates of an address.

Latitude. The latitude value that address verification can return for the input address.

Longitude. The longitude value that address verification can return for the input address.

Accuracy. The level of accuracy to which address verification returns geocodes.

GeoCoding Status Values

Informatica Address Verification returns the following geocoding status values to help you understand the
status of a geocoding request.

ER_DATA_NOT_AVAILABLE

Address Verification cannot find the geocoding database.
ER_NOT_UNLOCKED

The geocoding database is not unlocked.
ER_DATA_CORRUPT

The geocoding database is corrupted.
NOTHING_FOUND

Address Verification cannot append geocoordinates to the input address because no geocoordinates are
available for the address.

POCO_BASE_CENTER
Geocoordinates are only partially accurate to the postal code level. For example, 795xx.
POCO_CENTER
Geocoordinates are accurate to the postal code level.
LOCALITY_CENTER
Geocoordinates are accurate to the locality level.
STREET_CENTER
Geocoordinates are accurate to the street level.
INTERPOLATED

Geocoordinates are accurate to the house number level. (Estimated location of the parcel of land with
street-side offset.)

POINT_ARRIVAL_POINT
High-precision arrival point geocoordinates. (Measured entryway to the parcel of land.)
POINT_ROOFTOP

High-precision rooftop geocoordinates.
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Informatica Address Verification can provide additional information as enrichments to addresses from
several countries. Some enrichments are specific to addresses in individual countries, and some enrichments
apply equally to every country.

Informatica Address Verification returns the requested enrichments based on the supplementary reference
data files that you install and the valid license keys available for the data files.

Enrichments by Country

Use the CountrySpecific property to specify whether Address Verification returns the enrichments that it
offers for individual countries. When you set the CountrySpecific property to true, Address Verification
returns any country-specific enrichment that it finds in the reference data for the input addresses that identify
the country. The default CountrySpecific property value is false.

You can additionally configure Address Verification to return enrichments for a subset of the countries for
which enrichments are available. To do so, set the CountrySpecific property to true, and add a list of one or
more countries as an array to the Countries element. Add the ISO three-character codes for each country in a
comma-separated list, for example AUT, DEU. When you add a list of countries to the Countries element,
Address Verification returns the available enrichments for the countries that you specify only. Find the

Countries element under Parameters > CountrySets.

The following table lists the countries that support supplementary information, the databases to install, and
the enrichment codes for each country:

Country Database Enrichment Codes

Australia AUS_ADV_ENR_EN1_000_6_1_0.MD6 | GNAFID | PrimaryGNAFID | PrimarySecondaryIndicator |
SATMainNo | SA1Digit7No | SA2MainNo | SA2Digit5No |
SA2Name | SA3Name | SA3Code | SA4Name | SA4Code |
GCCName | GCCCode | STEName | STECode | CCDO06 |
MeshBlock11 | MeshBlock16

Austria AUT_ADV_ENR_EN1_000_6_1_0.MD6 | PostalAddressCode | PostalAddressCodelD

Belgium BEL_ADV_ENR_EN1_000_6_1_0.MD6 | NISCode

Brazil BRA_ADV_ENR_EN1_000_6_1_0.MD6 | IBGECode

Czech Republic

CZE_ADV_ENR_EN1_000_6_1_0.MD6

RUIANSOID | RUIANAMID | RUIANTEAID

France FRA_ADV_ENR_EN1_000_6_1_0.MD6 | INSEECode | INSEE9Code

Germany DEU_ADV_ENR_EN1_.000_6_1_0.MD6 | LocalityID | StreetID | AGS | StreetCode

Italy ITA_ADV_ENR_EN1_000_6_1_0.MD6 | ISTATCode

Japan JPN_ADV_ENR_EN1_000_6_1_0.MD6 | ChoumeiAzaCode | NewChoumeiAzaCode |
CurrentChoumeiAzaCode | GaikuCode

Poland POL_ADV_ENR_EN1_000_6_1_0.MD6 | GMINACode | LocalityTerytID | StreetTerytID

Russia RUS_ADV_ENR_EN1_000_6_1_0.MD6 | FIASID

Serbia SRB_ADV_ENR_EN1_000_6_1_0.MD6 | PostalAddressCode
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Country Database Enrichment Codes

South Africa ZAF_ADV_ENR_EN1_000_6_1_0.MD6 | NADID
Spain ESP_ADV_ENR_EN1_000_6_1_0.MD6 | INEProvinceCode | INEMunicipalityCode | INEStreetCode
Switzerland CHE_ADV_ENR_EN1_000_6_1_0.MD6 | PostalCodeExtension

United Kingdom | GBR_ADV_ENR_EN1_000_6_1_0.MD6 | DeliveryPointSuffix | DeliveryPointType | UDPRN |
AddressKey | OrganizationKey | UPRN

United States USA_ADV_ENR_EN1_000_6_1_0.MD6 | CountyFipsCode | StateFipsCode | MSAID | CBSAID |
CensusTractNo | CensusBlockNo | CensusBlockGroup |
CensusCountyFips | CensusCountyName | MCDID |
PlaceFipsCode | FinanceNumber

Global Enrichments

Use the Global property to activate enrichments that can apply in the same way to addresses in every
country. To return the enrichments, set the property to true. The default value is false.

Note: The presence of an enrichment as a global property does not mean that Address Verification will return
the enrichment for every country. Address Verification returns a global enrichment in the same manner for
addresses in every country that supports the enrichment.

Address Verification supports the following global enrichments:
TimeZoneCode

A one- to three-character numeric value that indicates the offset between the address time zone and
Greenwich Mean Time. For example, the time zone code for Eastern Standard Time is -5.

TimeZoneName

A three-character code that identifies the time zone to which the address belongs. For example, EST
identifies Eastern Standard Time.

The global enrichments TimeZoneCode and TimeZoneName are available only for United States addresses.
Status Codes for Enrichments

Address Verification returns status codes that describe the status of the enrichment data in the output
address. For information about enrichment status codes, see “Certification and Enrichment Data Status
Codes” on page 90.

Enrichments for Australia Addresses

You can configure Informatica Address Verification to include address enrichments in the validated Australia
addresses. Address Verification bases the enrichments on geographical areas that the Australian Bureau of
Statistics defines.

To receive address enrichments for Australia, install the latest supplementary reference data files for
Australia and ensure that the valid license keys are available for the data files.

Address Verification provides enrichment data for the following statistical elements:
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CCDO06

A seven-digit code that represents a census collection district that the Australia Bureau of Statistics
defined for the 2006 census. A census collection district is an area that a census data collector might
cover in a ten-day period. In urban areas, the district might comprise 220 homes. In rural areas, the
district might comprise fewer homes and the geographical area might increase.

GCCCode

A five-character alphanumeric code that identifies the greater capital city (GCCSA) statistical area to

which an address belongs. A greater capital city statistical area comprises multiple level-4 statistical
areas.

There are 16 spatial GCCSA regions, including eight regions that represent the Australian state and
territory capital cities and eight regions that cover the rest of each state and the Northern Territory. In
addition, there are 18 non-spatial greater capital city statistical areas.

The five character code includes a single-digit state and territory identifier and a four-character GCCSA
identifier.

GCCName
The name of the greater capital city statistical area to which an address belongs.

Greater capital city statistical areas are named for the cities they represent or, if they do not identify a
city, for the rest of the state or territory that they represent.

GNAFID

A 14-digit code that identifies an address in the Geocoded National Address File (GNAF). Australian

government departments and organizations recognize the code as a persistent, unique identifier for the
address.

The GNAFID value is the most precise identifier in the address file for a given address. If the GNAFID
value represents a sub-building address, Address Verification returns the GNAF value for the house or
building that contains the sub-building in the PrimaryGNAFID field.

MeshBlock11

An 11-digit code that identifies the mesh block to which an address belongs. MeshBlock11 represents
the areas that the Australian Bureau of Statistics defined for the 2011 census. A mesh block represents
the smallest geographical area that the Australian Bureau of Statistics uses to generate statistical
information.

Mesh blocks are building blocks for statistical information rather than areas for which the Australian
Bureau of Statistics releases information. The Australian Bureau of Statistics builds statistical areas and
regions from mesh blocks. Mesh blocks broadly align with land use, such as residential use, commercial
use, or parkland. A mesh block might contain thirty to sixty dwellings, although some mesh blocks are
designed to contain no dwellings.

MeshBlock16

An 11-digit code that identifies the mesh block to which an address belongs. MeshBlock16 represents
the areas that the Australian Bureau of Statistics defined for the 2016 census.

Note: The Australian Bureau of Statistics might maintain statistical information for some mesh blocks
that it defined for the 2016 census.

See also MeshBlock11.
PrimaryGNAFID

A 14-digit code that represents the house or building in the GNAF that the address identifies. Australian
government departments and organizations recognize the code as a persistent, unique identifier for the
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primary address. If the address identifies a sub-building in the house or building, the GNAFID field
returns the code for the address at sub-building level.

PrimarySecondaryIndicator

Indicates whether an input address is a primary address or a secondary address. A primary address in
the GNAF is a house or building. A secondary address is a sub-building within the house or building. The
PrimarySecondarylndicator value can be P for primary, or S for secondary, or the field can be empty
when the input address is not a multi-resident dwelling.

SA1Digit7No

A seven-digit code that identifies the level-1 statistical area that an address belongs to but that does not
provide the full hierarchy of geographical information that SATMainNo provides. The seven-digit code
comprises the state and territory identifier, SA2 identifier, and SA1 identifier.

A level-1 statistical area is typically the smallest area for which the Australian Bureau of Statistics
releases statistical data.

SA1MainNo

An 11-digit code that identifies the level-1 statistical area to which an address belongs. A level-1

statistical area is typically the smallest area for which the Australian Bureau of Statistics releases
statistical data.

The 11 digits of the SATMainNo code include the values of the larger areas in the statistical area
hierarchy. That is, the SATMainNo includes a state and territory identifier, SA4 identifier, SA3 identifier,
and SAZ2 identifier in addition to the SA1 identifier. The final two digits in the code identify the level-1
statistical area. In this way, the SATMainNo uniquely identifies the area to which the address belongs.

SA2Digit5No
A five-digit code that identifies the level-2 statistical area that an address belongs to but that does not

provide the full hierarchy of geographical information that SA2MainNo provides. The five-digit code
comprises the state and territory identifier and the four-digit SA2 identifier.

A level-2 statistical area is a physical area that broadly defines a single social or economic community. A
level-2 statistical area comprises multiple level-1 statistical areas.

SA2MainNo

A nine-digit code that identifies the level-2 statistical area to which an address belongs. A level-2
statistical area is a physical area that broadly defines a single social or economic community. A level-2
statistical area comprises multiple level-1 statistical areas.

The nine digits of the SA2MainNo code include the values of the larger areas in the statistical area
hierarchy. That is, the SA2MainNo includes a state and territory identifier, SA4 identifier, and SA3
identifier in addition to the SA2 identifier. The final four digits in the code identify the level-2 statistical
area.

SA2Name

The name of the level-2 statistical area to which the address belongs. Each level-2 name is unique, and
each name contains no more than forty characters. In an urban area, the name is based on the suburb or
suburbs that the area covers. In rural areas, the name is based on the locality that the area covers.

SA3Code

A five-digit code that identifies the level-3 statistical area to which an address belongs. A level-3
statistical area comprises multiple level-2 statistical areas.
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The five digits of the level-3 statistical areas include the values of larger geographical regions. That is,
the SA3Code includes a state and territory identifier and SA4 code in addition to the SA3 identifier. The
final two digits in the code identify the level-3 statistical area.

A level-3 statistical area generally covers a population of between 30,000 and 130,000 people.

SA3Name

The name of the level-3 statistical area to which the address belongs. Each level-3 name is unique, and
each name contains no more than forty characters. SA3 names reflect the names of the cities, towns, or
rural areas that they cover.

SA4Code

A three-digit code that identifies the level-4 statistical area to which an address belongs. A level-4
statistical area comprises multiple level-3 statistical areas.

The three digits of the level-4 statistical areas include the values of the largest sub-state regions in the
main structure of the Australian Statistical Geography Standard (ASGS). That is, the SA4Code includes a
state and territory identifier and SA4 identifier. The final two digits in the code identify the level-4
statistical area.

A level-4 statistical area contain at least 100,000 people. In regional areas, a level-4 statistical area
might include between 100,000 and 300,000 people. In urban areas, a level-4 statistical area might
include between 300,000 and 500,000 people.

SA4Name

The name of the level-4 statistical area to which the address belongs. Each level-4 name is unique, and
each name contains no more than forty characters. SA4 names reflect the names of the cities, towns, or
rural areas that they cover.

STECode
An unique one-digit code that represents a state or territory.
STEName

Represents the name of a state or territory.

Enrichments for Austria Addresses

You can configure Informatica Address Verification to include unique identification codes in the output for
valid Austria addresses.

To receive address enrichments for Austria, install the latest supplementary reference data files for Austria
and ensure that the valid license keys are available for the data files.

Address Verification can return the following code values:
PostalAddressCode

The Postal Address Code, or PAC, is a unique identifier for a current Austria address.

PostalAddressCodelD

ThePostalAddressCodelD is the PAC of the address at which a building receives mail if the building has
more than one address.

Address Verification reads the address from the AUT ADV_VRF ACL 000 6 1 0.MD6 database.
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PostalAddressCode Enrichment

The PostalAddressCode is a unique identifier for the current version of an address in Austria. For example,
the following address returns a PostalAddressCode value of 105176447

PlattenstraBe 7

2380 Perchtoldsdorf

Niederdsterreich
AUT

PostalAddressCodelD Enrichment

An Austria address has a PostalAddressCodelD value when the address identifies a mailbox that receives
mail at another address. For example, a building at an intersection of two streets might have an address on
both streets and might specify one of the addresses as the mailbox address.

Note: The address that gives access to the mailbox is called the Ident address.

A street address that does not receive mail has a PostalAddressCode value and a PostalAddressCodelD
value. The PostalAddressCodelD value is the postal address code of the Ident address that receives the mail.
The postal carrier delivers mail to the address that the PostalAddressCodelD identifies.

The following table lists street addresses that identify a single mail destination:

Address PostalAddressCode PostalAddressCodelD

Hauptplatz 4 100001915 100004254
8010 Graz
AUT

Neue-Welt-Gasse 2 100004254 Not applicable
8010 Graz
AUT

The address "Hauptplatz 4" does not receive mail because the mailbox is at another address at the same
location. The building receives mail at “Neue-Welt-Gasse 2" and therefore “Neue-Welt-Gasse 2" is the Ident
address. The PostalAddressCodelD is the PAC of the address that receives the mail. The PostalAddressCode
value for the Ident address is 100004254.

Enrichment for Belgium Addresses

You can configure Informatica Address Verification to add the National Institute of Statistics (StatBel) or
NISCode as an enrichment to validated Belgium addresses.

To receive address enrichments for Belgium, install the latest supplementary reference data files for Belgium
and ensure that the valid license keys are available for the data files.

NIS codes are five-digit codes that uniquely identify geographic areas in Belgium. If you enable enrichment
for Belgium, Address Verification returns a nine-digit code that contains the five-digit NISCode and a four-
digit Neighborhood ID.

For example, Address Verification returns 21004A001 as an enrichment to the following address:
Rue au Beurre 1
1000 Bruxelles
BEL

In this example, 21004 is the NISCode and 2001 is the Neighborhood ID.
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Enrichments for Brazil Addresses

You can configure Informatica Address Verification to include the Brazilian Institute of Geography and
Statistics (IBGE) code as enrichment to validated Brazil addresses.

To receive address enrichments for Brazil, install the latest supplementary reference data files for Brazil and
ensure that the valid license keys are available for the data files.

The IBGECode is a seven-digit numeric code that identifies cities and states in Brazil. The IBGECode is useful
for e-commerce operations as you can use this code for taxation and audit purposes.

Example: IBGECode in Address Output

When you validate the following address with the address enrichment enabled, Address Verification returns
an IBGECode of 1BGECode: 2606101 as an enrichment to the validated output.

Rua da Matriz 9
Centro

Gléria do Goita-pe
55620-000

Brazil

Enrichment for Czech Republic Addresses

You can configure Informatica Address Verification to add RUIAN ID codes as an enrichment to a valid Czech
Republic address. The Czech Office for Surveying, Mapping and Cadastre (CUZK) maintains the RUIAN code
data.

To receive address enrichments for Czech Republic, install the latest supplementary reference data files for
Czech Republic and ensure that the valid license keys are available for the data files.

The RUIAN ID enrichment comprises the following codes:

¢ RUIANAMID. Uniquely identifies the address delivery point.
e RUIANSOID. Identifies the address to building level.
e RUIANTEAID. Identifies the building entrance.

The supplementary database for the Czech Republic includes RUIANAMID and RUIANSOID values for ninety-
nine percent of Czech Republic addresses. The database includes RUIANTEAID values for a small percentage
of addresses.

Enrichments for France Addresses

You can configure Informatica Address Verification to include the INSEECode and the INSEE9Code in the
validated output for France addresses.

To receive address enrichments for France, install the latest supplementary reference data files for France
and ensure that the valid license keys are available for the data files.

The INSEECode is a numeric indexing code that the French National Institute for Statistics and Economic
Studies (INSEE) use to identify entities such as French communes and departments. INSEE codes are
particularly helpful in uniquely identifying French communes that share the same name, spelling, and
pronunciation. Of a five-digit INSEE code for a commune, the first two digits represent the department and
the last three denote the commune. INSEE codes are also used as National Identification Numbers for French
citizens.

The INSEE9Code is also known as the IRIS code. IRIS stands for aggregated units for statistical information
in French, and represents a demographic group that contains a maximum of 2000 people. France is
composed of around 16,100 IRIS units including 650 units in overseas departments.
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Enrichments for Germany Addresses

You can configure Informatica Address Verification to include multiple address enrichments in validated
Germany addresses.

To receive address enrichments for Germany, install the latest supplementary reference data files for
Germany and ensure that the valid license keys are available for the data files.

You can configure Address Verification to include the following enrichments in validated Germany addresses:
AGS

The Amtliche Gemeindeschlissel (AGS) is a variable-length code that uniquely identifies a locality in
Germany.

LocalitylD

The Locality ID is a variable length code that uniquely identifies a locality in Germany.
StreetlD

The Street ID is a variable length code that uniquely identifies a street address in Germany.
StreetCode

The Street Code is a three-digit code that identifies a street in Germany. Positions 6,7, and 8 of the

Frachtleitcode or Freight code form the street code. A street code value of 994 indicates that the
address points to a packstation.

Note: You must install the DEU_ADV_ENR EN1 001 6 1 0.MD6 database to receive the StreetCode
enrichment for Germany addresses.

For example, when you validate the following address:

Rontgenstr. 9
67133 Maxdorf
Germany

Address Verification returns the following additional information in the validated output:

AGS: 07338018
LocalityID: 68015519
StreetID: 100560690
StreetCode: 057

Enrichments for Italy Addresses

You can configure Informatica Address Verification to add ISTATCode data as an enrichment to a valid Italy
address.

To receive address enrichments for Italy, install the latest supplementary reference data files for Italy and
ensure that the valid license keys are available for the data files.

The ISTAT code contains a series of values that provide geographic and demographic information about the
address locale, including the province, municipality, and region to which the address belongs. The Italian
National Institute of Statistics (ISTAT) maintains the ISTAT codes.

Enrichments for Japan Addresses

You can configure Informatica Address Verification to add enrichments to valid Japan addresses.

To receive address enrichments for Japan, install the latest supplementary reference data files for Japan and
ensure that the valid license keys are available for the data files.

Country-Specific and Global Enrichments 51



52

Address Verification offers the following enrichments for Japan:

e ChoumeiAzaCode

NewChoumeiAzaCode

CurrentChoumeiAzaCode
GaikuCode

Choumei Aza Codes

A Choumei Aza code is an 11-digit string that represents an address to delivery-point level in Japan. When
Japan Post updates the address information for a delivery point, Japan Post also issues a new Choumei Aza
code for the delivery point. Therefore, a delivery point might have a current address and one or more legacy
addresses and a corresponding set of current and legacy Choumei Aza codes.

You can submit a Japan address in batch or interactive mode and return one or more Choumei Aza codes
that represent different versions of the address. You can submit a Choumei Aza code in address code lookup
mode to obtain the version of the address that the code identifies.

Address Verification returns the following types of Choumei Aza code:
ChoumeiAzaCode

The code that corresponds directly to the validated version of the address that you submit.
NewChoumeiAzaCode

The code that corresponds to the next iteration of the input address that you submit. For example, if you
enter the first or oldest version of the address, the NewChoumeiAzaCode value that Address Verification
returns represents the second version of the address.

CurrentChoumeiAzaCode
The code that corresponds to the current version of the address that you submit.
Example

The Japan reference data contains the current version of an address and two older versions. You have
the first or oldest version of the address. You select the Japan enrichments, and you submit the address
in batch mode. Address Verification verifies the address and returns the Choumei Aza code enrichments.
You submit the CurrentChoumeiAzaCode value in address code lookup mode. Address Verification
returns the current version of the address.

Note: The NewChoumeiAzaCode returns the Choumei Aza code for the update that directly followed the
address that you submitted. You can rerun the steps with the NewChoumeiAzaCode value to find each
version of the address in the reference data. Or, you can use the ArchiveHandling property to retrieve the
current version of any older address in a single step. For more information on ArchiveHandling, see
GUID-EDCA4648-4A25-43F6-9684-740AC9BFECA3.

GaikuCode

A Gaiku code is a four-digit code that identifies a city block in Japan.

Append the Gaiku code to a current Choumei Aza code to create a 15-digit string that you can submit in
address code lookup mode to find an address.

Enrichments for Poland Addresses

You can configure Informatica Address Verification to include the GMINACode, LocalityTerytID, and
StreetTerytID as enrichments for validated Poland addresses.

To receive address enrichments for Poland, install the latest supplementary reference data files for Poland
and ensure that the valid license keys are available for the data files.
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Official Register of the Territorial Division of the Country (TERYT) is the agency responsible for identifiers and
names of territories, localities, roads, and buildings in Poland. Gmina is the Polish equivalent of communes or
municipalities. TERYT assigns and manages Gmina code and TerytIDs.

Enrichments for Russia Addesses

You can configure Informatica Address Verification to include the Federal Information Addressing System
(FIAS) ID in the validated output for Russia addresses.

To receive address enrichments for Russia, install the latest supplementary reference data files for Russia
and ensure that the valid license keys are available for the data files.

The FIASID is an alphanumeric string.

Enrichments for Serbia Addresses

You can configure Informatica Address Verification to include the PostalAddressCode as an enrichment to
the validated output for Serbia addresses.

To receive address enrichments for Serbia, install the latest supplementary reference data files for Serbia
and ensure that the valid license keys are available for the data files.

The PostalAddressCode is a six-digit code that maps to the street level. Including the PostalAddressCode in
an address ensures correct and prompt delivery to recipients in Serbia. You do not need the
PostalAddressCode for items that you address to a P.0. Box, poste restante, or to a military address.

Enrichments for South Africa Addresses

You can configure Informatica Address Verification to include the National Address Database (NAD) ID in the
validated output for South Africa addresses.

To receive address enrichments for South Africa, install the latest supplementary reference data files for
South Africa and ensure that the valid license keys are available for the data files.

The NADID is a unique numeric ID that is assigned to street addresses in South Africa.

For example, Address Verification returns the NADID value of 2170232 in the output when you validate the
following address:

4 Balmoral Road

Vincent

East London

5247
South Africa

Enrichments for Spain Addresses

You can configure Informatica Address Verification to add INE code data as an enrichment to a valid Spain
address.

To receive address enrichments for Spain, install the latest supplementary reference data files for Spain and
ensure that the valid license keys are available for the data files.

The INE code contains a series of values that identify the INEProvinceCode, INEMunicipalityCode, and

INEStreetCode to which the address belongs. The National Statistics Institute of Spain (INE) maintains the
INE codes.
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Enrichments for Switzerland Addresses

You can configure Informatica Address Verification to include the additional postal code characters in the
validated output for Switzerland addresses.

To receive address enrichments for Switzerland, install the latest supplementary reference data files for
Switzerland and ensure that the valid license keys are available for the data files.

Address Verification returns the additional postal code characters in an enrichment field called
PostalCodeExtension.

For example, when you validate the following Switzerland address with the address enrichment enabled,
Address Verification returns a PostalCodeExtension value of 02:

Millerboden
Buochserbergstrasse 5
6383 Niederrickenbach
Switzerland

Enrichments for the United Kingdom Addresses

You can configure Informatica Address Verification to include address enrichments in validated United
Kingdom addresses.

To receive address enrichments for United Kingdom, install the latest supplementary reference data files for
United Kingdom and ensure that the valid license keys are available for the data files.

Address Verification includes the following enrichments in validated United Kingdom addresses:
AddressKey

An eight-digit numeric code that maps to an address in the Postcode Address File (PAF) from the Royal
Mail. An Address Key in conjunction with Organization Key and the Post Code Type uniquely identifies an
address.

DeliveryPointSuffix

A two-character suffix that the Royal Mail assigns to a mailbox in a United Kingdom post code area. The
first character in a delivery point suffix is a number and the second character is a letter. A combination
of a post code and the delivery point suffix identifies a mailbox.

DeliveryPointType

A single-character code that indicates whether the address points to a residence (R), a small
organization (0), or a large organization (L).

OrganizationKey
A unique 8-digit numeric code that Royal Mail assigns to small organizations.

UDPRN

An eight-character code that uniquely identifies each postal address in the Royal Mail PAF database. The
Unique Delivery Point Reference Number (UDPRN) remains uniquely tied to the physical delivery point
regardless of changes in the address.

UPRN

A numeric code that uniquely identifies a land or property unit in the United Kingdom. The Unique
Property Reference Number (UPRN) is a code that the United Kingdom government assigns and can
contain a maximum of 12 digits.
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Examples

The following examples show enrichment values for different delivery point type addresses.

Delivery Point Type | Input Address Enrichment Values
Residence FLAT 17 AddressKey: 18161676
GROVE HOUSE DeliveryPointSuffix: TH
WAVERLEY GROVE DeliveryPointType: R
LONDON OrganizationKey: 00000000
N3 3PU UDPRN: 15498195
UNITED KINGDOM UPRN: 200123099

Large Organization

PO BOX 43078
LONDON

NW1 1SF

UNITED KINGDOM

AddressKey: 02356470
DeliveryPointSuffix: 1A
DeliveryPointType: L
OrganizationKey: 00000000
UDPRN: 17635833

UPRN: 10015054387

Small Organization

17A THE GROVE
LONDON

N3 1QN

UNITED KINGDOM

AddressKey: 28470295
DeliveryPointSuffix: TH
DeliveryPointType: O
OrganizationKey: 01464593
UDPRN: 15491057

UPRN: 200210632

Enrichments for United States Addresses

You can configure Informatica Address Verification to add multiple address enrichments when you verify

United States addresses.

To receive address enrichments for the United States, install the latest supplementary reference data files for
United States and ensure that valid license keys are available for the data files.

Address Verification includes the following enrichments for validated United States addresses:

CBSAID

A Core-Based Statistical Area (CBSA) identification number is a five-digit number that identifies an urban

area with a population greater than 10,000. A CBSA can be a Metropolitan Statistical Area or

Micropolitan Statistical Area. A Metropolitan Statistical Area has over 50,000 inhabitants. A Micropolitan
Statistical Area has between 10,000 and 50,000 inhabitants.

CensusBlockGroup

A 12-digit number that identifies a Census Block Group. A Census Block Group is a group of Census
Blocks that share the same first digit. The first digit in the Census Block number is the last digit in the
12-digit Census Block Group number.

CensusBlockNo

A four-digit number that identifies a Census Block. A Census Block is the smallest entity for which the
Census Bureau collects census information.
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CensusCountyFips

A three-digit number that identifies a county in the United States. The United States Census Bureau
provides the county information.

Note: The Federal Information Processing Standards (FIPS) include a set of numbers that identify states,
counties, and other territorial possessions in the United States. A two-digit state code identifies each
state. A three-digit county code identifies a county within a state. Together, the five digits of the state
and county codes uniquely identify a county.

CensusCountyName

The name of the county that the Census Bureau provides.
CensusTractNo

A six-digit number that identifies a Census Tract. A Census Tract is a statistical subdivision of a county.
CountyFipsCode

A three-digit number that identifies a county in the United States. The United States Postal Service
(USPS) provides the county information.

Note: The United States Census Bureau and the USPS both maintain county FIPS codes. The county
codes from each organization differ in approximately 5% of cases.
FinanceNumber

A finance number is a six-digit number that the USPS assigns to post offices and other postal facilities
to support the collection of cost and statistical data. The first two digits of the finance number identify
the state. The final four digits identify the post office or postal facility.

MCDID

A Minor Civil Division (MCD) identification number is a five-digit number. An MCD is a primary legal
subdivision of a county.

MSAID

The Metropolitan Statistical Area (MSA) identification number is a five-digit number that identifies an
urban area that has a population of 50,000 or more.

PlaceFipsCode
A five-digit number that identifies a locality in the United States.
StateFipsCode

A two-digit number that identifies a state in the United States.

Certification
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Postal certification improves the quality of addresses and ensures that Address Verification services meet
postal authority requirements. Certifications indicate if an address contains the data required by the
certification standards of national mail carriers.

Address Verification returns the requested certifications based on the certification reference data files that
you install and the valid license keys available for the data files.
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The following table describes the certification codes that Informatica Address Verification can return:

Certification

Codes

AMAS ErrorCode | DeliveryPointID | DeliveryID | LotNumber | PostalDeliveryNumber |
PostalDeliveryNumberPrefix | PostalDeliveryNumberSuffix | HouseNumber1 | HouseNumber1Suffix |
HouseNumber2 | HouseNumber2Suffix

SendRight AddressType | SOARecordIgnored | DeliveryPointID | DeliveryServiceType | DeliveryServiceNumber |
DeliveryServiceLocality | HouseNumber | HouseNumberAlpha | RdNumber | Hygiene | ValidityCode

CASS ErrorCode | BarCode | DeliveryPoint | PoBoxOnly | RecordType | CarrierRoute | CongressionalDistrict |
DeliveryPointCheckDigit | HighriseDefault | HighriseExact | RuralRouteDefault | RuralRouteExact |
LACSIndicator | DPVConfirmation | DPVConfirmation3553 | DPVCMRA | DPVPBSA | DPVDNA | DPVNSL
| DPVFalsePositive | DPVFootnote1 | DPVFootnote2 | DPVFootnote3 | DPVFootnoteValue |
DPVFootnoteComplete | DPVThrowBack | LACSLinkReturnCode | SuiteLinkReturnCode |
EWSReturnCode | ZIPMoveReturnCode | DPVNoStatindicator | DPVNoStatReason |
DPVVacantindicator | DefaultFlag | LACSLinkIndicator | RDI | DPVNDD | ELOTFlag | ELOTSequence

SERP Category | ExcludedFlag

SNA Category

Status Codes for Certifications

Address Verification returns status codes that describe the status of the certification data in the output
address. For information about certification status codes, see “Certification and Enrichment Data Status
Codes” on page 90.
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CHAPTER 5

Process Parameter

This chapter includes the following topics:

e Process Parameter Overview, 58

e Alternative Handling for Addresses, 58

e Reverse Geocoding, 59

e Address Verification Level, 60

Process Parameter Overview

You can configure the properties present in the Process element to specify how you want Informatica
Address Verification to process an address.

Alternative Handling for Addresses

58

The AlternativeHandling element specifies whether you want Informatica Address Verification to consider
outdated or alias address data while verifying an address.

Configure the following elements in the AlternativeHandling element:
e OutdatedAddresses

e AliasAddresses

Note: You can use the GetNewAddress property only when you set the Match property to a value other than
Off.

OutdatedAddresses
The OutdatedAddresses element includes the properties Match and GetNewAddress.
You can set the Match property to Off, PerfectOnly, or WithFaultTolerance:

¢ If you set the Match property to Off, Address Verification does not match an address to the outdated
addresses and ignores the outdated addresses available in the reference data. If you submit an outdated
address with Match property set to Off, Address Verification rejects or corrects the input address.

« If you set the Match property to PerfectOnly, Address Verification matches only a perfectly entered input
address to outdated addresses in the reference data.



¢ If you set the Match property to WithFaultTolerance, Address Verification matches an input address to
outdated addresses in the reference data and also corrects an address to match the outdated addresses.

You can set the GetNewAddress property to true or false. If you set the GetNewAddress property to true,
Address Verification returns the current version of the address. If you set the GetNewAddress property to
false, Address Verification returns the outdated address.

AliasAddresses

The AliasAddresses element includes the Match property. You can set the Match property to Off or
PerfectOnly.

If you set the Match property to Off, Address Verification does not match an address to the alias addresses
and ignores the alias addresses available in the reference data. If you submit an alias address with Match
property set to Off, Address Verification rejects or corrects the input address.

If you set the Match property to PerfectOnly, Address Verification matches only a perfectly entered input
address to alias addresses in the reference data.

For information about how to handle alias addresses, see “AliasHandling” on page 78.

Configuring the AlternativeHandling

To specify whether Informatica Address Verification should match the input addresses with outdated and
alias addresses in the reference data, configure the OutdatedAddresses and AliasAddresses properties.

¢ In the OutdatedAddresses element, set the Match property to one of the following values:

o Off. Address Verification does not match the input address to the outdated addresses in the reference
data.

o PerfectOnly. Address Verification matches only a perfectly entered input address to the outdated
addresses in the reference data.

e WithFaultTolerance. Address Verification matches the input address to the outdated addresses in the
reference data and also corrects an address to match the outdated addresses.

e Inthe AliasAddresses element, set the Match property to one of the following values:

o Off. Address Verification does not match an input address to the alias addresses in the reference
data.

o PerfectOnly. Address Verification matches only a perfectly entered input address to alias addresses in
the reference data.

Reverse Geocoding

You can submit geocoordinates as input values to Informatica Address Verification and retrieve the closest
address or addresses to the coordinates. To perform reverse geocoding, submit the address job in
GeocodeToAddress mode.

Address Verification applies a search radius to the geocoordinates to define an area in which to search for
addresses. The geocoordinates are the center of the search area. The default search radius is 50 meters. You
can set the radius to a value between 10 metres and 200 meters.

You can enter a pair of geocoordinates as a single input value, or you can enter the latitude and longitude
coordinates as discrete input values. Address Verification will return one address or multiple addresses,
depending on the parameters that you set and the distance between the addresses.
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Address Verification returns the address closest to the geocoordinates that you enter. If any address lies
within ten meters of the closest address, Address Verification returns the closest address and also each
address within the ten-meter range. Address Verification also returns the distance from the geocoordinates
of each output address and the direction in which the address lies.

If Address Verification cannot find any address within the search radius, Address Verification does not return
an address.

To retrieve addresses in GeocodeToAddress mode, configure the following properties :

e SearchRadius. Defines the radius from the geocoordinates in which Address Verification searches for
addresses. Find the property under Parameters > CountrySets > Process > Geocode.

¢ Value. Contains the latitude and longitude vales that constitute the geocoordinates. Find the property
under Parameters > 10 > Inputs > Geocode. Use the property if you do not use the Latitude and Longitude
properties.

e Latitude and Longitude. Contain the latitude and longitude coordinates as discrete values. Find the
properties under Parameters > 10 > Inputs > Geocode. Use the properties if you do not use the Value
property.

Address Verification returns the following values in addition to each address:

* Distance. Indicates the distance in metres from the address to the center of the search radius.

¢ Direction. Indicates the direction which the address lies from the center of the search radius.

Consider the following rules and guidelines when you configure an address job for reverse geocoding:

e Address Verification follows the World Geodetic System standards (WGS 84) for geocoding.

e Reverse geocoding requires arrival point reference data and returns addresses with arrival point precision.

e The geocoordinates that you provide may identify a location on a given plot of land but may be closer to
the arrival point on an adjacent plot of land. In this case, Address Verification selects the address of the
adjacent plot as it represents the nearest arrival point.

* The MaxResultCount property governs the total number of addresses that reverse geocoding can return
for the geocoordinates that you enter.

To read the list of countries that support reverse geocoding, see GUID-89BE87A9-B42C-463D-
BCFB-039BB8B733E8.

Address Verification Level

60

You can set the minimum level of information that an address must contain before Informatica Address
Verification accepts it as valid. Use the VerificationLevel element to set the level. The VerificationLevel
element specifies a threshold of valid information at which Address Verification will not reject an address.

You can set the following properties on VerificationLevel:
o PreferredVerificationLevel. The desired level.

e MinimumVerificationLevel. The minimum level that you accept for an address to be valid.

You can set the PreferredVerificationLevel and MinimumVerificationLevel properties to one of the following
values:

e All. Address Verification verifies all address elements and also checks for the presence of all postally
relevant elements. Default is All.

e Address. Address Verification verifies all address elements except company information.
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e Premise. Address Verification verifies an address to house number level or building level and ignores sub-
building information.

e Street. Address Verification verifies an address to street level or delivery service with number level and
ignores information such as house number, building, and sub-building.

e Locality. Address Verification verifies an address to locality level and ignores street and delivery service
information. Address Verification also verifies the postal codes.

e PrimaryLocality. Address Verification verifies an address up to locality level 1 and ignores the more
granular locality level information. Address Verification also verifies the postal codes.

Ensure that the value that you set in the PreferredVerificationLevel property is not lower than the
MinimumVerificationLevel value.

If Address Verification cannot verify the address information at the preferred verification level, it attempts to
verify the address at the next level between the preferred and the minimum levels. Address Verification can
return the verification level met by the address in the UsedVerificationLevel property.

Address Verification copies any input information outside the minimum verification level to the output
address. If Address Verification cannot verify the address information to the minimum level, it rejects the
address.

Note: When you set both VerificationLevel element properties to All and Address Verification cannot verify an
input data value, Address Verification rejects the address.
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CHAPTER 6

Result Parameter

This chapter includes the following topics:

e Result Parameter Overview, 62

e Maximum Number of Results in the Output, 62

e Expand Numerical Ranges, 62

e DeliverAdditionalSuggestions, 64

Result Parameter Overview

You can configure the properties in the Result element to specify the formatting of the validated output. .

Maximum Number of Results in the Output

The MaxResultCount property specifies the maximum number of address suggestions that Address
Verification can return in interactive, quick capture, and GeocodeToAddress modes. You can set the
MaxResultCount property to a value from 1 through 100. The default value is 20.

Expand Numerical Ranges

The NumericRangeExpansion element specifies how Informatica Address Verification returns address
suggestions when the input address data matches a range of addresses in the same building or street. For
example, Address Verification might determine that an input address matches a range of house numbers on
a given street. In such a case, Address Verification can return the upper and lower numbers in the available

range in a single suggestion.

Address Verification can apply numeric range expansion to house number data, building data, and sub-
building data. Address Verification can perform range expansion in quick capture and interactive modes.

NumericRangeExpansion Properties

To define how Address Verification handles number ranges, configure the following properties on the

NumericRangeExpansion element:
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RangesToExpand

Specifies whether to expand number ranges in address suggestions from countries for which individual
house number, building, or sub-building values are available in the reference data.

RangeExpansionType

Specifies the scope of range expansion in suggestion lists.

RangesToExpand
The RangesToExpand property has the following options:
All
Expands the house number, building, or sub-building values to match the individual house numbers
available in the reference data.
OnlyValid
Expands the ranges only when the reference data contains the complete list of valid numbers in a range.
None
Does not expand any range. The default value is None.
When the complete list of house numbers is not available in the reference address database, OnlyValid
setting works the same way as None.
RangeExpansionType
The RangeExpansionType property has the following options:
Full
Expand all the items in the suggestion list, depending on the current RangesToExpand options.
Flexible

Expands the initial items in the suggestion list, depending on the current RangesToExpand options.

If you set the RangeExpansionType property to Flexible, the internal engine logic decides on the number
of results to expand and how many to keep as ranges without exceeding the maximum result count
value. Therefore, the suggestion list might contain both expanded and unexpanded ranges if you set the
RangeExpansionType property to Flexible.

Configuring the NumericRangeExpansion Properties

To determine how Informatica Address Verification handles number ranges in addresses, configure the
RangesToExpand and RangeExpansionType properties.

e To specify whether or not to expand the ranges, set the RangesToExpand property to one of the following
values:

¢ All. Address Verification always expands the ranges.

¢ OnlyValid. Address Verification expands the ranges only when the reference address database
contains full list of numbers for the specified range.

e None. Address Verification does not expand a range.

o To specify whether or not to expand all the items in the suggestion list, set the RangeExpansionType
property to one of the following values:

e Full. Address Verification might expand all the items in the suggestion list.

e Flexible. Address Verification might expand only the initial items in the suggestion list.
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Numerical Range Formats

Address Verification uses two periods (..) to indicate a numerical range in quick capture mode. Address
Verification uses a dash symbol (-) to indicate a numerical range in interactive mode.

For example, 15500..15508 can indicate that houses from 15500 through 15508 on a given street are
candidate matches for an input address in quick capture mode.

When the Address Verification engine returns multiple ranges for an input address in a single suggestion,
each range is separated by a semicolon. For example:

23..27;30..36
The engine can return up to three ranges separated by a semicolon in a single suggestion.

If the engine reaches the maximum address count limit for a given address and additional addresses remain
in the reference data, the engine adds three periods (...) after the values in the final suggestion. This
indicates that additional address suggestions are available in the reference data.

Note: Address Verification might return even-numbered and odd-numbered ranges in separate records for a
single input address. For example, 1..9 MAIN STREET and 2..10 MAIN STREET may indicate odd-numbered
and even-numbered houses respectively.

Rules and Guidelines for Numerical Ranges

Consider the following rules and guidelines for expanding numerical ranges:

e Address Verification ignores the RangeExpansionType property when the RangesToExpand property value
is None.

¢ Injobs that run in QuickCapture mode, Address Verification sets the RangesToExpand property to All and
the RangeExpansionType property to Flexible. Address Verification ignores the physical properties of the
NumericRangeExpansion element in QuickCapture mode.

e Each address suggestion that the engine returns can identify a single address, a range of addresses, or
multiple ranges. The combination of single addresses and ranges in the suggestion list depends on the
values on the RangesToExpand and RangeExpansionType properties and on the MaxResultCount property
value.

The engine may return single addresses in the initial address suggestions and return addresses in ranges
in subsequent suggestions.

DeliverAdditionalSuggestions
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Address Verification can return additional data for addresses with a V or C score when the data is present in
address in the reference data and not used in the output. You can use the DeliverAdditionalSuggestions
property to retrieve the data.

Find the property under Parameters > CountrySets > Result in the AVJob.schema. json file.
You can configure the property to one of the following values:
No

Address Verification does not return any additional data for V or C addresses. Default is No.
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ForAllElements

Address Verification returns additional data for all of the address elements in the database that match
the elements in the input address.

ForPostalRelevantElements

Address Verification returns additional data for elements that are postally relevant.
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CHAPTER 7

Standardization Parameters

This chapter includes the following topics:

e Standardization Overview, 66

e Address-Level Properties and Element-Level Properties, 67

e Standardization at the Address Level, 67

e Standardization at the Address Element Level, 68

o PreferredLanguage, 69

e PreferredScript, 71

e Casing, 75
e DescriptorLength, 76

e MaxltemLength, 77

e MaxltemCount, 77
e Table of Values for MaxltemLength and MaxltemCount, 77

e AliasHandling, 78
e FormatWithCountry, 79

e StandardizelnvalidAddresses, 79

e CountryNamelLanguage, 80

e CountryCodeType, 80

Standardization Overview

You can configure Informatica Address Verification to apply a standard policy to the presentation of different
aspects of an output address.

For example, you can specify the character case for the output elements, and you can set a policy for
returning element descriptors in their abbreviated or complete forms. You can specify a preferred language
for the address data, and you can specify the character set in which to return the address.
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Address-Level Properties and Element-Level

Properties

You can set standardization policies at the level of the complete address and at the level of discrete address
elements. You can set both property types. Element-level properties take precedence over address-level

properties.

The following table describes the standardization properties:

elements in an address that returns | as a Process
Status score.

PropertyName Description Set at Set at
Address Element
Level Level

AliasHandling Specifies how to handle alias names. Yes Yes

Casing Specifies the character case. Yes Yes

CountryCodeType Spcifies the ISO country code to use for country Yes No
data.

CountryNameLanguage Spcifies the language in which to return the country Yes No
name.

DescriptorLength Specifies whether to abbreviate street and Yes Yes
directional descriptors.

FormatWithCountry Specifies whether to include the country name in the | Yes No
output.

MaxltemCount Specifies the maximum number of address lines that | No Yes
an address element can contain.

MaxItemLength Specifies the maximum number of characters that an | Yes Yes
output field can contain.

PreferredLanguage Specifies a list of one or more languages in which Yes No
Address Verification will return the output address
data.

PreferredScript Specifies the character set in which Address Yes No
Verification will return the output address data.

StandardizelnvalidAddresses | Specifies that Address Verification standardizes Yes No

Standardization at the Address Level

Use the Standardizations property to define a general standardization policy for the elements in an address.

You can standardize the following address elements:

e Organization
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e Contact

e Building

e SubBuilding

e Street

e HouseNumber

e DeliveryService

¢ PostOffice

e Locality

¢ PostalCode

e AdministrativeDivision

e Country

e PostalFormattedAddressLines
e PostalDeliveryAddressLines
e PostalRecipientLines

e PostallLocalityLine

e StreetWithNumber

e NumberAndSubBuilding

e SingleAddressLine

Standardization at the Address Element Level

Use the ElementStandardizations property to define a standardization policy for discrete address elements.
You can standardize the following address elements:
e Organization

e Contact

e Building

e SubBuilding

e Street

¢ HouseNumber

e DeliveryService

¢ PostOffice

e Locality

e PostalCode

¢ AdministrativeDivision

e Country

e PostalFormattedAddressLines

e PostalDeliveryAddressLines

e PostalRecipientLines
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e PostallLocalityLine
e StreetWithNumber
e NumberAndSubBuilding
¢ SingleAddressLine

PreferredLanguage

Informatica Address Verification can return address data in more than one language in multiple countries.
You can specify the preferred output language for the addresses that you submit. Use the PreferredLanguage
property to specify a preferred language.

Consider the following rules and guidelines when you configure the PreferredLanguage property:

¢ You can specify one or more languages on the PreferredLanguage property. Use the three-letter ISO 639
code associated with each language that you specify. Add a list of one or more languages as an array to
the PreferredLanguage property. Address Verification tries to return an address in the most-preferred
language based on the order that you specify in the array. If the first language that you specify is not
present in the reference data, Address Verification tries to return the address in the next language in the
array.

For example, when you submit NLD, FRA, and DEU as the list of preferred languages, Address Verification
returns the address in Flemish. If the reference data does not contain the address in Flemish, Address
Verification returns the address in French if available.

The following code fragment shows a sample of one or more languages in the PreferredLanguage

property:
"PreferredLanguage":
{
IINLD" ,
"FRA",
" DEU"

}
Note: Use a comma to separate the languages on each line of the array, as shown in the code fragment.

e By default, the input list of preferred languages is empty. When the input list is empty, Address
Verification returns the default language.

e You can configure the property to return an address in the language that the input address uses. The
PRESERVE option is useful in cases where the input address set contains address records that are not
recorded in the default language. Address Verification can preserve the input language if the reference
data contains the address information in the input language. To preserve the input language, add
PRESERVE as the first entry in the PreferredLanguage property. You can also add language codes after
the PRESERVE option.

If Address Verification cannot return an address in the input language, Address Verification tries to return
the address in the next language that you specified in the list of preferred languages. If the input list is
empty, Address Verification returns the address in the default language.

¢ You can receive an address in more than one language in a single verification job. To return more than
one language at once, add an insta