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Preface
Use the Informatica® PowerExchange® for JMS for PowerCenter® User Guide to learn how to read from and 
write to JMS messages by using PowerCenter Client. Learn to create a JMS connection, develop mappings, 
and run sessions in an Informatica domain.

Informatica Resources

Informatica Network
Informatica Network hosts Informatica Global Customer Support, the Informatica Knowledge Base, and other 
product resources. To access Informatica Network, visit https://network.informatica.com.

As a member, you can:

• Access all of your Informatica resources in one place.

• Search the Knowledge Base for product resources, including documentation, FAQs, and best practices.

• View product availability information.

• Review your support cases.

• Find your local Informatica User Group Network and collaborate with your peers.

Informatica Knowledge Base
Use the Informatica Knowledge Base to search Informatica Network for product resources such as 
documentation, how-to articles, best practices, and PAMs.

To access the Knowledge Base, visit https://kb.informatica.com. If you have questions, comments, or ideas 
about the Knowledge Base, contact the Informatica Knowledge Base team at 
KB_Feedback@informatica.com.

Informatica Documentation
To get the latest documentation for your product, browse the Informatica Knowledge Base at 
https://kb.informatica.com/_layouts/ProductDocumentation/Page/ProductDocumentSearch.aspx.

If you have questions, comments, or ideas about this documentation, contact the Informatica Documentation 
team through email at infa_documentation@informatica.com.
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Informatica Product Availability Matrixes
Product Availability Matrixes (PAMs) indicate the versions of operating systems, databases, and other types 
of data sources and targets that a product release supports. If you are an Informatica Network member, you 
can access PAMs at 
https://network.informatica.com/community/informatica-network/product-availability-matrices.

Informatica Velocity
Informatica Velocity is a collection of tips and best practices developed by Informatica Professional 
Services. Developed from the real-world experience of hundreds of data management projects, Informatica 
Velocity represents the collective knowledge of our consultants who have worked with organizations from 
around the world to plan, develop, deploy, and maintain successful data management solutions.

If you are an Informatica Network member, you can access Informatica Velocity resources at 
http://velocity.informatica.com.

If you have questions, comments, or ideas about Informatica Velocity, contact Informatica Professional 
Services at ips@informatica.com.

Informatica Marketplace
The Informatica Marketplace is a forum where you can find solutions that augment, extend, or enhance your 
Informatica implementations. By leveraging any of the hundreds of solutions from Informatica developers 
and partners, you can improve your productivity and speed up time to implementation on your projects. You 
can access Informatica Marketplace at https://marketplace.informatica.com.

Informatica Global Customer Support
You can contact a Global Support Center by telephone or through Online Support on Informatica Network.

To find your local Informatica Global Customer Support telephone number, visit the Informatica website at 
the following link: 
http://www.informatica.com/us/services-and-training/support-services/global-support-centers.

If you are an Informatica Network member, you can use Online Support at http://network.informatica.com.
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C h a p t e r  1

Understanding PowerExchange 
for JMS

This chapter includes the following topics:

• Understanding PowerExchange for JMS Overview, 8

• Integrating PowerCenter with JMS, 8

• Understanding Secure Sockets Layer, 11

Understanding PowerExchange for JMS Overview
PowerExchange for JMS extracts data from JMS sources and writes data to JMS targets. With 
PowerExchange for JMS, you can create JMS source and target definitions in the Designer.

The PowerCenter Integration Service connects to a JMS provider when it reads data from JMS or writes data 
to JMS. JMS providers are message-oriented middleware systems that send and receive JMS messages. 
WebSphere MQ JMS is an example of a JMS provider.

The PowerCenter Integration Service can read JMS messages from a JMS provider message queue. Or, it can 
read messages from a JMS provider based on the message topic. Similarly, the PowerCenter Integration 
Service can write JMS messages to a message queue. Or, it can write messages to a JMS provider based on 
the message topic.

This chapter provides an overview of the integration between PowerCenter and JMS.

Integrating PowerCenter with JMS
PowerExchange for JMS enables the PowerCenter Integration Service to read messages from JMS sources 
and write messages to JMS targets. To read and write messages in JMS message format, create mappings 
with JMS source and target definitions in the Designer. After you create a mapping, use the Workflow 
Manager to create a session and workflow. During the session, the PowerCenter Integration Service connects 
to JMS providers to read and write JMS messages.

Designer Integration with JMS
You manually create JMS source and target definitions to reflect the message structure of JMS messages.
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JMS Message Types
The PowerCenter Integration Service can read and write the following JMS message types:

• Message. Contains only header and properties fields.

• TextMessage. Contains a string object. TextMessages can contain XML message data.

• BytesMessage. A stream of uninterpreted bytes. Use a BytesMessage for encoding a message body to 
match an existing message format. BytesMessages generally do not include property fields.

• MapMessage. Contains a set of name/value pairs. The names are in string format. The values are of Java 
primitive datatypes.

JMS Message Structure
JMS messages contain the following components:

• Header

• Properties

• Body

Header Fields
JMS messages contain a fixed number of header fields. Each JMS message uses these fields regardless of 
message type. Every JMS source and target definition includes a pre-defined set of header fields.

The following table describes the JMS message header fields:

Header Field Description

JMSDestination Destination to which the message is sent. JMS destinations can be a message queue or a 
recipient who listens for messages based on the message topic.

JMSDeliveryMode Delivery mode of the message. The delivery mode can be persistent or non-persistent.

JMSMessageID Unique identification value for the message.

JMSTimestamp Time at which the message was handed off to the provider to be sent to the destination.

JMSCorrelationID Links one message with another. For example, JMSCorrelationID can link a response message 
with the corresponding request message.

JMSReplyTo Destination to which a reply message can be sent.

JMSType Type of message based on a description of the message. For example, if a message contains 
a stock trade, the message type might be stock trade.

JMSExpiration Amount of time in milliseconds the message remains valid. The messages remain in memory 
during this period.

JMSPriority Priority of the message from 0-9. 0 is the lowest priority. 9 is the highest.

JMSRedelivered Indicates that a message might have been delivered previously, but not acknowledged.
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Property Fields
JMS source and target definitions can optionally include message property fields. Property fields contain 
additional message header information. JMS providers use properties in a JMS message to give provider-
specific information. Applications that use a JMS provider can add property fields with application-specific 
information to a message.

Body Fields
JMS source and target definitions can optionally include a message body. The body contains one or more 
fields. Only certain types of JMS messages contain a body.

PowerCenter Integration Service and JMS Integration
The PowerCenter Integration Service connects to the Java Naming and Directory Interface (JNDI) server to 
determine connection information for the JMS provider that is the source or target for the JMS message 
data. After the PowerCenter Integration Service determines the connection information, it connects to the 
JMS provider to read or write JMS messages.

The PowerCenter Integration Service can read or write messages based on the message domain. It can read 
and write JMS messages according to the message topic. Or, it can read messages from a JMS provider 
queue and write messages to a JMS provider queue.

Connecting to JMS Providers
When you configure a JMS workflow, you use JNDI and JMS application connections to connect to the 
provider. JMS providers use JNDI to store their connection information. When you configure a JMS provider 
to send and receive messages, you configure JNDI information for the provider.

JNDI stores the following connection information:

• Connection factory. Contains information to create a connection to the JMS provider. For example, a 
connection factory for a WebSphere MQ JMS provider might contain information about a host name and 
port number for the provider.

• Destination. Contains information about message sources and destinations. For example, a destination 
for a WebSphere MQ JMS provider might contain information about a queue name and queue manager.

Configure a JNDI application connection to set connection information that enables the PowerCenter 
Integration Service to connect to the JNDI server. Configure a JMS application connection to provide a 
connection factory name and a destination name. You also provide a domain for the messages.

The PowerCenter Integration Service connects to the JNDI server based on the JNDI connection information 
you provide in the JNDI application connection. When it connects to JNDI, it uses the connection factory 
name you provide in the JMS application connection to retrieve the JMS provider connection information. It 
also uses the destination name you provide to determine the source and target for JMS messages. It then 
reads JMS messages or writes JMS messages according to the message domain you specified in the JMS 
application connection.

Message Domains
The PowerCenter Integration Service can read and write messages with the point-to-point (PTP) or publish-
subscribe domain.

The PTP domain means that JMS providers store messages in a message queue. The PowerCenter 
Integration Service reads messages from the JMS provider message queue. It writes messages to a JMS 
provider message queue.
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The publish-subscribe domain means that JMS providers read and write messages with the message topic 
as the address. When the PowerCenter Integration Service reads messages, it receives messages with a 
particular message topic from the JMS provider. When the PowerCenter Integration Service writes messages, 
it writes messages with a particular message topic to the JMS provider.

Understanding Secure Sockets Layer
The PowerCenter Integration Service uses the Secure Sockets Layer (SSL) protocol to manage the security of 
messages transmitted on the Web. SSL helps you achieve authentication, integrity, and privacy on the Web. It 
allows for secure communication between client and server by allowing mutual authentication, use of digital 
signatures on messages for integrity, and encryption for privacy.

Authentication Components
The PowerCenter Integration Service uses the Public Key Infrastructure (PKI) standard to ensure 
authentication for JMS messages. PKI includes the following components:

• Authentication certificate. A certificate authority provides digital certificates to verify and authenticate 
parties in internet communications.

• Trust store. The PowerCenter Integration Service uses the trust store to authenticate requests from JMS 
providers. You can store multiple authentication certificates in the trust store.

• Client store. The PowerCenter Integration Service sends the client store that contains authentication 
certificates to JMS providers for authentication. You can store multiple authentication certificates in the 
client store.

If a JMS provider requires authentication, the PowerCenter Integration Service and the JMS provider 
authenticate each other with authentication certificates before either transmits data. When a JMS provider 
sends an authentication certificate to the PowerCenter Integration Service, the PowerCenter Integration 
Service verifies that the certificate exists in the trust store before it authenticates the JMS provider. When the 
PowerCenter Integration Service authenticates to a JMS provider, it sends an authentication certificate from 
its client store.

Communication Between a JMS Provider and the PowerCenter 
Integration Service

To ensure communication between the JMS provider and PowerCenter Integration Service, you need to 
configure the ConnectionFactory in PowerCenter. You can use the provider-specific administration tool to 
configure the ConnectionFactory. The PowerCenter Integration Service uses the ConnectionFactory to 
establish communication with the JMS provider over a secure communication channel. However, if the 
lookup for ConnectionFactory uses non-secure JNDI, the communication is not completely secure.

PowerCenter Integration Service performs secure JNDI lookups using the SSL protocol. You can configure 
the ConnectionFactory with the provider-specific administration tool. When the InitialContext for JNDI is 
created, configure the SSL properties for the client. The SSL properties are specific to JMS providers. Add the 
SSL properties to the jndi.properties file and copy it to the PowerCenter Integration Service source files 
directory.
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Specifying SSL Properties
You can use the context factory in the JNDI connection as FSContextFactory. To enable SSL, enter the values 
of the data integration properties truststore and keystore in the Informatica Administrator as the client trust 
store and keystore respectively.

12       Chapter 1: Understanding PowerExchange for JMS



C h a p t e r  2

Configuring PowerExchange for 
JMS

This chapter includes the following topics:

• Configuring PowerExchange for JMS Overview, 13

• Step 1. Configure JVM Options for the PowerCenter Integration Service, 14

• Step 2. Register JMS Provider Client Libraries, 14

Configuring PowerExchange for JMS Overview
PowerExchange for JMS installs with the PowerCenter Services. To use PowerExchange for JMS, you must 
install and configure a JMS provider, such as WebSphere MQ JMS or BEA WebLogic Server. The system 
administrators should perform the installation and configuration tasks.

To install and configure PowerExchange for JMS, complete the following steps:

1. Configure JVM options for the PowerCenter Integration Service.

2. Register JMS provider client libraries on the machine running the PowerCenter Integration Service 
process.

After you install and configure PowerExchange for JMS, you can create connections to access JMS 
providers. Create connection objects in the Workflow Manager so the PowerCenter Integration Service can 
connect to JMS providers.

Minimum System Requirements
Before you configurePowerExchange for JMS, install and configure a JMS provider. You can install the JMS 
provider on any machine. However, you must also install the JMS provider client and register the JAR files on 
the machine running the PowerCenter Integration Service process.
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Step 1. Configure JVM Options for the PowerCenter 
Integration Service

When you configure PowerExchange for JMS, you must configure Java Virtual Machine (JVM) options. 
Configure JVM options to run Java-based programs. When you configure JVM options, set the following 
properties in the Administrator tool:

• Java SDK classpath

• Java SDK minimum memory

• Java SDK maximum memory

Step 2. Register JMS Provider Client Libraries
Register JMS provider client libraries on the machine running the PowerCenter Integration Service. The JMS 
provider client libraries are JAR files that the JMS provider uses to run JMS.

To register the JMS provider libraries, copy the libraries to the \server\bin\javalib directory. Or, set the 
CLASSPATH to the libraries.

Copying JMS Provider Libraries to the PowerCenter Integration 
Service Directory

On Windows or UNIX, copy the JMS provider libraries to the following directory:

<PowerCenter Installation Directory>\server\bin\javalib 

Setting the Classpath to JMS Provider Client Libraries on Windows
If the JMS provider client libraries are not in the JRE \lib\ext directory, set the classpath to each JMS provider 
client library on Windows.

For example, to set the classpath to the WebSphere MQ JMS client JAR file com.ibm.mq.jar, enter the 
following text:

c:\Program Files\WebSphere MQ\JMS\com.ibm.mq.jar

Registering JMS Provider Client Libraries on UNIX
If the JMS provider client libraries are not in the JRE /lib/ext directory, set the classpath to each JMS provider 
client library.

For example, to set the classpath to the WebSphere MQ JMS client JAR file com.ibm.mq.jar using the C shell, 
enter the following text:

setenv CLASSPATH /home/WebSphere MQ/JMS/com.ibm.mq.jar:$CLASSPATH
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C h a p t e r  3

Working with JMS Sources and 
Targets

This chapter includes the following topics:

• Working with JMS Sources and Targets Overview, 15

• Creating JMS Source and Target Definitions, 17

• Editing JMS Source and Target Definitions, 17

• Working with the Application Source Qualifier, 19

Working with JMS Sources and Targets Overview
Every JMS source and target definition contains JMS message header fields. Source definitions contain the 
header fields used to read messages from JMS sources. Target definitions contain the header fields used to 
write messages to JMS targets.

The following table shows the message header fields that JMS source and target definitions contain:

JMS Message Header Field JMS Source Definition JMS Target Definition

JMSCorrelationID Yes Yes

JMSMessageID Yes No

JMSType Yes Yes

JMSDestination Yes Yes

JMSReplyTo Yes Yes

JMSDeliveryMode Yes Yes

JMSExpiration Yes No

JMSTimeToLive No Yes

JMSPriority Yes Yes
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JMS Message Header Field JMS Source Definition JMS Target Definition

JMSTimestamp Yes No

JMSRedelivered Yes No

JMS source and target definitions can also contain message property and body fields depending on which 
JMS message type the source or target definition represents. JMS source and target definitions can 
represent metadata for several types of JMS messages.

The following table shows the types of JMS messages that source or target definitions can represent:

Message Type Description

Message JMS source and target definitions should represent the message type Message when the source 
or target messages only need to contain header and property fields. Messages of the type 
Message cannot contain body fields.

TextMessage JMS source and target definitions should represent the message type TextMessage when the 
source or target messages contain XML data. Source and target definitions that represent 
messages of the type TextMessage contain a single body field and can have multiple property 
fields.

BytesMessage JMS source and target definitions should represent the message type BytesMessage when the 
source or target messages contain a stream of uninterpreted bytes. Source and target definitions 
that represent messages of the type BytesMessage contain a single body field and can have 
multiple property fields.

MapMessage JMS source and target definitions should represent the message type MapMessage when the 
source or target messages contain name/value pairs. Source and target definitions that represent 
messages of the type MapMessage can contain any number of body and property fields.

JMS sources and targets that you define represent messages of the type Message by default. Since JMS 
messages of the type Message do not contain body fields, default source and target definitions do not 
contain body fields. The default source definition also does not contain property fields. However, you can add 
property fields to the source definition since JMS messages of the type Message can contain property fields.

Editing JMS Definitions
You can edit a JMS definition to reflect changes in the source or target data. For example, you can edit JMS 
message header, property, or body fields. You can add and remove fields. You can also change the JMS 
message type.

When you change the message type, the structure of the source or target definition changes. For example, if 
you edit the source or target definition to represent the message type TextMessage, the Designer adds a 
body field to the source or target definition. You can also add any number of property fields.

Working with Header Fields in a JMS Target
When the PowerCenter Integration Service writes a value to the JMSDeliveryMode field in the target, it writes 
1 for non-persistent and 2 for persistent.

When the target is a WebSphere MQ JMS provider, and the PowerCenter Integration Service writes a value of 
-1 to the JMSDeliveryMode field or JMSPriority field in the target, WebSphere MQ JMS writes a value of 4 to 
the field, and the session completes successfully.
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Maintaining Transactional Consistency for JMS Targets
The PowerCenter Integration Service can maintain transactional consistency when writing data to JMS 
targets. When the PowerCenter Integration Service maintains transactional consistency, it commits 
messages to JMS targets after all documents in a transaction group are loaded to the targets. A transaction 
group consists of all documents that the PowerCenter Integration Service commits when it reaches a commit 
point.

To ensure transactional consistency, all JMS targets in the same pipeline must belong to the same target 
connection group. JMS targets that are in the same target connection group receive data from the same 
transactional source. Additionally, two or more JMS targets are in the same target connection group if they 
have the same value for each of the following connection properties in JMS and JNDI application 
connections:

• JNDI Context Factory

• JNDI Provider URL

• JNDI UserName

• JNDI Password

• JMS Destination Type

• JMS Connection Factory Name

Related Topics:
• “Configuring Transactional Consistency for JMS Targets” on page 24

Creating JMS Source and Target Definitions
You create a JMS source or target definition manually in the Designer. When you manually create a JMS 
definition, select JMS as the database type. You can also create a JMS target definition based on a JMS 
source definition.

Editing JMS Source and Target Definitions
You can edit JMS source and target definitions to reflect changes in source or target messages. You can also 
modify the name and description of the source and target definitions. Edit source and target definitions from 
the Edit Tables dialog box.

If the source or target is WebSphere MQ JMS, use the following guidelines when editing JMS source and 
target definitions:

• Property field names cannot begin with JMS_.

• Property and body field names cannot begin with a number.

To edit JMS source and target definitions:

1. For source definitions, double-click the title bar of the source definition in the Source Analyzer. For target 
definitions, double-click the title bar of the target definition in the Target Designer. 

The Edit Tables window appears.
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2. Click the JMS Message Header Columns tab. 

3. Optionally, edit the datatype and precision of the header columns. 

Only some header columns have editable datatype and precision.

4. For JMS target definitions, optionally select the Not Null option for any header field. 

When you select Not Null, the field must contain a value when the PowerCenter Integration Service 
writes messages to the target during the session. Otherwise, the PowerCenter Integration Service 
generates an error for the field.

For some header fields, you can configure values for the fields in the session properties.

5. Click the JMS Message Property Columns tab. 

6. Edit the property fields: 

• To add a new property field, click the Add button. When you add a new field, you can change the 
name, datatype, and precision of the field.

• To remove a property field, click the Delete button.

• To change the order of property fields, use the up and down arrows.

7. For JMS target definitions, optionally select the Not Null option for any property field. 

When you select Not Null, the field must contain a value when the PowerCenter Integration Service 
writes messages to the target during the session. Otherwise, the PowerCenter Integration Service 
generates an error for the field.

When you leave Not Null blank and the mapping does not contain a link to the field in the target 
definition, the PowerCenter Integration Service does not include the field in the JMS target messages.

8. Click the JMS Message Body Columns tab. 

9. Optionally, select one of the following message types from the Message Body Type list: 

JMS Message 
Type

Description

Message Designer removes any body fields from the source or target definition.

TextMessage Designer removes any body fields and adds a new body field called BodyText to the source 
or target definition. Source and target definitions in TextMessage format can only contain 
one body field.

BytesMessage Designer removes any body fields and adds a new body field called BodyBytes to the source 
or target definition. Source and target definitions in BytesMessage format can only contain 
one body field.

MapMessage Designer removes any body fields from the source or target definition. However, you can 
add new body fields.

10. For messages of the type MapMessage, edit the body fields: 

• To add a new body field, click the Add button. When you add a new field, you can change the name, 
datatype, and precision of the field.

• To remove a body field, click the Delete button.

• To change the order of the body fields, use the up and down arrows.
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11. For JMS target definitions, optionally select the Not Null option for any body field. 

When you select Not Null, the field must contain a value when the PowerCenter Integration Service 
writes messages to the target during the session. Otherwise, the PowerCenter Integration Service 
generates an error for the field.

When you leave Not Null blank and the mapping does not contain a link to the field in the target 
definition, the PowerCenter Integration Service does not include the field in the JMS target messages.

Working with the Application Source Qualifier
An Application Source Qualifier in a mapping determines how the PowerCenter Integration Service reads data 
from the JMS source. The PowerCenter Integration Service reads messages from the JMS source based on 
the connected ports and transformation properties. To extract data from multiple JMS sources, you must 
have an Application Source Qualifier for each source definition in the mapping.

After you create an Application Source Qualifier, you can set several configuration options. You might want to 
change numeric or date datatypes to string to maintain accuracy during conversion.
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C h a p t e r  4

Creating and Configuring JMS 
Workflows

This chapter includes the following topics:

• Creating and Configuring JMS Workflows Overview, 20

• Working with JMS Sessions, 21

• Configuring a JMS Session, 25

• Scheduling Workflows, 28

• JMS Resiliency, 28

• Troubleshooting JMS Workflows, 30

Creating and Configuring JMS Workflows Overview
Before configuring a JMS session, configure an PowerCenter Integration Service to run JMS workflows. You 
also need to configure an application connection for JMS sources and targets in the Workflow Manager.

Loading JVM
When the PowerCenter Integration Service connects to JMS during session initialization, it loads JVM. The 
PowerCenter Integration Service loads JVM once for each session even if the session contains multiple JMS 
sources and targets. When you run multiple JMS sessions simultaneously, the sessions might require 
additional system resources.

Reading and Writing JMS Messages in Sequence
JMS does not guarantee the delivery of messages in sequence. Therefore, when the PowerCenter Integration 
Service reads JMS messages, it might not read the messages in the sequence that the source JMS provider 
sends the messages. Similarly, when the PowerCenter Integration Service writes JMS messages, the target 
JMS provider might not receive messages in the order the PowerCenter Integration Service writes the 
messages to the target.
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Working with JMS Sessions
When you configure a JMS session, you define properties that determine how the PowerCenter Integration 
Service reads messages from a JMS source or writes messages to a JMS target. You can configure the 
following JMS session properties:

• Message filtering. Enter a filter condition to filter the messages from the source.

• Terminating conditions. Set terminating conditions to determine when the PowerCenter Integration 
Service stops reading from the source and ends the session.

• Real-time data extraction. Configure flush latency to extract data in real time.

• Durable subscription. Use durable subscriptions to preserve messages published on a topic while the 
subscriber is not active.

• Message recovery. Enable message recovery for a JMS session.

• JMS target header fields. Configure values for header fields for JMS target messages.

• JMS Transacted mode. Configure a session within JMS to run in Transacted mode.

• Transactional consistency. Configure transactional consistency for JMS targets.

• Pipeline partitioning. Configure pipeline partitions for a JMS session.

Filtering Source Messages
When you configure a session, you can enter a filter condition to filter messages from the source. You can 
filter messages by header or property fields. For example, you want to read messages from a JMS source 
that contain the value buy in the property field TradeDescription. You can enter the following filter condition:

TradeDescription = ’buy’
To filter messages from a JMS source, enter a filter condition for the Message Selector attribute in the 
session properties. Enter a filter condition according to the JMS syntax in the JMS documentation. If you do 
not enter a valid filter condition, the session fails during initialization.

Configuring Terminating Conditions
Terminating conditions determine when the PowerCenter Integration Service stops reading from the source 
and ends the session. You can define the following terminating conditions:

• Idle Time

• Message Count

• Reader Time Limit

When you specify values for multiple terminating conditions, the PowerCenter Integration Service stops 
reading from JMS and ends the session when it meets the first terminating condition. For example, if you set 
idle time to 10 seconds and message count to 100 messages, the PowerCenter Integration Service stops 
reading from JMS after 10 seconds or after reading 100 messages, whichever comes first.

Idle Time
Configure idle time to indicate how long the PowerCenter Integration Service waits when no messages arrive 
before it stops reading from JMS and ends the session. Specify an idle time value in seconds. For example, if 
you specify 30 for idle time, the PowerCenter Integration Service waits 30 seconds after reading from JMS. If 
no new messages arrive in JMS within 30 seconds, the PowerCenter Integration Service stops reading from 
JMS.
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Message Count
Configure message count to control the number of messages the PowerCenter Integration Service reads 
before it stops reading from JMS and ends the session. For example, when you specify 100 for message 
count, the PowerCenter Integration Service reads 100 messages from JMS.

Reader Time Limit
Configure reader time limit to read messages from JMS for a set period of time. When you use the reader 
time limit, the PowerCenter Integration Service reads messages from JMS for the time period you specify. 
Specify a reader time limit value in seconds. For example, if you specify 10 for reader time limit, the 
PowerCenter Integration Service stops reading from JMS after 10 seconds.

Configuring Real-time Processing
You can configure flush latency to process data in real time. A real-time session reads, processes, and writes 
data to targets continuously. Flush latency determines how often the PowerCenter Integration Service 
flushes data from the source.

Configuring Durable Subscriptions
A JMS publisher uses durable subscriptions to save messages published on a topic to a temporary store. If 
there is no active subscriber, the JMS provider retains messages until the subscriber receives them and 
acknowledges receipt, until they expire, or until the durable subscription is deleted.

The PowerCenter Integration Service can create a durable subscription to a JMS provider. When the 
PowerCenter Integration Service connects to a JMS provider, it receives all messages published on a 
particular topic before session initialization. It also receives the messages that the JMS publisher sends 
during the session.

If the PowerCenter Integration Service receives durable messages and the session ends before it receives the 
messages, the messages are available when the JMS subscriber restarts. If the PowerCenter Integration 
Service does not receive durable messages and the session ends before it receives messages, the JMS 
provider deletes the messages.

When a session completes successfully, the PowerCenter Integration Service can delete the durable 
subscription, or it can remain subscribed. If the PowerCenter Integration Service deletes the durable 
subscription, it can no longer receive messages that the JMS subscriber publishes on the topic when the 
session is not running. If the PowerCenter Integration Service remains subscribed, it can receive messages 
that the JMS subscriber publishes on the topic when the session is not running.

To configure a session for a durable subscription, complete the following steps in the session properties:

1. Select a JMS application connection with the topic as the destination type.

2. Set the JMS subscription mode to durable.

3. Enter a durable subscription name.

4. Select to unsubscribe or remain subscribed to the durable subscription.

Enter unique subscription names within a client ID. The JMS provider stores messages published to a topic 
according to the durable subscription name in the session properties and the client ID in the connection 
factory. The JMS provider uses the subscription name to deliver messages to the subscriber.

22       Chapter 4: Creating and Configuring JMS Workflows



Recovery Performance
When you recover a session that reads durable subscription messages, the following factors can impact 
recovery performance:

• Message priority. During recovery, the PowerCenter Integration Service processes new messages from 
the JMS publisher if the messages have a higher priority than the recovery messages.

• Message volume. During recovery, the PowerCenter Integration Service processes all messages that the 
JMS publisher sent after the session failed. The JMS publisher can send a large number of messages 
between the time that the session fails and the time you recover the session.

Configuring Message Recovery
When you configure message recovery for a real-time session, the PowerCenter Integration Service can 
recover unprocessed messages from a failed session. When you enable message recovery for a real-time 
session, the PowerCenter Integration Service stores source messages or message IDs in a recovery file, 
recovery table, recovery queue, or recovery topic. If the session fails, run the session in recovery mode to 
recover the messages that the PowerCenter Integration Service did not process. For sessions with JMS 
topics, the PowerCenter Integration Service connects to the recovery topic as a durable subscriber so 
messages persist even if the session ends.

To configure message recovery for a session that writes to a JMS target, create a recovery queue or recovery 
topic, and enter the name in the JMS application connection properties. Configure the recovery queue or 
recovery topic with the same JNDI and JMS application connection properties as the message queue. The 
session fails if the connection properties are different.

Configuring JMS Header Fields
You can configure a session to write values to message header fields when the mapping does not pass data 
to the header fields in the JMS target definition. If the mapping passes values to the header fields in the 
target and the session configuration contains values for these fields, the PowerCenter Integration Service 
overwrites the values in the session properties with the values in the target.

You can configure values for the following header fields in the session properties:

• JMSReplyTo

• JMS Time Limit

• JMSDeliveryMode

• JMSPriority

• JMSType

JMS Transacted Mode
You can configure JMS to run in Transacted or Non-Transacted mode.

When you configure JMS to run in Transacted mode, the PowerCenter Integration Service receives and 
processes a group of JMS messages as a transaction. The PowerCenter Integration Service acknowledges 
all the messages by committing the transaction. If a transaction rolls back, the JMS provider returns all the 
uncommitted messages in that particular transaction to the recovery queue configured for the JMS 
application connection or the default cache folder $PMCacheDir\.

When you configure MS to run in Non-Transacted mode, the PowerCenter Integration Service uses the 
CLIENT_ACKNOWLEDGE method to acknowledge messages. When the PowerCenter Integration Service 
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acknowledges one message in the JMS session, then all the messages are acknowledged by default. 
PowerCenter JMS sessions run in Non-Transacted mode by default.

Configure Transacted mode for JMS sessions on the Mapping tab for a JMS session. Click SQ_JMSReader in 
the left panel. Updated JMS sources have Transacted mode disabled by default.

Note: Data loss may occur if you enable Transacted mode for a SONIC JMS source in a multi-partitioned 
session. 

Configuring Transactional Consistency for JMS Targets
The PowerCenter Integration Service can maintain transactional consistency for sessions with JMS sources 
and targets. With transactional consistency, the PowerCenter Integration Service commits messages to JMS 
targets in transaction groups. If the session aborts or fails during a transaction, the PowerCenter Integration 
Service rolls back all messages in the group from the targets.

Use the following guidelines when you configure transactional consistency:

• Select an application connection with the same connection properties for each JMS target in the pipeline. 
This ensures that all JMS targets in a single pipeline belong to the same target connection group.

• Configure source-based commits for the session.

• Set a commit interval to define the commit point for a transaction group.

Pipeline Partitioning
If the JMS provider supports partitioning, you can increase the number of partitions in a pipeline to improve 
session performance. Increasing the number of partitions allows the PowerCenter Integration Service to 
create multiple connections to sources and targets and process partitions of sources and targets 
concurrently.

The following table describes the partition types for partition points in JMS mappings:

Partition Point Partition Type

Application Source Qualifier Pass-through

JMS target Pass-through

Note: The session fails when you configure multiple partitions and the provider is WebLogic Server. 

Use the following rules and guidelines to process JMS messages in multiple partitions:

• Configure the Queue Reader Mode session property to control how the PowerCenter Integration Service 
extracts data from a JMS message queue and passes it to the source qualifier. Choose one of the 
following options to improve performance:

- Message Consumer. Default. The JMS reader runs in multiple partitions.

- Connection Consumer. The JMS reader runs in one partition.

Note: To extract data from an ActiveMQ JMS queue, choose Message Consumer as the default option.

• When you configure the Recovery Cache Folder attribute in the session properties, enter a cache folder on 
a different device for each reader partition in the pipeline.
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Streaming JMS Messages to an XML Parser Transformation
If you configure an XML Parser transformation to parse XML from a JMS TextMessage, you can configure the 
PowerCenter Integration Service to stream the XML between the JMS Source Qualifier and the XML Parser 
transformation. When the PowerCenter Integration Service streams XML data, it splits XML data from the 
JMS Source Qualifier into multiple segments. You can configure a smaller input port in the XML Parser 
transformation and reduce the amount of memory that the session requires to process large XML 
documents. The XML Parser transformation can parse messages that are larger than 100 MB.

When you enable XML streaming, the XML Parser transformation receives data in segments that are less 
than or equal to the port size. When the XML document is larger than the port size, the PowerCenter 
Integration Service passes more than one row to the XML Parser transformation. Each XML row has a row 
type of streaming. The last row has a row type of insert.

The XML Parser transformation input port precision must be equal to or greater than the JMS Source 
Qualifier output port precision. When some of the messages are large, but most of the messages are small, 
set the XML Parser transformation input port size equal to the size of the smaller messages for best 
performance.

If you enable XML streaming for the JMS source, you must also enable it in the XML Parser transformation.

You can stream a JMS messages if the message structure is TextMessage. You cannot stream the message 
if the structure is MapMessage or BytesMessage.

To enable XML streaming:

1. Edit the JMS session in the Workflow Manager. 

2. Click the Mapping tab. 

3. Click the JMS Source Qualifier in the Navigation panel. 

4. Enable XML Streaming in the Source Qualifier session properties. 

5. Click the XML Parser transformation in the left panel. 

6. Enable XML Input Streaming in the XML Parser transformation session properties. 

Configuring a JMS Session
When you configure a session with a JMS source or target, configure the following session properties.

Properties Tab - General Options
In the General Options section of the Properties tab, configure the following session properties:

1. Select Source as the commit type to extract data in real time and maintain transactional consistency for 
JMS targets.

2. Optionally, edit the commit interval.

3. Select a recovery strategy.

To enable message recovery, select Resume from Last Checkpoint.

If you enable message recovery, you can configure a value for the recovery cache folder from the 
Properties settings of the Sources node section of the Mapping tab. Or, use the default cache folder 
$PMCacheDir\.
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Config Object Tab - Error Handling
In the Error Handling section of the Config Object tab, optionally select a value for Stop on Errors. When you 
select a value for Stop on Errors, the PowerCenter Integration Service fails the session when it reaches the 
number of specified errors for the partition.

Mapping Tab - Sources Node
In the Sources Node section of the Mapping tab, configure the following session properties:

1. In the Connection settings, select a JNDI application connection for Application Source Qualifiers 
connected to JMS source definitions, and then select a JMS application connection value for Application 
Source Qualifiers connected to JMS source definitions. 

2. In the Properties settings, optionally enter a message filter to filter messages from the JMS source. 

3. Optionally, edit the values for the Idle Time, Message Count, and Reader Time Limit terminating 
conditions. 

The Workflow Manager assigns the following default values to the terminating conditions:

Terminating 
Condition

Description

Idle Time JMS can remain idle for an infinite period of time before the session ends. Default is -1, 
indicating an infinite period of time.

Message Count PowerCenter Integration Service can read an infinite number of messages before the session 
ends. Default is -1, indicating an infinite number of messages.

Reader Time 
Limit

PowerCenter Integration Service can read source messages from JMS for an infinite period of 
time. Default is 0, indicating an infinite period of time.

4. Optionally, configure real-time flush latency. 

By default, the PowerCenter Integration Service does not run the session in real time. Default value is 0.

5. Enter the following information to determine how the PowerCenter Integration Service reads durable 
subscription messages: 

Attribute 
Name

Description

JMS 
Subscription 
Mode

Specifies the subscription mode. Select Durable for the PowerCenter Integration Service to 
read durable subscription messages. Otherwise, select Non-Durable. Default is Non-Durable.

Durable 
Subscription 
Name

Subscription name required for durable subscriptions. Default is None. Optionally, you can use 
the $ParamName session parameter.

Unsubscribe at 
End

Specifies whether the PowerCenter Integration Service retains a durable subscription after a 
session completes successfully. Select Yes to delete the durable subscription. Select No to 
retain the durable subscription. Default is Yes.

6. If you enabled message recovery, you can configure a value for the recovery cache folder. Or, use the 
default cache folder $PMCacheDir\. 
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7. If you configured an XML Parser transformation to parse a JMS XML message, you can enable XML 
streaming. If you enable XML streaming, you must also enable the XML input streaming property for the 
XML Parser. 

Mapping Tab - Targets Node
In the Targets Node section of the Mapping tab, configure the following session properties:

1. In the Connection settings, select a JNDI application connection for each JMS target definition. 

Tip: If you configure the session for transactional consistency, verify that all JMS target definitions in a 
single pipeline belong to the same target connection group. 

2. Select a JMS application connection value for each JMS target definition. 

3. Enter the following properties: 

Properties 
Settings

Description

IsDestinationName
Dynamic

Determines if the JMS target has a static or dynamic destination name.
- Enabled. The JMS target receives the destination name in the JMSDestination port at run 

time. The JMS target receives the destination name with the JMS header data.
- Disabled. The PowerCenter Integration Service creates the JMS target with the 

destination name from the JMS application connection. The PowerCenter Integration 
Service sends all messages to that destination. When you disable this property, do not 
project the JMSDestination name port in the JMS target.

Default is enabled.

Send Interval Minimum amount of time in milliseconds the PowerCenter Integration Service waits 
between each message it writes to the target. For example, if you set the send interval to 2, 
the PowerCenter Integration Service waits at least two milliseconds before writing 
messages to the target. The targets receive the messages after the PowerCenter 
Integration Service issues a commit.
If you stop the session, the PowerCenter Integration Service waits until it writes the 
message it is processing to the target before stopping the session. Therefore, if you set a 
high value for Send Interval, the session might take longer to stop. Default is 0.

JMS Reply To Name of the topic or queue. If you enter an invalid value, the session fails.

JMS Time Limit Time period, in seconds, that messages are valid after the PowerCenter Integration Service 
writes the messages to the target. During this time period, JMS retains messages in 
memory. When the time limit expires, it deletes the target messages.
When you enter a time limit value, the PowerCenter Integration Service writes the value to 
the JMS Time Limit field in the JMS target messages.
Default is 0. If you enter 0, the PowerCenter Integration Service retains target messages in 
memory for an infinite period of time.

JMS Delivery Mode Select Persistent or Non-Persistent. If you select Persistent, the PowerCenter Integration 
Service guarantees the delivery of JMS messages to the targets. If you select Non-
Persistent, the PowerCenter Integration Service attempts to deliver each JMS message to 
the targets, but does not guarantee delivery.
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Properties 
Settings

Description

JMS Priority Enter a value from 0 to 9 for the message priority. The higher the value, the greater priority 
the PowerCenter Integration Service gives target messages. Default is 4.

JMS Type Enter a description of the message.

The mapping overwrites the value in the session properties if it passes a value for any of the following fields 
in the target:

• JMS Reply To

• JMS Time Limit

• JMS Delivery Mode

• JMS Priority

• JMS Type

Scheduling Workflows
You can schedule a workflow to run continuously, run at a given time or interval, or you can manually start a 
workflow. The PowerCenter Integration Service runs scheduled workflows through the duration of the 
schedule, unless the workflow fails.

To run a continuous workflow, select Run Continuously when you edit the scheduler for the workflow. A 
continuous workflow starts as soon as the PowerCenter Integration Service initializes. When the workflow 
stops, it restarts immediately.

JMS Resiliency
The PowerCenter Integration Service is resilient to JMS connection failures when recovery is enabled. The 
PowerCenter Integration Service is resilient to connection failures when the PowerCenter Integration Service 
is reading a JMS message queue or JMS topic. It is also is resilient to connection failures when the session 
runs over multiple partitions.

JMS Message Queue Resiliency
When a connection error occurs while the PowerCenter Integration Service is acknowledging a checkpoint in 
the source, the PowerCenter Integration Service fetches and acknowledges the messages in the current 
checkpoint. The session fails if the PowerCenter Integration Service does not find any message to 
acknowledge.

If the connection error occurs while the PowerCenter Integration Service is fetching messages from the 
source, the PowerCenter Integration Service issues a real-time commit to the target before it fetches the 
messages in the current checkpoint.
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JMS Topic Resiliency
When a connection error occurs while the PowerCenter Integration Service is acknowledging a checkpoint in 
the source, the PowerCenter Integration Service fetches all messages from the source in the current 
checkpoint. It fetches the messages in one partition. If the PowerCenter Integration Service detects new 
messages that it did not process before the connection failed, it processes messages in two transactions. 
The first transaction includes all the messages which were processed just before the connection failed. The 
second transaction includes new messages and messages that were not processed.

When the connection error occurs while the PowerCenter Integration Service is fetching messages from the 
source, the PowerCenter Integration Service issues a real-time commit to the target before it fetches all the 
messages from the source in the current checkpoint.

Resiliency During Recovery
When a connection error occurs while the PowerCenter Integration Service is recovering a failed session, the 
PowerCenter Integration Service can continue the session depending on when the connection error occurs. 
The PowerCenter Integration Service can recover the session if the connection error occurs after the session 
has resumed from recovery. The session fails if the connection error occurs while the PowerCenter 
Integration Service is recovering the session and the session has not resumed.

JMS Connection Error Codes File
You can configure error messages for JMS resilience based on messages received from JMS. WebSphere 
MQ has error message IDs that correspond to connection error messages. Sonic MQ and TIBCO do not 
provide error message IDs that identify connection failures to PowerCenter.

The PowerCenter installation includes a connection error code file named pmjmsconnerr.properties. The file 
contains name-value pairs of JMS error message IDs and the messages that identify connection failures for 
PowerCenter. The name is a name of the error message or a message ID that you can define to identify a 
connection error. The value is the error message ID or error message that is returned from JMS. The 
pmjmsconnerr.properties file contains error IDs for WebSphere MQ, TIBCO, and Sonic MQ JMS providers.

The pmjmsconnerr.properties file is in the following location:

<PowerCenter Installation Directory>\server\bin\pmjmsconnerr.properties
You can change the name of the connection error code file in the JMS application connection. Configure the 
Retry Connection Error Code File Name. Default is pmjmsconnerr.properties.

When the PowerCenter Integration Service receives a JMS exception error, it searches for the error in the 
properties file. It searches on the error value. If the error is in the file, the PowerCenter Integration Service 
attempts to reconnect to JMS.

You can update the properties file to add new messages.

Connection Retry Period
You can configure the connection retry period in the JMS connection attributes. The connection retry period 
is the number of seconds the PowerCenter Integration Service attempts to reconnect to JMS if the 
connection fails. Default value is 0.

Note: The connection retry period attribute applies only to JMS sources.
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Troubleshooting JMS Workflows

I ran a session to write JMS messages to a WebSphere MQ JMS provider. The session completed 
successfully, but the target messages do not contain property fields.

When you configured the connection factory in JNDI for the WebSphere MQ JMS provider, you set the 
TARGETCLIENT value to MQ. When WebSphere MQ JMS receives target messages, it translates them to 
WebSphere MQ message format. Messages in WebSphere MQ format contain header fields and a body field. 
They do not contain property fields.

To receive target messages with property fields, set the value for TARGETCLIENT to JMS in your JNDI 
configuration, and run the session again. For information about the format of property fields in WebSphere 
MQ JMS messages, see the WebSphere MQ JMS documentation.

I ran a session to write data from an WebSphere MQ JMS source to a JMS target. The session 
failed because the PowerCenter Integration Service rejected data from the following header 
fields: JMSDestination, JMSReplyTo, and JMSMessageID.

When you have a mapping that passes JMS message header data from a JMS source to a JMS target and the 
source is WebSphere MQ JMS, WebSphere MQ JMS prepends data to the data in the JMSDestination, 
JMSReplyTo, and JMSMessageID header fields.

For example, the PowerCenter Integration Service writes data from the JMSDestination field in the source to 
the JMSDestination field in the target. The value for the JMSDestination field in the source is JMS_1. When 
the PowerCenter Integration Service writes the data to the target, the value is queue://QM_pcserv/JMS_1. 
The PowerCenter Integration Service rejects the message.

Use an Expression transformation in the mapping to extract the correct value and pass it to the target.

I ran a session to read data from a JMS source and write the data to a non-JMS target. The 
message ID value for the JMSMessageID field begins with “ID:” instead of only containing the 
message ID.

When you have a mapping that passes data from the JMSMessageID field in a JMS source to a non-JMS 
target, JMS includes the string “ID:” in the JMSMessageID field. To remove the “ID:” characters before the 
message ID, you must use an Expression transformation in the mapping.

I ran a session to write messages to an WebSphere MQ JMS target. The commit interval for the 
session was high. The session failed due to a JMS exception. It failed to send messages to the 
WebSphere MQ queue.

When you run a session with a high commit interval to write message to an WebSphere MQ JMS target, the 
PowerCenter Integration Service writes messages to WebSphere MQ JMS. WebSphere MQ JMS writes the 
messages to a cache file. Because the commit interval is high, the cache file might run out of memory. As a 
result, the session fails. To prevent the session from failing, lower the commit interval. Or, increase the size 
of the WebSphere MQ cache file.

I tried to run several sessions simultaneously to read messages from multiple JMS sources and 
write the messages to a single target. The sessions used the Idle Time terminating condition and 
completed when the Idle Time condition was met. When the sessions completed, the session log 
reported that the PowerCenter Integration Service only read a small number of messages from the 
source during some sessions.

When you run multiple sessions simultaneously to read messages from multiple JMS sources and write the 
messages to a single target, the PowerCenter Integration Service might not read messages from the source 
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for a few moments while it writes data to the target. As a result, the PowerCenter Integration Service meets 
the Idle Time terminating condition and ends the session. To make sure that each session reads the 
appropriate number of messages, specify a higher value for the Idle Time terminating condition.

I receive the following error message when I run a JMS session with an WebSphere MQ provider:
MAPPING> [JAVA PLUGIN] [ERROR] Unable to load message catalog - mqji

This error message appears even if the session completes successfully. To prevent the error message from 
displaying, include the <WebSphere MQ JMS>\lib directory in the CLASSPATH.
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A p p e n d i x  A

JMS Datatype Reference
This appendix includes the following topic:

• JMS and Transformation Datatypes, 32

JMS and Transformation Datatypes
PowerCenter uses the following datatypes in JMS mappings:

• JMS native datatypes. JMS datatypes appear in JMS definitions in a mapping.

• Transformation datatypes. Set of datatypes that appear in the transformations. They are internal 
datatypes based on ANSI SQL-92 generic datatypes, which the PowerCenter Integration Service uses to 
move data across platforms. They appear in all transformations in a mapping.

When the PowerCenter Integration Service reads source data, it converts the native datatypes to the 
comparable transformation datatypes before transforming the data. When the PowerCenter Integration 
Service writes to a target, it converts the transformation datatypes to the comparable native datatypes.

The following table lists the JMS datatypes that PowerCenter supports and the corresponding transformation 
datatypes:

JMS 
Datatype

Range and Description Transformation 
Datatype

Range and Description

Binary 1 to 104,857,600 bytes.
You can pass binary data from a source to a 
target, but you cannot perform 
transformations on binary data.

Binary 1 to 104,857,600 bytes

Boolean Unicode mode: Precision of 2 bytes.
ASCII mode: Precision of 1 byte.

String Precision 1

Byte Precision of 5 and scale of 0.
Integer value.

Small Integer Precision 5, scale 0

Char Unicode mode: Precision of 2 bytes.
ASCII mode: Precision of 1 byte.

String Precision 1

Datetime Jan 1, 1970 to Dec 31, 9999 A.D.
Combined date/time value with precision to 
the millisecond.

Date/Time Jan 1, 0001 A.D. to Dec 31, 
9999 A.D.
(precision to the nanosecond)
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JMS 
Datatype

Range and Description Transformation 
Datatype

Range and Description

Double Precision of 18 digits. Double Precision 15

Float Precision of 7 digits. Real Precision 7, scale 0

Integer Precision of 10 and scale of 0.
Integer value.

Integer Precision 10, scale 0

Long Precision 1 to 19 digits and scale of 0. Bigint Precision 19, scale 0
Integer value.

Short Precision of 5 and scale of 0.
Integer value.

Small Integer Precision 5, scale 0

String Unicode mode: (precision + 1) * 2.
ASCII mode: precision + 1.
1 to 104,857,600 characters.
Fixed-length or varying-length string.

String 1 to 104,857,600 characters

Boolean Datatype
When the PowerCenter Integration Service reads data from a JMS source field of the Boolean datatype, the 
PowerCenter Integration Service converts the value “True” to “T” and the value “False” to “F.”

When the PowerCenter Integration Service writes data to a JMS target field of the Boolean datatype, it 
converts the value “T” to “True” and the value “F” to “False.” If the field contains any other value, the 
PowerCenter Integration Service rejects the field.

Reading From JMS Sources
Datatypes for fields in JMS source messages must be compatible with datatypes for the corresponding field 
in the source definition. For example, if a property field called TradeAmount in a JMS message is of the 
datatype Long, the corresponding field in the source definition must be of the datatype Long or String.

When the source message contains a field that has a datatype that is not compatible with the datatypes for 
the corresponding field in the source definition, the PowerCenter Integration Service generates an error for 
that field.

The following table describes datatypes in source definitions and the datatypes they are compatible with in 
JMS messages:

Datatype in the Source Definition Datatype in a JMS Message

Binary Binary

Boolean Boolean
Byte
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Datatype in the Source Definition Datatype in a JMS Message

Byte Byte
Integer
Long
Short
String

Char Char
String

Double Double
String

Float Double
Float
String

Integer Integer
Long
String

Long Long
String

Short Integer
Long
Short
String

String Boolean
Byte
Double
Float
Integer
Long
Short
String
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A p p e n d i x  B

Glossary of Terms
BytesMessage

A message that is a stream of uninterpreted bytes. It does not include property fields.

connection factory

A component of the JNDI server that contains information to connect to the JMS provider.

destination

A component of the JNDI server that contains information about message sources and destinations.

durable subscription

A subscription that requires the JMS provider to save messages published on a topic to a temporary store 
until a client receives or deletes them.

Java Naming and Directory Interface (JNDI) server

A server that contains connection information to connect to a JMS provider.

JMS provider

A message-oriented middleware system that sends and receives JMS messages.

MapMessage

A message that contains a set of name/value pairs.

point-to-point

A message domain that requires a JMS provider to store messages in a message queue. Clients read 
messages from the queue or write messages to the queue.

property

A field in a JMS message that contains additional message header information.

publish-subscribe

A message domain that requires a JMS provider to read and write messages with the message topic as the 
address.

TextMessage

A message that contains a string object. TextMessages can contain XML message data.



topic

The subject of a JMS message.
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