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Abstract
This document contains important information about installation, fixed limitations, and known limitations for 
Dynamic Data Masking.
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C h a p t e r  1

Emergency Bug Fixes (9.8.2)
Dynamic Data Masking 9.8.2 includes the following emergency bug fixes:

EBF Reference 
Numbers

Description

18022 DDM-1086 Version 9.8.1.
You cannot connect to a PAM authenticated Informix database with the 
Informatica driver.

17844 DDM-733 Version 9.8.0.
When you switch from a primary database to a secondary database, the database 
connection sometimes fails.

17711 DDM-607 Version 9.8.1.
When you connect to an IBM DB2 z/OS database with the native driver, Dynamic 
Data Masking fails to mask a statement that contains SELECT *.

17690 - DDM-1156
- DDM-1157

Version 9.8.1.
CRs:
- 462806 - On an OBIEE database, Dynamic Data Masking fails to mask data.
- 462800 - Dynamic Data Masking creates unnecessary log entries when you 

connect with a PeopleSoft application.
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EBF Reference 
Numbers

Description

17625 DDM-598 Version 9.8.1.
CRs:
- 461486 - DDM-413 - Stored procedure masking returns up to 1.8 million masked 

values and returns unmasked values after that.
- 461448 - There is overhead when connecting to the client through Dynamic Data 

Masking if the protocol provides AUTH_USERNAME.
- 462248 - In an IBM DB2 database there is slow performance.
- 461180 - A connection to an Oracle 12c database fails if the service name is 

provided when you define the database in Dynamic Data Masking.

17519 DDM-599 Version 9.8.1.
CRs:
- 460376 - In an Oracle 12c database, when you connect with an SQL *Plus 11 

client, and the client and the database are installed on Linux, the client returns 
an error.

- 459096 - In an Oracle database, Dynamic Data Masking fails to parse a 
statement with special characters.

- 459035 - In an Oracle 11g database, Dynamic Data Masking fails to mask data if 
there are two masking rules with one column in each rule.

- 459402 - In an Oracle 12c database with a PeopleSoft client, Dynamic Data 
Masking adds special characters.

- 459400 - It can take a long time to log in through PeopleSoft.
- 457504 - In an Oracle 12c database, you cannot connect through an SQL *Plus 

client.
- 456863 - In an Oracle 12c database, there is a protocol error when you connect 

through an SQL *Plus client.
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C h a p t e r  2

Fixed Limitations (9.8.2)
Review the Release Notes of previous releases for information about previous fixed limitations.

The following table describes fixed limitations:

Reference 
Number

Description

DDM-1116 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse EXEC and EXECUTE 
statements.

DDM-1095 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a stored procedure that 
returns duplicate column names.

DDM-905 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the LABEL keyword.

DDM-904 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the PARTITION function.

DDM-903 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the NCHAR function.

DDM-902 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the CHAR function.

DDM-901 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the NEXT VALUE FOR function.

DDM-900 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse currency symbols in 
function parameters.

DDM-899 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse ODBC scalar functions.

DDM-898 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the IFF function.

DDM-897 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the IDENTITY function.

DDM-896 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the TRY_PARSE function.

DDM-895 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the TRY_CONVERT function.
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Reference 
Number

Description

DDM-894 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the TRY_CAST function.

DDM-893 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the PARSE function.

DDM-891 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an @@Language function.

DDM-890 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the ROW RANGE clause.

DDM-889 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a COUNT statement that 
contains a ROW RANGE clause.

DDM-888 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the ALL keyword.

DDM-878 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the TRY_CONVERT function.

DDM-874 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the NCHAR function.

DDM-872 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement preceded by a 
semicolon (;).

DDM-846 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a JOIN statement that 
contains <REDUCE>|<REPLICATE>|<REDISTRIBUTE>.

DDM-756 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE SET clause 
that contains column.Write.

DDM-755 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the TABLESAMPLE clause.

DDM-753 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the COLLATE function.

DDM-725 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
the an anonymous block.

DDM-724 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains a compound assignment operator.

DDM-723 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a bitwise operator.

DDM-722 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
a currency symbol in the value $1000.00.

DDM-721 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a SELECT statement that 
contains an OFFSET clause.

DDM-720 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a SELECT statement that 
contains a table hint.
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Reference 
Number

Description

DDM-719 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a SELECT statement that 
contains an OPTION clause.

DDM-718 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an INSERT statement that 
contains an INTO clause with a table variable such as @MyTableVar.

DDM-717 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an INSERT statement that 
contains an OUTPUT clause.

DDM-715 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an INSERT statement that 
does not contain an INTO clause.

DDM-714 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an INSERT statement that 
contains a WITH clause.

DDM-711 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains a FROM clause.

DDM-710 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DELETE statement that 
contains an OPTION clause.

DDM-709 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DELETE statement that 
contains a CURRENT OF clause.

DDM-708 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DELETE statement that 
contains an OUTPUT clause.

DDM-707 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DELETE statement that 
contains OPENQUERY.

DDM-706 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains an OPENQUERY clause.

DDM-705 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DELETE statement that 
contains TOP.

DDM-704 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains an OPTION clause.

DDM-703 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
aliases in a DELETE statement.

DDM-702 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an INSERT statement that 
contains a VALUES clause with multiple rows of data.

DDM-701 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement with a 
subquery.

DDM-700 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains a subquery in the SET clause.

DDM-699 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains CURRENT OF <complex_cursor>.
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Reference 
Number

Description

DDM-698 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DELETE statement that 
contains two FROM clauses.

DDM-697 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse an UPDATE statement that 
contains a WITH clause.

DDM-611 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that contains 
an alias named sequence or etc.

DDM-610 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the !> and !< operators.

DDM-607 When you connect to an IBM DB2 z/OS database with the native driver client, Dynamic Data Masking 
fails to mask a statement that contains SELECT *.

DDM-503 Dynamic Data Masking throws a parse exception if the statement contains MOD followed by %.

DDM-498 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the ROWCOUNT keyword.

DDM-497 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a statement that begins 
with LINENO followed by SELECT.

DDM-468 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the HOLDLOCK keyword.

DDM-457 Automation fails to start when the JDBC agent is added.

DDM-446 In an Impala database, Dynamic Data Masking throws an exception if the schema name is "default."

DDM-431 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
CONVERT function.

DDM-429 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a combination of 
statements that contains multiple @@VERSION functions.

DDM-428 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the CAST function.

DDM-425 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the CONVERT function.

DDM-413 Stored procedure masking returns up to 1.8 million masked values and returns unmasked values 
after that.

DDM-315 In a Hive 2 database, the following query fails with a syntax error: SELECT * FROM <table name>

DDM-311 In an IBM DB2 database, Dynamic Data Masking fails to mask a statement that contains the ASC and 
DSC keywords.

DDM-309 Exceptions are created when you launch the client with the generic JDBC wrapper.

DDM-207 When you install Dynamic Data Masking on Unix, the installer sometimes hangs.
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Reference 
Number

Description

DDM-206 The Dynamic Data Masking Server process starts when the administrative port is set to a locked 
port.

DDM-169 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
a CASE block that contain a percent sign (%).

DDM-166 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that starts 
with the WITH keyword.

DDM-84 In a Hive 2 database, the following query fails with a syntax error: SELECT * from employee 
DISTRIBUTE BY emp_id;

DDM-83 In a Hive 2 database, the following query fails with a syntax error: SELECT * from employee 
CLUSTER BY emp_id;

DDM-53 In an Impala database, Dynamic Data Masking fails to parse the following query: select user(), 
effective_user() from (select 1) DUAL

DDM-52 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the SUM 
function.

DDM-47 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the LEAD 
function.

DDM-46 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the SEMI 
JOIN.

DDM-45 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the UNHEX 
function.

DDM-44 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the 
PRECISION function.

DDM-43 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the MOD 
function.

DDM-42 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the HEX 
function.

DDM-41 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the ABS 
function.

DDM-40 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the RLIKE 
operator.

DDM-39 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the REGEXP 
operator.

DDM-36 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the IS NOT 
DISTINCT FROM operator.

DDM-35 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the IS 
DISTINCT FROM operator.
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Reference 
Number

Description

DDM-34 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the IREGEXP 
operator.

DDM-33 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the NOT 
ILIKE operator.

DDM-32 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the ILIKE 
operator.

DDM-31 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the IS NOT 
NULL operator in a SELECT clause.

DDM-30 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the IS NULL 
operator in a SELECT clause.

DDM-27 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the <> 
operator in a SELECT clause.

DDM-25 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the bitwise 
NOT ~ operator.

DDM-24 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the bitwise 
OXR ^ operator.

DDM-23 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the | 
operator.

DDM-22 In an Impala database, Dynamic Data Masking fails to parse a statement that contains the & 
operator.

338583 The File Archive Service parser fails if you use "with sample of" in a query.

336462 The parser fails if a statement begins with LINENO followed by SELECT for Microsoft SQL Server.
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C h a p t e r  3

Known Limitations (9.8.2)
The following table describes known limitations:

Reference 
Number

Description

DDM-1121 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a stored procedure that 
has all data types as parameters.

DDM-1120 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a table valued statement 
that ends in a semicolon (;).

DDM-1096 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the CURRENT TIMESTAMP keyword.

DDM-1040 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
the CONVERT(value, type) function.

DDM-1038 Dynamic Data Masking fails to mask a statement with the From Clause Object matcher if the 
statement contains table hints.

DDM-1024 In a Microsoft SQL Server database, Dynamic Data Masking does not display the column name for a 
statement that contains the DISTINCT function.

DDM-1023 In a Microsoft SQL Server database, Dynamic Data Masking fails to parse a DECLARE block.

DDM-1008 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask a statement that contains 
SELECT * while in command mode.

DDM-998 In Impala and Hive databases, Dynamic Data Masking fails to mask a statement that contains fully 
qualified quoted column names.

DDM-994 For a generic database node, the database connection fails if the database server restarts.

DDM-989 In a Hive 2 database, Dynamic Data Masking fails to parse a statement that contains the LIMIT 
keyword.

DDM-959 In Impala and Hive databases, the masked query is not valid.

DDM-958 In a Microsoft SQL Server database, Dynamic Data Masking fails to mask data when creating a 
temporary table and inserting data into the temporary table.

DDM-585 The AUTH_MACHINE and AUTH_PROGRAM_NM do not work for IBM DB2 i/OS with JDBC drivers.
CR 423974.
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Reference 
Number

Description

DDM-553 Dynamic Data Masking does not impersonate columns that use the INTERNAL data type on an 
Informix database.
CR 399644.

DDM-542 The Stored Procedure Accelerator for Sybase does not mask a stored procedure if the stored 
procedure name starts with a number.
CR 416432.

DDM-540 The AUTH_MACHINE and AUTH_PROGRAM_NM do not work for IBM DB2 z/OS with JDBC drivers.
CR 423972.

DDM-538 The Stored Procedure Accelerator for Sybase does not mask a stored procedure if the stored 
procedure name is a Sybase reserved word.
CR 416460.

DDM-538 The Stored Procedure Accelerator for Sybase does not mask a stored procedure if the stored 
procedure name contains an at-sign (@).
CR 416459.

DDM-535 Impersonation does not work in the Rule Set Simulator for Teradata and Sybase databases.
CR 424295.

DDM-528 Oracle stored procedure masking fails if the request contains multiple columns with the same name.
CR 424822.

DDM-527 A SELECT * query does not work with Hive ODBC drivers.
CR 422535.

DDM-521 Dynamic Data Masking does not parse IBM DB2 XQuery expressions.
CR 452968.

DDM-518 If you join two schemas that have the same table name and column name, when you mask one table, 
Dynamic Data Masking masks both tables.
CR 409477.

DDM-509 Masking fails for an Informix database request if the table contains a column with the INTERVAL 
data type.
CR 428808.

DDM-508 Spaces are added to rule.log that are not in the Security Rule Simulator output.
CR 429782v.

DDM-504 Dynamic Data Masking returns unmasked data if the query contains an XMLQUERY function.
CR 448209.

DDM-503 Dynamic Data Masking does not parse the MOD function with a percent sign (%).
CR 450292.

DDM-501 On a MySQL database, Dynamic Data Masking returns unmasked data for a SELECT * FROM 
EMPLOYEES query.
CR 449472.
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Reference 
Number

Description

DDM-499 Dynamic Data Masking does not mask data correctly for the DDM for ODBC and DDM for JDBC 
services if the rule tree hierarchy contains multiple levels and the rules use the Continue processing 
action.
CR 441650.

DDM-492 Dynamic Data Masking does not parse the WITH common table expression.
CR 454733.

DDM-472 Oracle stored procedure masking fails when passing TO_DATE() as a constant input for a date 
argument.
CR 421176.

DDM-447 If you have a Teradata database with COP enabled, the Dynamic Data Masking Server gives an error 
with an unresolved address exception.
CR 411347.

DDM-444 During upgrade, Dynamic Data Masking does not restart the computer if the restart option has been 
selected.
CR 430056.

DDM-439 The AUTH_CURRENT_DATABASE symbol does not work for Informix native JDBC drivers and ODBC 
drivers.
CR 430839.

DDM-437 Some keywords are not parsed for IBM DB2 databases.
CR 337467.

DDM-436 The setport Server Control command logs incorrect information.
CR 422859.

DDM-434 Dynamic Data Masking returns unmasked data if the query contains an XMLTABLE function.
CR 448213.

DDM-366 Dynamic Data Masking does not parse the IBM DB2 CURRENT TIMEZONE special register.
CR 453485.

DDM-363 In a Sybase database, Dynamic Data Masking fails to mask a statement that contains the DISTINCT 
function.

DDM-310 On a Greenplum database, Dynamic Data Masking does not mask a column that has a name that is a 
keyword. Workaround: Add the word "as" between the column name and the alias. For example, 
enter "select last_name as name from employee."
CR 440741.

DDM-287 The query fails if you use the column alias \(alias) with the column alias \(col).
CR 419747.

DDM-282 Dynamic Data Masking does not parse the INTO statement in a query to Amazon Redshift.
CR 450297.
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Reference 
Number

Description

DDM-281 Dynamic Data Masking does not parse the DATEDIFF function in a query to Amazon Redshift.
CR 450298.

DDM-280 Dynamic Data Masking does not parse the TIMESTAMP EPOCH value in a query to Amazon Redshift.
CR 450299.

DDM-278 Dynamic Data Masking does not parse the LIMIT clause in a query to Amazon Redshift.
CR 450293.

DDM-277 You receive an error if the connection to Amazon Redshift is idle for an extended period of time.
CR 449685.

DDM-276 Dynamic Data Masking does not parse a query to Amazon Redshift that uses :: to cast.
CR 450294.

DDM-275 Dynamic Data Masking does not parse the IBM DB2 REC2XML function.
CR 452970.

DDM-273 Dynamic Data Masking does not parse the FROM match clause in a query.
CR 452634.

DDM-272 Dynamic Data Masking does not mask a column if there is a join and a custom alias for the column.
CR 452636.

DDM-271 Dynamic Data Masking does not preserve the order in an ORDER BY clause.
CR 452644.

DDM-270 Dynamic Data Masking does not parse IBM DB2 queries with a VALUES clause.
CR 452965.

DDM-269 Dynamic Data Masking does not parse a function that contains the ALL keyword in a query to 
Amazon Redshift.
CR 450301.

DDM-268 Dynamic Data Masking does not parse the NTH_VALUE function in a query to Amazon Redshift.
CR 450302.

DDM-267 Dynamic Data Masking does not parse ROWNUM as an alias in a query to Amazon Redshift.
CR 450303.

DDM-266 Dynamic Data Masking does not parse a substring(<Literal> from <val> for <val>) function in a query 
to Amazon Redshift.
CR 450304.

DDM-265 Dynamic Data Masking does not parse an expression that contains a caret in a query to Amazon 
Redshift.
CR 450306.

DDM-259 The LDAP Accelerator template contains incorrect rules.
CR 420797.
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Reference 
Number

Description

DDM-258 A SELECT * query to an IBM DB2 database fails if the owner is not the current user.
CR 420794.

DDM-255 Dynamic Data Masking places double quotes around table names, column names, and aliases.
CR 339999.

DDM-254 When you query a Teradata database with the QUALIFY_RANK keyword, the query fails.
CR 373620.

DDM-242 Dynamic Data Masking does not match the host in the Client/Application Information rule matcher 
for File Archive Service databases.
CR 338397.

DDM-238 The PL/SQL Function rule action does not return "Include Program Name" with the IBM DB2 
Informatica JDBC drivers.
CR 427041.

DDM-230 The Block Statement rule action returns an incorrect block statement for DB2 databases.
CR 338627.

DDM-224 Connection pooling does not work for all databases.
CR 377799.

DDM-213 A query to a Sybase database fails if the query contains an alias.
CR 422336.

DDM-210 The AUTH_SID global symbol does not work for Microsoft SQL Server, Informix, Data Vault, and 
Sybase databases.
CR 419754.

DDM-205 Some keywords are not parsed for Sybase databases.
CR 336500.

DDM-198 In some cases, the Client/Application Information rule matcher does not work for a Microsoft SQL 
Server database.
CR 407860.

DDM-184 The Microsoft SQL Server Stored Procedure Accelerator returns an invalid status when the 
procedure returns a status code through a C# program.
CR 426585.

DDM-183 Dynamic Data Masking does not mask the column if it is given as a nested query to a Sybase 
database.
CR 423774.

DDM-178 If the database name is not in the connect string, the AUTH_CURRENT_DATABASE global symbol 
does not work for Informix databases. If you switch the database within a session, the 
AUTH_CURRENT_DATABASE global variable does not work for Informix.
CR 384499.
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Reference 
Number

Description

DDM-172 Dynamic Data Masking returns unmasked data if the query contains an XMLELEMENT function.
CR 448201.

DDM-171 Dynamic Data Masking returns unmasked data if the query contains an XMLFOREST function.
CR 448205.

DDM-164 A connection to Oracle 12C through Dynamic Data Masking using an ODAC 12.x driver fails.
CR 444770.

DDM-162 Dynamic Data Masking impersonation does not work for Informix.
CR 377941.

DDM-159 You must use a table name alias for statements that contain LIMIT, SORT BY, CLUSTER BY, and 
DISTRIBUTE BY clauses for Hive databases.
CR 352193.

DDM-156 The Stored Procedure Accelerator for Sybase does not support the timestamp data type in the bind 
variable for the OLE DB provider.
CR 413384.

DDM-155 The Stored Procedure Accelerator for Sybase does not support the timestamp data type in the bind 
variable for the ODBC driver.
CR 413383.

DDM-154 The Stored Procedure Accelerator for Sybase does not support the datetime data type in the bind 
variable for the jTDS driver.
CR 413382.

DDM-153 When you use the Manage Licenses option in the Management Console to add a new license key, 
Dynamic Data Masking removes the old license from the installation directory.
CR 444733.

DDM-152 On a Greenplum database, if you query "select employee from employee," Dynamic Data Masking 
does not mask the result set.
CR 440492.

DDM-151 The AUTH_URL global symbol does not work for the DDM for ODBC service when you use the Check 
Property connection rule matcher.
CR 440237.

DDM-145 When you use the Dynamic Data Masking for FAS service, if you enable SSL in the Data Vault for 
client server communication, the Dynamic Data Masking test connection fails.
CR 411144.

DDM-130 When you use the -Drules.mask.new=true flag, if the inner query contains a column specification in 
the SELECT clause with a different alias than the column alias, masking fails.
CR 439774.

DDM-119 The Symbol matcher cannot contain more than 160,000 values.
CR 352875.
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Number

Description

DDM-107 Dynamic Data Masking might mask incorrect columns if the query contains a column alias.
CR 414375.

DDM-105 The PL/SQL Function rule action fails when passing a statement as an argument if the statement 
contains a query with single quotes (').
CR 417447.

DDM-38 In an Impala database, Dynamic Data Masking fails to parse a SELECT clause that contains the NOT 
LIKE operator.

DDM-37 In an Impala database, Dynamic Data Masking fails to parse a SELECT clause that contains the LIKE 
operator.

DDM-29 In an Impala database, Dynamic Data Masking fails to parse a statement that contains <=> operator 
(IS DISTINCT FROM ).

DDM-28 In an Impala database, Dynamic Data Masking fails to parse the ! operator.

DDM-26 In an Impala database, Dynamic Data Masking fails to parse a SELECT clause that contains the 
BETWEEN operator.
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C h a p t e r  4

Informatica Global Customer 
Support

You can contact a Global Support Center by telephone or through Online Support on Informatica Network.

To find your local Informatica Global Customer Support telephone number, visit the Informatica website at 
the following link: 
http://www.informatica.com/us/services-and-training/support-services/global-support-centers.

If you are an Informatica Network member, you can use Online Support at http://network.informatica.com.
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